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Background

During 1998, the  CISC' Technical Interface Sub-working Group (TISWG) issued a “Calling Party Name Conversion Facility Specification” (CNCF) which formed the basis for industry consensus in their document TICO076g, "Network-to-Network Technical Interface for Local Interconnection Calling Party Name Conversion Facility Specification."  A methodology for exchanging Calling Name (CNAM) information in the ISUP Generic Name (GN) parameter between interconnecting carriers was identified.  Late that same year, the Commission ruled that carriers were free to implement the CNCF with the caveats that; (1) the network interfaces were compatible with the selected common interface standards, and (2) the reliability of the proposed facility could be assured.  The first (1) caveat has been satisfied by the acceptance and de facto approval of the specification by the Commission, the second (2) caveat is outstanding.

Purpose

This contribution proposes a test plan direction to demonstrate the reliability of the signalling interface while employing the CNCF.  This is intended to satisfy the aforementioned second caveat (2) as ruled by the Commission.  

Objectives

Demonstrate that signalling traffic continues to be exchanged when the CNCF is not functioning.

Demonstrate that the CNCF is able to withstand and process increased traffic loads as that experienced during a single signalling link failure.

Considerations

Noted in the Network Working Group (NTWG) document, TICO076g:

The Calling Name Conversion Facility shall not reduce the overall reliability of the SS7 network as described in ANSI T1.111.  i.e., the availability of a signalling route downtime should not be greater than 10 minutes per year for a user signalling relation. 

'Calling Party Name Conversion Facility' processing time should not exceed the STP node processing time in Table 9-3 of GR-82, Section 9.2.1 'STP Node Processing Time'. 
Plan

(1)  Establish a signalling test bed with SS7 protocol signalling generators / analyzers.  Since the test bed is limited to a single Lab’ STP, a dual link set configuration will be used where a link set is a single link to demonstrate recovery from a link failure.  
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(2)  Identify a typical maximum engineered signalling link load (e.g. 40 % loading).
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(3)  Generate calls with Calling Name in the IAM at the loading identified in the previous step.

(4)  Double the generated load to simulate a link failure (e.g. 80 % loading).


Observe that the CNCF accommodates this capacity.
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(5)  Disable various aspects of the CNCF in the Stentor network, e.g. by direction, by linkset.


Observe that signalling traffic continues to be exchanged and processed.

(6)  Disable the CNCF entirely in the Stentor Network.

Observe that the generated calls still continue to be processed without any observable degradation to the link -- other than the CNCF is no longer functional.  i.e. the interface maintains the reliability and load objectives identified in the aforementioned "Considerations."
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