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NETWORK  MANAGEMENT

1.0
INTRODUCTION

This document provides the network management personnel or Trouble Report Centre (TRC) personnel of Interconnecting Carriers (ICs) with guidelines for traffic management and the management of network events.  ICs may be Incumbent Local Exchange Carriers (ILECs), Competitive Local Exchange Carriers (CLECs) and IntereXchange Carriers (IXCs).  These guidelines are provided for the management of the following event or conditions:

A. Network congestion due to facility failures,

B. Network congestion due to abnormal calling,

C. Mass calling events,

D. Switch or network failures or extended outages,

E. CCS7 Network failures,

F. Database failures,

G. Distribution cable failures, and

H. Planned network or network element modifications.

Specific network management procedures will require negotiations and pre-planning between Interconnecting Carriers (ICs) for network and database failures e.g. NPAC, SMS, Toll Free Services and AIN.

2.0
GENERAL RESPONSIBILITIES

This section provides administrative guidelines and responsibilities for the exchange of information between ICs relative to network management.  

2.1
INTERCONNECTING CARRIERS 

Each IC is responsible to:

A. Provide and maintain appropriate levels of adequately trained personnel,

B. Maintain adequate information on network circuit  records and configurations,

C. Inform each other of network failures and network events,

D. Provision adequate network management tools,

E. Provide a single point of contact for the reporting and management of network events.

F. Cooperate to effectively manage traffic across each other's network.  

G. Inform each other of mass calling events.

2.2
CONTACT NUMBERS

Each carrier is responsible to provide a single point of contact for its' Trouble Report Centre (TRC) or equivalent to each of its' interconnecting carriers. It is recommended that all carriers provision non CCS7 dependent lines to the TRC for the exclusive use in network emergencies. Examples of non CCS7 dependent lines are Multi Frequency (MF) trunks or dedicated ringdown circuits.  Appendix "A" provides a sample of the contact information to be exchanged on a bi-lateral basis and kept up to date as required or at service quality meetings.

2.3
ESCALATION

Escalation is a means of bringing problems to the attention of individuals who have the responsibility and authority to expedite corrective action.

When either of two interconnecting carriers experience network outages and resolution progress is not satisfactory, either company may contact the other company for escalation to a higher level of authority.  The following tables outline the escalation criteria to be followed, including description of priority and escalation intervals to be agreed to in the bilateral interconnection negotiation.

Priorities/Escalation Criteria

Priority Level
Description

1
 

2
  

3
  

4
 

Escalation Intervals






      SAMPLE
Priority
Level I
Level II
Level III

1




2




3




4




The rate at which a problem is escalated through successive levels of management should allow each level a reasonable period of time to resolve the problem before it is presented to the next level for action.  The priority and escalation intervals are dependent upon the severity and impact of the problem and are negotiated bi-laterally. 

Appendix "A" provides a sample of the contact information to be exchanged on a bilateral basis and kept up to date as required.

2.4
SERVICE QUALITY MEETINGS

Service quality meetings are used to discuss installation, testing and maintenance issues and to exchange information such as escalation contacts and test lines.  Each IC is responsible for requesting service quality meetings when, in their opinion, such meetings are necessary.

Regular service quality meetings are required to discuss and address:

A. Pre-plans,

B. Quality issues,

C. Contact numbers,

D. Network issues, and

E. Cooperative network management. 

2.5
REQUEST FOR POSTMORTEM

Cooperative analysis of the restoration process for major network failures may be requested by either party. A postmortem request must be made within 24 hours of the restoration.

The Internet or FAX are suggested modes for the exchange of requests and responses between the IC functional primes.  The affected carrier will forward the request for information, with the word "postmortem" as part of the subject heading to the failed carrier network prime. A copy of each postmortem request and response are to be provided to Carrier Services Group (CSG) representatives of both companies - see APPENDIX "B" for an example of a postmortem request template.

It is recommended that a response be provided within 5 business days. The response shall be formatted as per APPENDIX "C", RESPONSE TO POSTMORTEM.

3.0
RESTRICTIONS ON NETWORK OPERATIONAL ACTIVITIES

Restrictions are imposed on telecommunication networks from time to time as a result of outside influences such as heavy calling on Christmas, Mother’s Day, disasters and national emergencies.  A system of colors is used to identify these special conditions. Two color conditions will be used to maximize network integrity for ICs; i.e., Brown and Orange.  An IC will advise all potentially affected ICs prior to the implementation of these conditions.  It is expected that the ICs will abide by these restrictions when they are invoked.
3.1
CONDITION BROWN 

Condition Brown signifies an event of national, international or local interest where it is desirable to restrict activities on plant facilities in order to avoid service disruptions. Examples are; political/sporting events, military exercises, etc.  The objective of Condition Brown is to limit activities on plant facilities during a specific event.

3.2
CONDITION ORANGE 

Condition Orange signifies a specific threat or sustained evidence of an attempt to disrupt telecommunications services on a national, regional or local basis, e.g., sabotage, civil disturbances, etc.  The objective of Condition Orange is to tighten security measures on important telecommunications facilities.  From a network viewpoint, this entails increased security procedures in Central Offices and critical telecommunications sites, including additional patrols, more stringent physical access to Central Offices, additional inspections of mail and parcels delivered to Central Offices and changing door codes. When this condition is invoked, routine network installation or maintenance activities are suspended.  In the event of trouble conditions, reports will be accepted and considered for action. 
3.3
Network Modification Suspension

Due to the volumes of traffic and the potential for negative impacts to the network, the following table identifies when network modifications shall not be performed. Exceptions must be negotiated between the interconnecting carriers and coordinated by the network managers through bilateral discussions via the CSGs.
Network Modification Suspension Time Periods

(Inclusive – local time)

Event
Start of Suspension Period
   End of Suspension Period





Mothers Day
 Sunday 06:00
Monday 06:00

Fathers Day
Sunday 06:00
Monday 06:00

Christmas
December 24th 22:00
December 26th 23:59

New Years
December 31st 22:00
January 2nd 06:00

4.0
NETWORK FAILURES, EXTENDED OUTAGES OR CONGESTION

This section provides ICs with network management procedures for addressing network modifications, fault and performance management such as those experienced with network failures and abnormal calling.  

4.1
NETWORK FAILURES  

All information pertinent to a failure is of benefit to reduce future repair and restoration times.  All observable events, that may be relevant to a network failure, prior to, during, and after service restoration must be logged.  Notification procedures must be developed at the time of pre-planning, during extended outages or during service quality meetings.    
Failure notification information shall include, but is not limited to:

A. Brief description of the trouble,

B. Trouble start time,

C. Trouble location (e.g., CLLI),

D. Estimated restoration time 

E. Actual restoration time.

F. The carrier's name,

G. The name and telephone number of the person initiating the report, and

H. The reporting IC ticket number.

There is a distinction between equipment repair and service restoral, i.e., a network failure may be restored by using alternate facilities while the failed component is being repaired.  

4.2
MASS CALLING EVENTS

It is recommended that at the time of initial Local Network Interconnection between ICs, each IC provide a list of mass calling Telephone numbers (TNs) or NXXs.  It is understood that ported numbers may be involved in mass calling events, it is imperative that ported numbers are excluded from assignment as mass calling numbers.  

Each IC is expected to implement appropriate network management controls for these Mass Calling TNs or NXXs. In addition to the exchange of mass calling telephone numbers and NXXs during the initial Local Network Interconnection between ICs, each must describe their network control capabilities and methods.

The ICs need to be informed of all mass calling events that may impact their networks as early as possible, preferably 7 days prior to the event taking place.  The form in Appendix “D” shall be used for this purpose.  

Traffic management during a mass calling event should be exercised as close to the originating customers as possible.  In order to protect the communications network, the amount of control to be applied will be at the discretion of each IC. Cooperative network management controls during the event may be required.  In the event that network management controls are applied by an IC that could affect interconnected networks, affected ICs must be informed of the potential effect as soon as possible.  In a focused calling situation, the specific terminating directory number must be immediately identified to each of its' interconnected carriers.

Network management groups will be equipped to monitor and identify network overload situations rapidly and take appropriate action to inhibit congestion and prevent its spread before service degradation occurs.  Methods employed may include; code-blocking, call-gapping and choke trunk-group controls.

4.3
EXTENDED FAILURES

When a carrier or links to other network databases suffers an extended network congestion or failure, traffic will be rerouted where possible using agreed upon pre-plans which are dependent upon the interconnecting network architecture(s) and business agreements.

4.4
CCS7 Signalling NETWORK FAILURES
CCS7 signalling recovery procedures shall be negotiated and documented between ICs during the development of joint agreements prior to connectivity.  These operations' procedures, once established, will be adhered to in the event of an interconnecting signalling failure.

4.5
 NPAC/SMS DATABASE DISASTER RECOVERY PLAN

Refer to the "Disaster Recovery Overview" which is found in the Lockheed Martin document, "NPAC Methods and Procedures for Service Providers."   The pertinent file title is, "MP23.DOC" and is located in the secure section of the NPAC Web site, www.npac.com.

4.6
DISTRIBUTION CABLE FAILURES

In the event of a major distribution cable failure, it is the responsibility of the LEC to inform affected interconnecting carriers on the severity of the failure. Notification of the failure shall be directed as per contact listing in Appendix “A”. The LEC will provide the affected carriers with the following information:

A. Scope of the problem.

B. Failure start date and time.

C. Failure location.

D. Number of pairs or fibres affected.

E. Estimated time of restoral.

Circuit failures that threaten human life and national security will be given priority for restoration. Otherwise, all customers will be treated equally in the restoration process. 

4.7
NETWORK MODIFICATION

When network modifications are scheduled which could significantly affect service between interconnected networks, it is recommended that the affected carriers should provide 7 days' prior written notice.

The following information should be exchanged at the time of notification:

A. Originating company, contact and reference number,

B. Affected network element,

C. Start date and time of the change,

D. Expected end time,

E. Traffic types affected , and

F. Description of the modification.

APPENDIX "A"     -     CONTACT AND ESCALATION

Trouble Report Centre (TRC) or equivalent, e.g. network management centre, contact and escalation list:tc "Appendix 1A - Network Management Contact & Escalation List" \l 1
COMPANY
NAME
TITLE
TELEPHONE NO.

Carrier (NAME)

Trouble Report Centre (TRC)

Level I

Level II

Level III


APPENDIX "B"     -     POSTMORTEM REVIEW

Date:

Name - Requesting Carrier:

Responding Carrier Name:

Date of Event:

Requesting carrier ticket number:

Responding carrier ticket number:

Requesting carrier circuit and system identification:

Responding carrier circuit and system identification:

Duration:

Reason for this review:

Summary of events:

APPENDIX "C"     -     POSTMORTEM RESPONSE 

REF#_________.

(Failure caption heading e.g. Failure of MTCDE2145667 Fibre system.)
Summary
(Detailed event history and description of action taken.)

Root Cause Analysis
 (Statement as to what the root cause of the event was.)

Restoral Analysis
  (What procedure was taken to restore the service.)

Issue: 

(Things to be addressed as a result of the event.)

Recommendations:
(Action to resolve root cause issues.)

Name of  respondent and position
APPENDIX "D"     -     MASS CALLING NOTIFICATION

ADVANCE NOTIFICATION OF MASS CALLING EVENT                            

Ref. log#______________

Originator's Name:  _______________________
     Company:  ______________

Originator's Tel Number:  _________________________

Date/Time sent:  ____________   Initial Notice: _____   Follow Up Notice:  _____ 

___________________________________________________________________________

Name of Promotion:  ______________________________________________

Nature of Service:  Ticket sales ____  Tele-vote contest  ____
Other  _____

Scope of Promotion: National  ____    Regional  ____        Local  ____

Promotional Media: Internet     ____    Newspaper   ____   Radio  ____


  

                    TV ____ 
               Other     _____

Event Start Date:
_______________  Event End Date: _________________

Time of Program(s):        Start time(s)/zone(s) ___________________________

                                       Finish time(s)/zone(s)  ___________________________

Dialed Advertised Number(s): ______________________________________

Terminating Characteristics: POTS return number _____________________

 Voice  ____ Automatic Response Unit (ARU) ___ 
Other  ____

Type of Event: Planned Event   ____         Unplanned Event   ____

Event Description: _______________________________________________

· Estimated participation volume (total calls) _________________________

· Projected average holding time per completed call  __________________

· # of terminating lines  ___________________________________________

· # of operators _________________________________________________

· Contest rules and “prize” information  _____________________________

· The above information is as per NIIF/NOF NETWORK MANAGEMENT guidelines

APPENDIX "E"     -     ACRONYMS 

Carrier Services Group (CSG) 

Common Channel Signalling 7 (CCS7)

Competitive Local Exchange Carrier (CLEC)

Incumbent Local Exchange Carrier (ILEC)

Interconnecting Carrier (IC)

IntereXchange Carrier (IXC) 

Local Exchange Carrier (LEC)

Central Office Code (NXX)

Telephone Number (TN) 
Trouble Report Centre (TRC)
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