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�
1.0 Introduction


This contribution continues the theme established with TICO 132b Ñ namely, resolving Intermediate Global Title Translation (IGTT) issues, one-at-a-time, as they are required for the deployment of a specific service.  The service in question is Calling Name Identification (CNAM), involving the database or TCAP method.


The conclusions from the Sub-Working GroupÕs previous work are briefly summarized.  A current view of triggers for a 10-digit IGTT solution is presented.  Then recent changes in network topology are identified, suggesting that tools may now be available to deal effectively with the looping problem previously identified.  Building on this, a potential solution for 10-digit IGTT is presented for Industry discussion.  Finally, the new NPAC-based tool, to be delivered in Release 2.0 Ñ i.e., Mass Update Requirements Modification (NANC 68) Ñ is described with emphasis on how it might be used to accommodate major SS7 network reconfigurations.  


2.0 Previous Work and Conclusions


Whereas Final Global Title Translation (FGTT) in the originating network has been adopted as the TCAP routing method for Call Management Service that require end-to-end SS7 messages, this approach is not valid when TCAP messages are directed towards databases.  The reason is that the messages related to the former are targetted on single network entities (i.e., a specific switch) whereas the latter are directed to replicated nodes.  Replicated nodes need to be managed for load balancing and for take-over by the mate in case of failure.  This management is typically provided by a set of STPs in the terminating network.  Thus, the originating network must do an Intermediate Global Title Translation (IGTT) to identify the next GTT node in the chain of routing, ultimately relying on GTT in the terminating network to select the specific node based on local conditions.


Because of Local Number Portability, it is not possible for the originating network to identify the next GTT node in the routing chain based solely on the NPA-NXX of the callerÕs Directory Number (DN).  Consequently a full 10-digit GTT is required at the originating end to determine ownership of the DN.  The terminating network is expected to do a similar 10-digit GTT to confirm that the incoming messageÕs destination is indeed internal.  It has been agreed that poor synchronization of translation changes at each end of the messageÕs path open the possibility for endless looping of the TCAP message.  (This is because the NPAC SMS only guarantees automated updating of the originating networkÕs GTT tables; the terminating network is left to its own devices.)  While looping has always been a potential problem with IGTT, the change from 6-digits to 10-digits makes the probability of trouble due to records churn three orders of magnitude greater.


Recognizing that TCAP message looping was a problem for 10-digit IGTT, various potential solutions were examined during the previous work.  The CLECs favoured TT Mapping in the terminating network, currently the first choice method in the USA.  The ILECs favoured Translation Type (TT) substitution in the originating network, coincident with the first IGTT.  It turned out that TT Mapping could not be guaranteed because of STP limitations.  The CLECs refused to accept TT substitution, arguing that it wasted scare TT assignments and was not consistent with current US practice.  This resulted in a stalemate.


Since the only Minimum Message Set service with a dependency on the IGTT solution was CNAM, a situation analysis was undertaken for that specific service.  This concluded that Canadian Service Providers would only be using one database (i.e., a single mated pair) for this service for the foreseeable future.  Given a single database, there was no need to perform a 10-digit GTT to determine ownership of a DN, even when routing to portable NPA-NXXs.  The TISWG then went on to reach a consensus on how to carry out 6-digit GTT for CNAM.  


Given the availability of a near-term CNAM solution, resolution of 10-digit GTT routing methodology was shelved for the time being.  Near-term was defined as being two years, or until a triggering event occurred Ñ most likely, the emergence of an alternative CNAM database.


3.0 Current View of Potential Triggers


Although the TISWG reached a consensus on near-term deployment of CNAM using the TCAP method, there has been little or no movement to date by CLECs to establish the necessary business arrangements with the involved ILECs.  The reason for hesitation has been the ongoing dispute over the ÒCalling Party Name Conversion Facility (CPNCF)Ó, which has cast doubt over how the ISUP method would ultimately be deployed.  (This is because the two methods are inter-related, in that the originating network is given the choice of selecting the method of name delivery to be used Ñ i.e., selecting either the TCAP or the ISUP method�.)


On December 11th 1998, the Commission ruled that it was up to the carriers to determine how to implement the CNAM protocol facility, as long as the network interfaces were compatible with the selected common interface standards.  Subsequently, the NSWG� approved the CPNCF specification, thus paving the way for full CNAM deployment.


In light of these recent developments, the following sub-sections discuss two potential triggers for IGTT.


3.1 Proliferation of Databases


With the way cleared for cross-Country deployment of CNAM, and with the choice of name delivery method left to the originating network, there is a stronger than ever possibility that at least one CLEC may opt to deploy the TCAP method in the not too distant future.  If this CLEC were then to offer CNAM service in NPAs where the ILEC was already using the TCAP method, then the Industry would be faced with having to do a 10-digit IGTT lookup to determine ownership of the DN.


3.2 Erroneous Database Queries


MetroNet has performed a preliminary assessment of terminating network strategies for determining the originating networkÕs choice of name delivery method.  Given the complexity of the strategies and the number of combinations and permutations involved�, there is a strong possibility that erroneous TCAP queries would be generated.  Unfortunately, given the aforementioned 6-digit IGTT compromise solution, erroneous queries from DNs within regions where the ILEC had opted for the TCAP method would be delivered to the single recognized database for the CNAM service.


In a 10-digit GTT scenario, assuming an erroneous query, an STP in the originating network (for the TCAP query, not the call) would route the message to the 10-digit GTT relay point.  Because the call was originated by a network that had opted for the ISUP method, the Point Code would have been defaulted to zero Ñ i.e., no database.  According to ANSI T1.111, an address consisting of all zeros is an unused Message Transfer Part (MTP) point code.  Thus, assuming the message had been sent with the SCCP level ÒReturn OptionÓ set, a return message would be generated indicating Òno translation for this addressÓ.  The message should cause the originating switch (for the TCAP query) to cancel the default timer and peg an Operational Measurement.


Use of 10-digit IGTT for CNAM, even in a single database scenario, would seem to be a good way of containing errors and providing corrective feedback.        


4.0 Review of Solution Options


As mentioned in the review of previous work, the problem with 10-digit IGTT is the potential for TCAP message looping between originating and terminating networks.  A solution is needed that is practical to deploy, is consistent with standards, and can be agreed upon by all parties.  A highly desirable secondary requirement is consistency with US practice, in anticipation of future cross-border services.


While many looping control methods have been proposed, all but two have been eliminated from serious consideration for various reasons.  The two remaining methods are: 


Translation Type (TT) Substitution in the Originating Network:- The originating networkÕs STP performs a TT Substitution� while doing the IGTT.  The translation tables in this STP are arranged so there are no destinations for the translated TT that point back towards the messageÕs source. 


Looping is virtually impossible since all participating LECs are obliged to deploy the solution, hence this technique was categorized in the previous work as a Looping Prevention method.


TT Mapping in the Terminating Network:- When the TT for the service in question is received on an inter-network linkset, it is mapped� to a different, unused TT so that it can be routed to a unique ÒincomingÓ table�.  In the case of CNAM, the table entries are simple in a simple network Ñ there should only be a single destination, the single CNAM database.  All entries in the incoming table must point to destinations within the network, thus eliminating looping.


In the previous work, this technique was categorized as a Looping Protection method Ñ it protects the deploying network from routing errors in other networks.


It was not possible to reach consensus on which solution should be deployed.  The following is a summary of the arguments.


One camp, comprising most of the CLECs, raised the following objections to the TT Substitution method:


The scheme requires inter-network multilateral agreements and coordination.


Each new service type requires double TTs.  Because of the inter-network implications, standardization of any new TT is mandatory.  Although the T1S1 has approved the double TTs for the four initial services, there is no guarantee that standardization can be achieved for future services Ñ particularly if the TT Substitution method is not adopted in the US�.


The TT Mapping solution was rejected because not all vendors of Gateway STPs supported the capability.


Looking to the US, it was observed that consensus had not been reached on which of the above methods should be deployed Ñ hence the T1S1.3 had issued a majority rather than a consensus report on solutions to the looping problem.  Although the majority of US Service Providers had favoured TT Mapping, the TISWG could not state with conviction that selecting either of the above solutions would guarantee consistency between Canadian and US IGTT routing methods.  It was agreed that the US situation should be reviewed again prior to renewing work activity on the method of 10-digit IGTT.


5.0 Subsequent Developments


The situation in the US has not changed Ñ the majority report on looping methods still stands, and ongoing work appears to be focussing on new SCCP standards to solve the looping problem.  In the meantime, the number of ported customers on the NPAC has increased from fewer than 2,000 (about 1,300 in April of 1998) to several hundred thousand.  10-digit IGTT is being used for all four services, without TT Substitution.  Given the number of ported customers and the amount of coordination that would by needed to retrofit to the TT Substitution method, it seems most unlikely that this will ever happen.


As mentioned in the previous section, the TT Mapping solution was rejected because not all vendors of Gateway STPs were capable of supporting it.  The notable exception was Nortel, and this was an irresolvable obstacle because at least one ILEC and one CLEC were using the product.  This meant that an uncontrolled looping situation could occur on calls between these networks�.


In the meantime, at least one ILEC has established STP Gateways with the CLECs using a different vendorÕs STPs.  This suggests that network topology should be re-examined to see if the previous shortcomings of the TT Mapping solution still exist.     


6.0 A Proposed Solution


The TT Mapping solution discussed above is ideal for deployment in small networks.  The table entries are simple and should only point to a single destination Ñ the target database.  Large, complex networks having several layers of STPs with different capabilities pose additional challenges. 


Recent changes in network topology suggest a third looping solution, which could be applicable in large networks, as follows:


TT Mapping and TT Substitution in the Terminating Network:- When the TT for the service in question is received on an inter-network linkset, it is mapped to a translation that also substitutes a second TT for the service.  (This second TT is often called ÒTT primeÓ.)  Based on TT Prime, subtending STPs recognize the message as incoming to the database for the service in question.  Translations for TT Prime never point back towards the source of the message.    


The advantage of this method over TT Substitution (in the originating network) is that Industry coordination is not required for its implementation.  Moreover, the terminating network can arbitrarily choose the second TTs for services without the need for T1S1 approval.   


7.0 Mass Change of SS7 Data


Based on US experience, the main reason for a mass change of SS7 data is a change of database service provider.  However, a change from 6-digit IGTT to 10-digit IGTT could also trigger a mass change in that former STP-resident 6-digit translations would have to be expanded to individual 10-digit records in the NPAC for every customer in the NPA-NXX. 


Such mass changes can involve many thousands of records.  Thus an automated process is needed for two reasons: 1)Êto eliminate errors and reduce workload in an essentially repetitive process; and 2)Êto control the rate of change since each modified record must be downloaded to all LSMSs and subtending SCPs.  For all but the smallest change, the NPAC Administrator expects to set up and run the mass change process.  The role of the Service Provider is one of forecasting the requirement and supplying the NPAC Administrator with the necessary operating data. 


Currently there is no mass update capability at all.  The NPAC Administrator will do the updating manually at a cost Ñ the first 5 DNs are free and there is a charge of $15 for every one thereafter.  NPAC software Release 2.0 contains the automated process and this should make large mass updates practical.  Assuming Canadian deployment of Release 2.0 is not delayed beyond its US availability date, the mass change capability could be available for production use by the fourth quarter of 1999.


According to the current requirements for the ÒMass UpdateÓ feature�, the user-defined search criteria (actually a relevant subset of the criteria) consist of any combination of: DN, DN range, Service Provider ID, Location Routing Number (LRN), DPC value, or Service Sub-System (SSN) number.  The changes can be performed on all subscription versions of the userÕs choosing, except for Old and Cancelled.  User-specified changes can be carried out on: LRN, DPC value, and SSN value.


Availability of the NPAC-based Mass Update functionality, and the need to work within the bounds of its search criteria, are factors that must be considered in planning the introduction of 10-digit GTT.   


8.0 Conclusions


In conclusion, it would appear that the time has come to make a decision on the way 10-digit IGTT is to be deployed in the Canadian network.  There are triggers for deploying the capability on the horizon, especially if it is needed to deal with erroneous CNAM TCAP queries.  The US scene appears stagnant and the status quo there is likely to become the defacto standard, whether or not there is a consensus.  Waiting is not likely to provide further insight, except in the standards and vendor capabilities arenas Ñ and certainly any change in the former is a long ways off.


Recent changes in network topology suggest that a solution is available around which a compromise may be achieved.  Precipitated by the ILECsÕ decision to deploy a very flexible STP in the Gateway function, a solution might be available that could allow TT Mapping to be used in large, complex networks.  This solution has been described herein as TT Mapping and TT Substitution in the Terminating Network.


Finally, the NPAC-based Mass Update feature must be factored into major SS7 network changes such as deferred introduction of 10-digit GTT.


� The two methods are inter-related in that the terminating network must determine which method is being used on a call-by-call basis.  One would not want to deploy a unique TCAP method solution only to find out later that it would have to be modified upon the advent of the ISUP method.  With the precise details of the ISUP method in doubt due to the dispute, it would have been unwise to speculate in advance on its requirements.


� With the successful deployment of LNP, the Network Sub-Working Group (NSWG) was formed to take over the activities of several earlier groups, one of which was the TISWG.  


� The products of three switch vendors would be involved with the TCAP method.  There does not seem to be a standard method for deciding whether or not to launch a TCAP query, with the possible exception of when the calling party is invoking the privacy features.  Two switch vendors would be involved with the ISUP method, and their approaches to handling the privacy features are very different.  Each product/method combination needs to interwork successfully with all the others, with presentation allowed and presentation restricted.


� In the US this method is called ÒTT Mapping at the 10-Digit GTT Node.  TT Substitution is used here to avoid confusion with ÒTT MappingÓ in the terminating network.


� As used here, TT Mapping is defined as the ability to selectively assign TTs to different translation tables based on the incoming linkset.  This represents a slight broadening of the previous definition, which was: mapping an incoming TT to a TT Prime, based on the incoming linkset.


� More elaborate STP vendor-specific schemes are possible, some of which do not require the use of unused TTs for a TT Prime.  For example, an STP may have multiple sets of translations tables to which individual linksets can be independently assigned. 


� NPAC Release 2.0 introduces a 5th TCAP-based service intended for wireless service providers.  While this functionality might not be immediately applicable in Canada, it illustrates the point.  If the TT Substitution method has been abandoned in the US, what is the probability of getting a US standards body to assign a new TT for this service in Canada?  


� On inter-network calls, a looping prevention method such as TT Mapping need only be deployed in one of the networks.  However, it is necessary to examine all combinations of interworking to ensure that the situation does not exist where neither network can deploy looping prevention.


� For the full set of requirements, refer to the Functional Requirement Specification (FRS) for Release 2.0, R3-7.1 to R3-7.6.  FRSs are posted on the NANC website.
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