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Introduction

On April 18/19 meeting, three contributions that were previously submitted to Emergency Services Working Group (ESWG) were presented to the NTWG participants.  NTWG was requested by ESWG to evaluate the architecture alternatives proposed in ESCO193 (jointly submitted by FCI, CNCI, Comwave, Yak, and Primus; collectively called FCI et al) and ESCO196 (submitted by Bell Canada to support 911 call routing for VOIP Service Providers.  
On May 5 meeting, it was decided that further contributions related to either proposals would be helpful in assisting the Network Working Group to evaluate the architecture alternatives.
The purpose of this contribution is to obtain further detail and clarification associated with the ESCO193.

Bell Canada would request that FCI et al response to the following questions in writing for the May 27th meeting.

Questions to FCI et al
1. What is the definition of the “private network” (private to whom?).
2. How does the network remain as “private” while it is shared amongst all VoIP service providers?

3. In light of the Telecom Decision 2005-28, what/who are the eligible VoIP service providers that are connected to this “private network”?

4. What is the definition of “IP flat subnet and how will a “flat subnet” be affected with the growth of the number of devices in this network as it evolves (e.g. is there a broadcasting concern)?  As well, are there any re-addressing issue in the near future? 
5. How many switches and routers are to be supported by the IP subnet, in addition to the IP enabled tandems?
6. How does the implementation of Firewalls at the edge of the network affect the convergence timeframes of the “Flat IP network” via “Spanning Tree” as well as the overall architecture?

7. Describe the term “Physical redundancy” and elaborate how it relates to Disaster Recovery (POP outage).

8. How/where would rate-limiting be implemented?

9. Where do Intrusion Detection mechanisms exist?  And what is envisioned when intrusion is detected?
10. Should the 911 network support more than one codec (e.g. G.711 and G.729)?
11. Does the solution include NATing?

12. How are the switches to be connected Nationally for access to all providers

13. What is your view regarding the commercial arrangement of the 3rd party IP network provider (e.g. renewable contract)?
14. Are the use of SBCs envisioned in the overall architecture for the purpose of protocol mediation and other functions?























































































