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Background
In the June NTWG meeting, a contribution NTCO0324 (Minimum Message Set for IP to IP Interconnection) was presented by Keith Richardson.  The conclusion proposed the following key areas be addressed.  It was decided that the tasks would be divided amongst the NTWG member whereby the contributions can be submitted for discussion.
i. Basic SS7 Call Control as specified in TICO128a and based on the message sets ANS T1.111 (1992) Message Transfer Part, and ANS T1.113 (1992) ISDN User Part.

ii. Calling Line Identification Presentation and Restriction Services as specified in TICO135 with the format and permissible field values of the Calling Party Number as specified in Chapter 3 of ANSI T1.113 (1992)  ISDN User Part.

iii. Call Forward Services as specified in TICO136 according to the formats and procedures of Section 7 of ANSI Standard T1.611–1991, Supplementary Services for non–ISDN Subscribers.

iv. Call Management Services as specified in TICO118A according to the service descriptions and protocol specifications for the call management features in Bellcore technical references: CLASS Feature: Automatic Callback—TR–NWT–000215 Issue 2 March 1991, CLASS Feature: Automatic Recall—TR–NWT–000227 Issue 2 March 1991, and CLASS Feature: Screening List Editing—TR–NWT–000220 Issue 2 March 1991.

v. Calling Name as specified in TICO119c according to ANSI T1.641—Calling Name Identification Presentation and ANSI T1.639—Calling Name Identification Restriction to support the ISUP and TCAP methods.
This contribution will address the item v.) Calling Name by looking at where and how Calling Name is passed in traditional TDM networks.  This will lead into where and how Calling Name can be passed in VoIP networks.  The contribution will address the minimum message set for passing Calling Name from VoIP Carrier A to VoIP Carrier B.  Future contributions will address the interaction of VoIP Carrier A and another TDM Carrier with VoIP capabilities upon reaching a consensus on this basic item.
TDM Calling Name

In TICO119c, there are two basic methods to deliver Calling Name.  The first is the ISUP method where the Calling Name is inserted into the optional parameters of the ISUP Initial Address Message (IAM).  The optional parameter used is the Generic Name (GN) parameter.  The second is the TCAP method, where the Calling Name information is communicated in a SS7 Transaction Capabilities Application Part (TCAP) response message sent in answer to a TCAP query requesting the calling name information corresponding to a specific calling party number.

These two methods are accepted practices in Canada.
General ISUP Message Breakdown

ISUP information is carried in the Signaling Information Field (SIF) of a Message Signal Units (MSU).  The ISUP message is broken down into 4 basic parts:

· Routing Label

· Circuit Identification Code

· Message Type

· Optional Parameters

The SIF contains the routing label followed by a 14-bit (ANSI) circuit identification code (CIC). The CIC indicates the trunk circuit reserved by the originating switch to carry the call. The CIC is followed by the message type field (e.g., IAM, ACM, ANM, REL, RLC) which defines the contents of the remainder of the message.

Using the ISUP method, the Calling Name is in the Optional Parameters of the IAM message.  The specific parameter is the Generic Name (GN) parameter.  The GN parameter is passed from Carrier to Carrier until it reaches the called party where based on its CNIP/CNIR will display the Calling Name.
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Figure 1: ISUP Message Breakdown

Using the TCAP method, the Calling Party Number and CNIR information is passed in the IAM message until it reached the end switch.  The end switch will trigger a TCAP query based on the Calling Party Number to retrieve the Calling Name.  Based on the CNIP/CNIR the Calling Name will be displayed.
General SIP Message Breakdown

All SIP message are composed using the following structure:
· A Start-line

· A SIP Header

· A Empty Line to indicate end of header field

· An Optional message body

The maximum length of a SIP message, including headers and body is 2048 bytes.  All lines end with a carriage return line feed (CRLF).  The INVITE message sent to setup a SIP call is equivalent to the IAM message.

The SIP Header contains information about the calling party and called party.  The following fields are normally in the SIP Header
· Request Line

· From

· To

· Call-ID

· CSeq

· Date

· Via

· Max Forwards

· Content-Length
The From header field indicates the logical identity of the initiator of the request.  The field contains a URI and optionally a display name.  It is used by SIP elements to determine which processing rules to apply to a request (for example, automatic call rejection). 
In RFC3261 it states to use the From header field is to insert the Calling Name.  
From: “Display Name” <sip:4165551234@cisc.example.com>;tag=9fxced76sl

Where


“Display Name”
- is the Calling Name (CNAME)


4165551234

- is the Calling Number 
In the scenario, where the Calling Name is not available, the network should display the Calling Name as “Anonymous”.
The initiator can insert the Calling Name or put in the display name "Anonymous", along with a syntactically correct, but otherwise meaningless URI (like sip:thisis@anonymous.invalid), if the identity of the client is to remain hidden.  
There is another optional parameter called CONTACT, which has the definition to hold the Calling Name.  This field has a similar format to the FROM parameter.


Contact: “Display Name” <sip:4165551234@cisc.example.com>
Where


“Display Name”
- is the Calling Name (CNAME)


4165551234

- is the Calling Number 
Similar type rules for the From parameter applies to the Contact parameter.  The primary difference between the two parameters are listed below.
	
	
	Messages

	Header/Parameter
	proxy
	ACK
	BYE
	CAN
	INV
	OPT
	REG

	
	
	
	
	
	
	
	

	Contact
	
	O
	
	
	M
	O
	O

	From
	R
	M
	M
	M
	M
	M
	M



Where



R – Required



O – Optional



M - Mandatory
Conclusion

In conclusion, the SIP parameter which best ensures the passing of Calling Name across a VoIP network would the be the FROM parameter.  The parameter is mandatory in all SIP INVITE messages and has provisions to hide the Calling Name if the user does not wish to be identified.
Acronyms

ACM – Address Complete Message

ANM – Answer Message
ANSI – American National Standards Institute

CIC – Circuit Identification Code

CNAM – Calling Name

CNIP – Calling Name Identification Presentation
CNIR – Calling Name Idenification Restrication
CRLF – Carriage Return Line Feed

GN – Generic Name
IAM – Initial Address Message

MSU – Message Signal Unit

REL – Release Message
RLC – Release Complete Message
TCAP – Transaction Capabilities Application Part

URI – Uniform Resource Identifier
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