Local Service Provider business failure

                   Summary of discussion at the Jan 22/02 NTWG meeting

The chair stated that at the last CISC Steering committee meeting, WGs were requested to execute the recommendations made in their respective reports. For the NTWG, a report (NTCO150) was submitted in November 2001. At the Jan 22/02 meeting, the NTWG agreed to complete this activity by March 31, 2002. The following paragraphs summarize the discussion on the issues identified in the NTWG report mentioned above:

1. How does one quickly identify any other entities interconnected to the failed LECs and either contact them or negotiate a continuation of service with them.

It was noted that there are generally two types of entities; end customer records and interconnecting entities such as trunks and other unbundled facilities. 

For end customer records such as service features and confidential information associated with the end-customers, they are completely under the control of a failed LEC. No other parties can have access to them. Therefore it is up the failed LEC to ensure that these records are not destroyed and kept up to date. This should be the responsibility of the failed LEC and should be incorporated into the processes for the failed LEC to follow.

For interconnecting entities, the NTWG felt that, based on past experience, a failed LEC would not be in a position to maintain accurate records of interconnecting or unbundled network entities as most of the technical staff might have left the company by then. Therefore, it would be appropriate for parties (any that have up-to-date and accurate records) interconnected to the failed LEC, to contact the failed LEC and negotiate continuation of service with it until such time all its customers are migrated out or some other party takes over the failed LEC’s business.

2. What CCS7 issues arise with respect to any failed LEC, should the processes be reviewed and updated. 

Bell (Doug Kwong) indicated that he would provide a contribution on this issue at the next meeting.

3. How would the failed LEC information in the LERG databases be removed ? What should the process be?

It was noted that as customers migrate from a failed LEC, they may port their telephone numbers with them. As result, the NXX of the failed LEC would likely be transferred to another LEC, possibly the one that possesses the largest number of telephone numbers in that NXX. Vacant NXXs will be returned to the Numbering Administrator’s NXX pool. With all the NXXs removed, the corresponding homing arrangements will cease to point to the failed LEC’s switches. The end result is that the failed LEC will be isolated from other carrier's networks. It was felt that Telecordia should be able to remove the failed LEC's data from its database per the terms of the business arrangement/agreement with the failed LEC.

4. Disconnected TNs:  “snap-back” to original LEC

It was noted that this issue was raised by AT&T (George Turner). This issue will be discussed at the next meeting when George attends. As this issue is being pursued else where, parties are in agreement that the NTWG wishes to monitor the progress of activities in other WGs and NPAC OPS committee to provide input as required.

5. Removal of Network Entities and Data

Some parties indicated that each interconnecting LEC should be responsible to determine when it should remove “failed data” such as trunk translation and service data from its network. Generally, translation can be removed when the trunks are turned down and removed from service. Removal of interconnecting trunk will depend on whether there are still customers served by the failed LEC's switches. This must be done in consultation with the failed LEC's personnel.

With respect to other types of  “stale”  information such as that in the CRTC Web site, some parties noted that its is really the Commission staff's responsibility to keep the Web site up to date so the general public can have access to the latest and up to date information. There was no recommendation as to when and what process would trigger the removal of such information from the CRTC web site.

6, 7) Failure Stages and LEC service technology

It was noted that these two items are comments and do not require action on the NTWG’s part.

8)   Security and Privacy Considerations

Normally, a LEC has, in its possession, customer specific information (e.g. credit and billing information, agreements). Many of these are stored in electronic media such as hard discs, databases and electronic files. It is unclear who and how should these information be treated.  For example, the failed LEC’s equipment such as servers and PCs could be auctioned off, and sensitive data such as credit information and customer specific information may not have been completely removed.  There is a need to understand how to deal these security issues. Which group should have the responsibility.
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