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Background

VoIP traffic is expected to be a major application to take advantage of the Internet Protocol.  The most important benefits include cost savings, open standards and multi-vendor interoperability within the integrated voice and data networks. In VoIP, control signaling
 similar to that found in the PSTN is invoked by sending appropriate messages between the various elements that control the call. There are also many extensions to each of these control categories that enable advanced service sets. 

VoIP originally included numerous proprietary protocols developed to address the need for this real-time session signaling. The result was independent standards, each with their own unique characteristic. As these packet telephony networks grew and interconnection dependencies emerged, it became clear that the industry needed to standardize protocols. In today’s VoIP systems, there still remain several protocol standards that vendors and users need to consider, and while these standards are a bit disorderly, they are now beginning to mature to the point where one can start to sort out their similarities and differences. 

Distributed vs. Centralized

VoIP technology allows networks to be built using either a distributed or a centralized architecture. 

Distributed architectures are associated with H.323 and SIP protocols. These protocols allow network intelligence to be distributed between endpoints and call-control devices. The endpoints can be gateways, media servers, IP phones, or any other device that can initiate and terminate a VoIP call. Promoters of distributed architectures favor this model because of its flexibility in allowing the addition of intelligence to either endpoints or call-control devices, depending on the technology requirements of the network. Critics of distributed architectures believe these networks tend to be more complex and that the centralized PSTN model should be used when trying to replicate legacy voice services. 

Centralized architectures include the UniStem, Skinny, MGCP and H.248/Megaco protocols. These protocols were designed for a centralized device called a media gateway controller or call agent to handle the switching and call control. This agent talks to media gateways that appropriately route and transmit the voice information of the calls. In these architectures, the network intelligence is centralized and the endpoints have limited features. Promoters of this architecture favor the model because it centralizes management and provisioning, while at the same time, simplifies call flows for legacy voice features. Critics of centralized architectures claim it throttles the innovation of endpoint feature development that move beyond legacy voice services.

Distributed Architectures
SESSION INITIATION PROTOCOL (SIP)

SIP is a multimedia protocol that is intended to take advantage of the Internet’s distributed architecture in establishing VoIP connections and applications. SIP was developed to provide the tools for interconnecting with other VoIP networks and for adding intelligence and new features at either the endpoints or the SIP proxy servers. SIP essentially provides the signaling to create, modify and terminate VoIP sessions with one or more participants. Although the IETF has made progress in defining extensions that will allow SIP to work with legacy voice networks through other IETF protocols (i.e. DNS, URL, TRIP), the primary motivation behind the protocol is to support next-generation architectures that utilize the Internet and its applications. 

H.323

H.323 was originally created to provide a mechanism for transporting multimedia videoconferencing applications over LANs. Although H.323 is still used by numerous vendors for both point-to-point and multipoint videoconferencing applications, it has rapidly evolved to include VoIP. Because of its early availability and VoIP advancements, H.323 is currently the most widely used VoIP signaling and call-control protocol. H.323 is considered an "umbrella protocol" because it defines all the aspects of call transmissions. This includes Registration, Admission, and Status (RAS) protocols for call routing, H.225 protocols for call setup, and H.245 protocols for capabilities exchange. As a protocol used in a distributed architecture, H.323 allows companies to build large scale networks that are scalable, flexible, and redundant. It also provides mechanism for interconnecting with other VoIP networks, and it supports network intelligence at either the endpoint or the gatekeeper.

Centralized Architectures

UNIStim 

UniStem (Unified Network IP Stimulus) is a proprietary protocol developed by Nortel Networks to allow control of its IP telephones.  The protocol is a pre-standard signaling scheme similar to Megaco that works with phone systems based on Nortel voice servers such as Meridian 1, Nortel Networks Business Communications Manager and the Succession Communication Server. 

SKINNY 

Skinny Client Control Protocol (SCCP) is a proprietary Cisco protocol based on the H.323 standard that was designed to handle VoIP call set up. Skinny is a centralized call control architecture where the Call Manager controls all the features. It was believed that the end station of a LAN, or IP- based PBX, must be simple to use and relatively cheap, and that, the H.323 recommendations were an expensive system.  As a result, Cisco has scrapped H.323 between the gateway and the phone in favor of this protocol, however, SCCP can also coexist in an H.323 environment.  Cisco has licensed the protocol to other vendors who produce Skinny phones. So while Skinny is not closed, access is limited to Cisco's partners.

IP DEVICE CONTROL (IPDC)

Protocols for enabling centralized control and management (master-slave) of multi-service packet networks have come in a number of appearances over recent years. Earlier efforts by Sun Microsystems and other companies had developed a standard called Diameter. DIAMETER protocol was written exclusively for authentication, authorization and accounting applications. A forum promoting IP Device Control (IPDC) stretched it even further to apply to thin clients attempting to interface with circuit switched networks. IPDC is a family of protocols proposed by companies such as Level 3, 3Com, Alcatel and Cisco, that allow control gateway devices to bridge the IP and PSTN networks. (The need for a control protocol separate from call signalling arises when the service control logic needed to process calls lies partly or wholly outside the gateway devices. The call control intelligence is located outside the gateways and are handled by external call control elements; the Call Agent.)

SIMPLE GATEWAY CONTROL PROTOCOL  (SGCP)

Simple Gateway Control Protocol  (SGCP) was another protocol used to handle the communication between the call agent and the gateways. SGCP was primarily designed as a protocol that the call agent used to program gateways according to instructions it received through signaling protocols such as ISUP, H.323 or SIP. Telcordia Technologies researchers have been major contributors to the development in the Internet Engineering Task Force of the SGCP specifications. IPDC and SGCP were brought together by the IETF to form MGCP (Media Gateway Control Protocol), under the responsibility of the Megaco (Media Gateway Control) Working Group. 

MEDIA GATEWAY CONTROL PROTOCOL (MGCP)

MGCP is an IETF standard protocol used in a centralized architecture. MGCP was originally developed to bridge the conventional circuit-switched PSTN and packet-switched networks, as the H.323 protocol had trouble with scaling to telephony services with multiple gateways. To address this problem, MGCP eliminated the H.323 gatekeeper and removed the signaling control from the gateway, putting it in a media gateway controller (MGC) or softswitch or call agent. This MGC device then provides the control intelligence to multiple media gateways (MGs).  
Although MGCP is a protocol that addresses control of media gateways, it does not, as H.323 does, allow for a complete end-to-end communication. MGCP’s endpoints are the media gateways. The endpoint provides user interactions and interfaces, while the MGC provides the centralized call services and intelligence. A master/slave relationship is preserved at all times between the MGC and the MGs. When changes of state are forwarded to the MGC via a series of messages, the MG will then execute simple actions based on the commands from the MGC.

MEGACO / H.248

The Megaco/H2.48 protocol is an industry accepted open standard that improves on MGCP by allowing higher density gateways, more gateways, reduced messaging overhead and reduced complexity/costs. MEGACO/H.248 is now the official industry standard protocol for interfacing MGCs and MGs. The standard is the result of a collaborative effort between the IETF and ITU standards organizations
. 

Megaco/H.248 is similar to MGCP in that it was designed to provide an architecture where call control and services could be centrally added to a VoIP network. In that sense, an architecture using these protocols closely resembles the existing PSTN architecture and services. MEGACO/H.248 draws heavily from MGCP plus it introduces several enhancements. Even though MGCP was deployed first, MEGACO/H.248 is expected to win wide industry acceptance as the official standard for gateway architectures authorized by both the IETF and ITU. However, today, MGCP is still a valid protocol for end point control. 

Megaco and H.248 are essentially the same protocol standard for Media Gateway Controller to Media Gateway signaling and management. This master/slave approach makes it possible for the controller to determine the location of each endpoint and its media capabilities so that a common level of service can be selected. One disparity between MEGACO/H.248 is that Megaco uses ASCII while H.248 was Binary coding. ASCII is more BW intensive than H.248, however for survelance applications ASCII is far superior.
4.
Conclusion

TELUS believes that choosing VoIP vendors should be based on their commitment to support open standards and their consideration of interoperability with all VoIP protocols. Without this commitment, VoIP systems are in danger of becoming as proprietary as legacy voice structures. By working with vendors who can provide this flexibility, carriers can focus on building scalable and reliable networks that support the requirements of NG networks.

� Supervision (state of the phone), alerting (ringing and call progress tones) and addressing functions.


� The ITU standard is the H.248 protocol while IETF publishes Megaco.





5
6

