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Calling Name Conversion Facility — Rationale


 CLEC Version


Notice	The CLEC version of the CNCF specification, as described in NTRE007b, is provided as a guide for CLECs to use in the design, development, and deployment of Calling Name Conversion Facilities.  Receipt and use of the technical information contained in this specification shall constitute agreement by the recipient that it waives any claims it might have against the authors or the Network Working Group members as a consequence thereof, and that in no event shall the authors or the Network Working Group members be liable for any special, indirect, incidental, or consequential damages of any nature whatsoever.
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1.0	Purpose of this Contribution


A specification for the “CLEC CNCF” was presented to the NTWG for the first time on June 22nd, 1999.  A number of questions were raised as to the scope of the document and the issues it was intended to address.  Accordingly, additional material was added to the specification in an attempt to answer these questions, which were considered by the authors to be valid.


When the document was reviewed again on September 21st, 1999, it was agreed that it now consisted of a mixture of rationale and technical requirements.  As such, it was no longer in a state where it could be given to a product developer as a concise source of direction.  It was agreed that the existing document would be split into two parts — 1) a clean CLEC CNCF specification, which would retain the original contribution number (subsequently elevated to the status of a Consensus Report, and identified as NTRE007b); and 2) a new contribution that would capture the scope and rationale information.


Consequently, this contribution is the new document that captures the scope and supporting rationale for the CLEC CNCF.    


2.0 Introduction


2.1 Rationale for a CLEC CNCF Specification


Contribution TICO076G, an Industry consensus document, describes a “Calling Party Name Conversion Facility” which is intended to provide CNAM service transparency between an ILEC and a CLEC.  The facility described in TICO076G is specified in such a way that it is transparent to traffic which transits via the ILEC network.  While the aforementioned specification meets the ILECs’ requirements, there are additional capabilities that some service providers believe are needed to meet their requirements.


The aforementioned conversion facility is required wherever the ILEC has opted to use the CNAM  “ISUP Method,” and is using the proprietary Party Information (PI) parameter.  However, several CLECs have opted to use the same CNAM method as well, and others may wish to do so in the future.  Thus, either the aforementioned facility or some variant of it is required by the CLECs.   The specification embodied in NTRE007b is intended to describe such a facility, and this document expands upon the rationale.


2.2 Background


The CLECs’ specification identifies additional CNCF requirements.  These additional requirements revolve around the handling of outgoing IAM messages, in case they contain both a Generic Name (GN) parameter and a PI parameter, or if they already contain a GN parameter populated with name information.   The contribution also identifies the requirement for a CLEC that has opted for the ISUP Method to guarantee the presence of a GN parameter at the common network interface, on all calls.


It appears reasonable that all CLECs should have access to a specification that can be given to a software development group in order to realize the CNCF capability, whether it be in the form of a stand-alone system or an adjunct to an existing network node.  The implementation details are proprietary to each CLEC (so long as network reliability expectations can be met).


The specification is intended primarily for use by CLECs that are not involved in transiting of calls.  However, transiting could be supported so long as there were no transiting LECs who had opted for the TCAP Method, but were treating the GN parameter as optional.  (Guaranteeing the presence of a GN parameter can interfere with transited calls that originate in networks that have opted for the TCAP Method, as the GN parameter is specified as being optional.)


NTRE007b builds upon the current consensus specification, TICO076G.  It is intended that all of the functionality implied by the latter be retained.  Consequently, much of that document’s content has been directly incorporated in NTRE007b.


2.3 Scope and Limitations


The specification in NTRE007b is intended to describe a facility that a CLEC may deploy, at its option, to ensure proper handling of all ISUP messages containing the GN parameter, PI parameter, or both; and to reduce or eliminate sources of unnecessary CNAM TCAP queries within its own network.


With respect to unnecessary queries as a result of a LEC opting out of CNAM and adopting neither the TCAP nor the ISUP Method, the solution for this scenario is beyond the scope of NTRE007b.  The specification in question is intended for use by a CLEC that intends to participate in the exchange of CNAM information.


Section 3.2, New Requirements, identifies the method to accommodate evolution to “True GN.”   For the purposes of NTRE007b, it is assumed that such evolution will take place entirely within the ISUP Method.  Thus, a transition from the proprietary, PI-based ISUP Method to the same vendor’s TCAP Method (which already represents a “True GN” solution) is excluded from the scope of this document.


Finally, a CLEC does not have to deploy the device described in the specification, even if said CLEC is using the proprietary CNAM ISUP Method.  It may choose to negotiate a bilateral arrangement with another LEC to extend the use of the PI parameter across the network interface.  Such an arrangement may remain in place indefinitely, or may be specified in such a way that a switch-by-switch transition to “True GN” can be accommodated.  Details of such an alternative approach are beyond the scope of either this document or NTRE007b.


�
3.0 Requirements Overview


This section provides an overview of the requirements.  Emphasis is placed on points of difference (or clarification) between NTRE007b and the TICO076G specification.


3.1 Point of Insertion in the Network


Unlike the conversion facility described in TICO076G, the CNCF specified in NTRE007b is required to operate in a non-symmetrical� environment.  Thus it is important to clarify the point of insertion in the network, and which of the two sides is the point of entry into the facility for a particular call flow.


The CNCF is an integral part of the deploying CLEC’s network.  It intercepts all outgoing calls from those switches that generate the PI parameter, and is the last point where the SS7 IAM protocol is manipulated.  Conversely, the CNCF intercepts all incoming calls from other networks that are destined for switches that expect the PI parameter.  The side facing the other networks is called the Common Network Interface.  The side facing the PI-based switches is the Local Network Interface.  These terms are used within this document to distinguish between the two sources of IAM messages.


3.2 New Requirements


The CNCF is required to accommodate evolution of the deploying network’s PI-based switches — specifically, moving from the PI parameter variant of the CNAM ISUP method to full end-to-end use of the GN parameter, also using the CNAM ISUP method.  (Full end-to-end use of the GN parameter is hereafter called True GN.)  It is also desirable that outgoing calls always contain a GN parameter at the Common Network Interface, given that the CLEC has opted for the ISUP Method.  This leads to the following requirements for bi-directional feature support, which may be accommodated (at least in part) by external supporting structures such as associated STPs.


It must be possible to by-pass the conversion algorithms of the CNCF, on a per-switch basis, when (and if) an originating switch is converted to True GN.  This may take the form of a special translation scheme, based on the IAM’s Originating Point Code (OPC), by an associated STP.  Failing this, the following requirements apply to the CNCF :


1	The CNCF must be equipped with a PC� lookup table capable of accommodating all the switches in the deploying CLEC’s network, at the time of conversion.  This is identified as Table A in the following description.


2	The table is initially set with all cells clear.  As switches are converted to True GN capability, their PCs are added to the table, one-at-a-time, by the CLEC’s operating personnel.


3	If a search of Table A finds a PC that matches the IAM’s Originating PC, the CNCF will allow the GN parameter to pass through without change — i.e., a disposition similar to the procedure for handling non-IAM messages�.


Specific details such as table size and maintenance requirements are proprietary to the deploying CLEC, and hence are beyond the scope of this document.


The following requirement assumes that the CNCF is encountered by incoming calls to the deploying CLEC’s network.  The CLEC may instead opt to provision its PI-based switches with additional software to recognize the GN parameter.  If so, the CNCF could be by-passed on incoming calls, obviating the need to separate incoming and outgoing calls.  Thus, if this approach were adopted, the requirement for Table B (described below) would not apply.


While it is undesirable for outgoing calls not to have the GN parameter, this is not true of incoming calls.  Thus, it is a requirement that incoming calls from the Common Network Interface be identified so that the feature guaranteeing presence of a GN parameter can be disabled in these instances.  The associated STP may be able to distinguish incoming calls by recognizing the SS7 Link Set, in which case the CNCF may be provided with some means of direction differentiation.  Failing this, the following requirements apply to the CNCF:


1	The CNCF must be equipped with a PC lookup table capable of accommodating all the switches in the deploying CLEC’s network at the time of conversion.  This table, identified as Table B in the following description, contains the PCs of all the switches in the deploying CLEC’s network.  There is no need to change the table contents, except to add PCs for new switches, as required.


2	In the absence of both the GN and PI parameters on a particular IAM, the CNCF will insert a GN parameter with the Availability field set to “name_not_available.”  The Presentation field shall be set to “allowed.”  (See the following paragraph for the rationale.)  This default GN parameter will only be generated if a PC matching the Originating PC of the IAM can be found during a search of Table B.


It is expected that the deploying CLEC will have provisioned all the PI-based switches with the functionality to generate a GN parameter when the per-call Calling Name Identification Restriction (CNIR) service is invoked.   In the case of subscribed CNIR customers, the lines should not be marked as name presentation restricted — rather the name information attribute should be datafilled with “Private Name.”  Thus, both the PI and GN parameters should only be absent when the name is truly unknown. 


3.3 Modifications to TICO76G


It is not clear from the TICO076 specification what should happen if both the PI and GN parameters are present in the same IAM.  Thus, the following requirements are added to clarify what should happen:


The CNCF will check for the presence of both parameters in any given IAM and commence conversion processing only after this determination has been made.  If both parameters are present, the PI parameter will be the source of the calling party name information.  This is consistent with the selection strategy used by a terminating PI-based switch. 


If both parameters were present, and the PI parameter has been converted to a GN format, the name information will be inserted into the existing GN parameter.


A GN parameter will not be created without first checking to ensure that the IAM does not already contain a GN parameter. 


It should be noted that these requirements are not intended to change the conversion logic defined in TICO076G.  Rather they merely expand upon the robustness of the conversion algorithms.  The governing principle of robustness is as follows: regardless of the likelihood of a particular undesirable event occurring, if it can be accommodated easily, then it should be.


3.4 Reliability


TICO076 states that the CNCF “shall not reduce the overall reliability of the SS7 network as described in ANSI T1.111.”  A maximum of 10 minutes per year downtime is specified for a user signalling relation.


It is recommended that the CNCF specified herein be an integral part of an existing network node such as an STP, or a subtending adjunct of such a node.  If this is the case, the STP should be configured to bypass the CNCF in case of failure or congestion of the latter.  Other arrangements, such as incorporation into stand-alone devices on the signalling links used for network interworking, should only be considered as a last resort — for example, if the deploying CLEC does not have STPs. 


 


�The CNCF described in TICO076G is said to be symmetrical.  This is because the facility performs in exactly the same way, regardless of whether a call originates in the user’s network and is destined for the common network interface, or is coming from the common network interface and is destined for a switch within the user’s network.  The facility described herein treats these situations differently, and is therefor non-symmetrical.


� PC, as used herein, refers to an SS7 Point Code that uniquely identifies a network switch.


� It is not necessary to by-pass the CNCF on incoming calls.  The PI-based switches are currently capable of receiving either parameter on a call-by-call basis.  If a PI parameter is present, it is the primary source of name information — in the absence of the PI parameter, a GN is expected, and if this is absent as well, then a TCAP query is launched.  In fact, with provisioning of the appropriate software packages, there is no need for a CNCF in the incoming direction.
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