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ExecutiveSummary

Authority for the Project

Thisauditwasapprovedby theAudit andReviewcommitteein the 1998/99auditplan.

Objectives

The objectiveof this audit is to follow up on the resultsof the Year 2000 audit conductedin
1997/98andidentify any residualrisks to thedepartmentachievingits Year 2000objective. The
department’sYear 2000 objectiveis to ensurethe continuityof critical businessfunctionsinto
andbeyondtheturnofthe centuryincluding:
• applicationprograms;
• hardwareandsystemsoftware;and
• building systems1.

Scope

Theaudit scopeincludestheYear2000ProgramOffice andotherGTIS project offices,the RPS
Year 2000 Building Operationsteamand thoseotherareasof ‘the departmentthat conductor
delivercritical businessactivitiesincluding:
• GovernmentOperationalServices(GOS)Branch;
• SupplyOperationsServices(SOS);
• HumanResourceBranch(HRB);
• RealPropertyServices(RPS)Branch;and
• theRegions.

Background

TheGovernmenthassetout Year 2000readinessasits majoroperationalpriority; consequently
all federal departmentsand agenciesmust ensure that their information managementand
informationtechnologysystems,applicationsandinfrastructureaswell astelecommunications
networksareYear 2000 compliant and operationalon January1, 2000. In March 1998, two
auditreportsweredeliveredon PWGSC’sYear 2000Conversion;onefor informationtechnology
andonefor embeddedchips in building systems.

Building systemsreferto embeddedchipsin theelectronicbuilding control systemsfor which theProperty
andFacilitiesManagementDivision ofRPShavetakenresponsibilityregardingYear2000problems

.
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Key Findings

TheYear2000complianceexerciserepresentsa significant,visible andsuccessfulexampleof a
co-ordinatedPWGSCactivity. Multi-branchteamshavebeencreated,vertical communication
hasbeen enhanced,and contactpoints for our externalclients have beenconsolidatedand
rationalizedto respondto theYear 2000challenge.

Follow-up ofPreviousAudit Recommendations

During the first stageof this audit, actionstakento addressthe recommendationsfrom the
1997/98 Year 2000 Audit were evaluated.The audit found that appropriateand significant
progresshasbeenmadein responseto the initial audit recommendationsfor both information
technology and building systems and that no material items were outstanding.
Recommendationsfrom theinitial audit, aswell asthestatusoftheactionplans,arepresentedin
AppendixA.

ManagementControl Frameworks

Thereis anadequatemanagementcontrolframework(MCF) to plan,execute,monitorandreport
Year 2000 readinesswithin the Year 2000 ProgramOffice and the project offices for Mission
Critical applications,Building Systems, Telecommunications,and the Office Infrastructure
Renewal(OIR) Project.

TheProgramOffice continuesto work within a comprehensivemanagementcontrol framework
for monitoring and reporting progress. Project status is monitored from three different
checkpoints - status reporting against application project plans, status reporting against
infrastructurecomponentplans(NCS, OIR, Telecom,Building Systems)andstatusreportingof
testingagainsttestplans(bythe TestLab management).Therearealso multipleoversightlayers
that ensureaccuratestatusreporting. Applicationprogressin businessbranchesis monitoredby
applicationowners, Branch co-ordinatorsand Branch Senior Managers. GTIS management
regularlymonitor andpresentprogressto GTIS Executive.A SteeringCommittee,which meets
everytwo weeks,overseestheYear 2000Program.Regularstatusreportsarepresentedat Senior
ManagementCommitteesandbriefingsareprovidedto TreasuryBoardMinisters.

Managementof Mission Critical applicationsconversionis sound. Most Mission Critical
applicationsare near to, or have; completedaccreditation- Twenty eight applicationsare
accredited,5 additional applicationsarescheduledto be completedby May 31, 1999 and the
remaining application is to be completedby June 30, 1999. Mission Critical applications
implementedin the regionsaremanagedwithin the managementcontrol frameworkin placeat
Headquarters.TheMCF inplaceensuresaccurateandtimely reportingof progress.

Complianceof PWGSCtelecommunicationcomponents,aswell astelecommunicationsservices
providedto othergovernmentdepartmentsis managedthroughestablishedpracticesto collect
data,to maintainthedatabase,andto provideaccurate/completestatusreporting.

PublicWorksandGovernmentServicesCanada 1
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The TelecommunicationsSectorOffice InfrastructureRenewal(OIR) Projecthasan adequate
MCF in place to plan, execute,monitor and report on the implementationof a standard,
compliant desktop, electronic mail system, and supporting operating system infrastructure
throughouttheDepartment.

Year 2000 building systemscomplianceactivities within RPS haveshownthe greatestchange
sincethepreviousaudit. Thereis now anadequateMCF in placeto plan, execute,monitor and
report the achievementof PWGSCYear 2000 building systemsreadiness,aswell as,building
systemservicesprovidedto othergovernmentdepartments.

The MCF overHigh Priority applicationsvariesdependingon the businessbranch. TheMCF
establishedin GOSfor closelymonitoring theprogressofMissionCritical applicationsis being
appliedto theHigh Priority applications. Of theapplicationsreviewed,GOS applicationswere,
or near,accreditation.In otherbranches,thereis arelianceon GTIS to performandmanagethe
conversionactivitieswith varyingdirectmanagerialoversightby the businessbranchinvolved.
Minimal oversightmay impact the identification and/or correctionof problems. This risk,
however,is mitigatedby the statusreportsprovidedby the managersof interrelatedYear 2000
activities andby regularreviewsconductedby the ProgramOffice. The fi~cus of attentionis
shifting from MissionCritical to High Priorityapplicationsacrossthedepartment.

While thereexistsan adequatemanagementcontrol frameworkenhancementscanbemadeto
further improvePWGSC’sability to ensureYear2000 objectivesareachieved. -

• The focus of the businessmanagersto datehasbeenon the conversionof the application,
while relying on GTIS to addressinfrastructurecompliance. Increasedmonitoring of the
timelinessof the conversionprocessfor dependentinfrastructureby businessmanagers
would provide additional assurancethat the applicationobjectivesare beingaddressedby
relatedinfrastructurecomponents..

• Statusreportingfor building systemcomplianceactivities,currentlypreparedmanuallyfrom
electronic files, cannot continue to provide managementwith accurate and timely
information,norcanit accommodatethe increasedreportingrequirementsrelatedto ourrole
as service provider to other government departments. The National on-line database
(NBITS) designedto replacethe currentprocessneedsto be fully implemented,updatedand
madeoperationalin all regionsasquickly aspossible.

Recommendation2

It is recommendedthat:

1. The ADM RPSensurethat the project tracking, monitoring and reporting system,
NBITS, isfully implemented,updatedandmadeoperationalasquicklyaspossible.

Issues
2 Additional recommendationsaddressedto theYear2000Programand ProjectOffices are includedin thebody ofthisreport

only.

PublicWorksandGovernmentServicesCanada •2
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Issuesare identified, addressedandcontinueto bemonitoredwithin the existingMCF. These
issuesincludethereadinessofHigh Priorityapplicationsincludingslippages,testingofMission
Critical interfaces,impactofOIR implementationdelays,readinessofleasedbuildings,testingof
buildingsmanagedthroughanAlternative Form of Delivery (AFD) agreement,andassurances
from utilities andmunicipalgovernments.Continuedmonitoringand oversightof ‘theseissuesis
required.

SomeHigh Priority applicationshavebeenidentified asnotmeetingscheduledtest dates. As of
February26, 1999, tenHigh Priority applicationswerebehind schedule(4 GOS, 1 SOS,and 5
RPS) and Human ResourcesBranch had requesteda deferral of their testing of some High
Priority systems.Plans~re’inplaceto ensurethat all delayedapplicationswill be accreditedby
June30,1999.

ContingencyPlanning

Contingency Plans are in place for all Mission Critical applicationsand are being further
developedfor the infrastructurecomponents. Detailed contingencyplans are targeted for
completionby April 30, 1999.

MissionCritical Interfaces

Testing andapplicationinterfaceshasbecomeanareaof concernat TreasuryBoardSecretariat.
Thedepartmentcontinuesto addressinterfacerequirementsfor theMission Critical applications

through communicationwith externalbusinesspartnerswhich beganearly in the conversion
process.Selectedtestingofinterfacesbasedon thecriticality ofthesystemssupportedhasbeen
ongoing. A Paperoutlining PWGSC’sstrategyfor end-to-endtestinghasbeendefined,approved
and is expectedto be forwardedto TreasuryBoard Secretariat(TBS) and externalpartnersin
March 1999. A new statusreportof PWGSCMissionCritical applicationinterfacetesting has
beendevelopedandacceptedby TBS.

PublicWorksandGovernmentServicesCanada 3
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Environment Stabilization

In addition to the operationalconsiderationsfor PWGSC’s Year 2000 readiness,it is essential
that seniormanagementsupport a freezeon changesto PWGSCinfrastructurefrom October,
1999 to January15, 2000andto PWGSCapplicationsfrom November1999 to January15, 2000,
asproposedby GTIS. This will providea buffer periodto resolveany residualproblemswhich
maybeencountered,giventhemagnitudeandcomplexityof theYear2000 changesundertaken.

Recommendation

It i~ recommendedthat:

1. TheADMGTIS, through theInformationManagementCommittee,ensurethatthefreeze
on changesto thePWGSCinfrasfructureandapplicationsis adheredto.

Year 2000Long-term Benefits

The investmentinto Year 2000 readinesshas also resultedin manynew services,practices,
proceduresand products, which addressgood managementpractices such as the Vendor
Information Service, Regional ResourceCentresand telecommunicationsand infrastructure
componentsinventory. While the focusof attention should remainon meetingthe Year2000
challenge,the continuationof thesepracticesneedsto be assessedandformally addressedprior
to thecompletionofthe projectandthereassignmentor departureofthe Year2000projectteam
members.

Recommendations

It is recommendedthat:

1. The ADM~ GTISassessthebenefitofcontinuingtheservices,practices,proceduresand
products,developedwithin the Year 2000programandestablisha mechanismto ensure
theseitemsare integratedinto theP WGSCoperationalenvironment.

2. The ADM~ GTJS assess the benefit of maintaining the telecommunicationsand
infrastructure componentinventoryaspart ofan assetmanagementsystembeyondyear
2000.

PublicWorksandGovernmentServicesCanada 4
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Information Management

The ProgramOffice hasimplementedan informationmanagementsupportsystemto facilitate
theclassification,storageandretrievalof information. Thesystemis intendedto beexpandedto
otherYear2000projectoffices andareasinvolved in Year 2000activities. We observedthat the
system will adequatelyachieveManagementof GovernmentInformation Holdings (MGIH)
objectiveswhereimplemented,however,it is doubtful thatthe systemwill cover all information
collected. Wehavealsonotedthat all areasauditedaremaintainingYear2000documentationto
substantiatethework whichhasbeenperformedand decisionsmade.

PublicWorksandGovermnentServicesCanada
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1 Introduction

1.1 Authority for the Project

This audit wasapprovedby theAudit andReviewcommitteein the 1998/99auditplan.

1.2 Objectives

The objectiveofthis audit wasto follow up on theresultsof the Year 2000 audit conductedin
1997/98andidentify anyresidualrisks to thedepartmentachievingits Year2000objective. The
department’sYear 2000 objectiveis to ensurethe continuity of critical businessfunctionsinto
andbeyondtheturn ofthecenturyincluding:
• applicationprograms;
• hardwareandsystemsoftware;and
• building systems3.

1.3 Scope

Theaudit scopeincludedtheYear 2000ProgramOffice andotherGTIS projectoffices,theRPS
Year 2000 Building Operationsteamand thoseotherareasof the departmentthat conductor
delivercritical business(MissionCritical andHighPriority) activitiesincluding:
• QovernmentOperationalServices(GOS)Branch;
• SupplyOperationsServices(SOS)Branch;
• RealPropertyServices(RPS)Branch;
• HumanResourceBranch:and
• theRegions.

1.1 Background

The Governmenthassetdut Year 2000readinessas its majoroperationalpriority; consequently
all federal departmentsand agenciesmust ensure that their information managementand
information technologysystems,applicationsand infrastructureaswell astelecommunications
networks are Year 2000 compliant and operationalon January 1, 2000. To achieve this
objective,PWGSCestablisheda Year 2000ProjectOffice in thefall of 1996to ensurethetimely
and effectiveconversionofII’A/IT applicationsandinfrastructurefor which it is responsible,and
to provide continuousand seamlesssystemsoperationsto its clients. In August 1998, to
accommodateincreasingcomplexitiesasYear 2000 efforts progressed,the Year 2000 Project
Office expandedto becometheYear 2000ProgramOffice.

In March 1998, two audit reportswere deliveredon PWGSC’s Year 2000 Conversion;one for
informationtechnologyandone for embeddedchips in building systems. Theindustrystandard

Building systemsreferto embeddedchips in theelectronicbuilding control systemsforwhich theProperty
andFacilitiesManagementDivision of RPShavetakenresponsibilityregardingYear2000problems

.

PublicWorks andGovernmentServicesCanada 6
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for Year 2000 conversionprojects includes the following five phases,overseenby project
management: Awareness,Assessment,Renovation,Validation and Implementation. The
findings ofthetwo auditreportswerepresentedaccordingto thismodel. It wasnotedthat:

• The Awarenessand Assessmentphasesfor information technology were completed,
renovationswere being conductedwith some validation and implementationbeginning.
Audit observationsand recommendationswere made regarding the activities already
completedduring thefirst two phases;aswell asto areasthatGTIS wasplanningto address
astheprojectprogressed.

• Year 2000.work relatedto embeddedchips in building systemswaspart way throughthe
Awarenessand AssessmentPhases. Work had not yet begunon the other threephases.
Thus,manyofthe auditobservationsand recommendationspointedto areasthat RPSwould
be in apositionto addressastheprojectprogressed

This audit found that all initial audit observationsand recommendationsfor both information
technologyandbuilding systemshavebeenaddressedby management.

Recommendationsfrom theinitial audit,. aswell asthestatusoftheactionplans,arepresentedin
AppendixA.

PublicWorksandGovernmentServicesCanada
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2 IssuesExamined

In thedetailedexaminationphase,we assessedthe adequacyof conversionactivitiesfor selected
Mission Critical and High Priority functions. We also reviewed the managementcontrol
framework processesfor issues, such as telecommunications,that are common for most
functions. Thefollowing providesabriefdescriptionofthecommonissuesexamined.

• IntegratedPlanning
• identificationofdependenciesfor thedelivery ofthe function,includingtheinfrastructure

to runthesupportingapplications;
• adequacyof theschedulingandmonitoringof the resolutionofthe dependenciesto meet

implementationrequirements;

• Telecommunications
• validity, reasonablenessandreliability oftheplansandthestatusreporting;

•OIR
• validity, reasonablenessandreliability oftheplansandthestatusreporting;
• impactof delayson MissionCritical andHigh Priority applications;
• actiontakenonrecommendationsof ProgramOffice internalreview;

• Documentation
• organizationandaccessibilityof thedocumentationmaintained;
• adequacyofthesupportfor demonstratingdue diligence;

• ContingencyPlanning
• consistencyandclarity in theapproachto contingencyplanning;
• adequacyof contingencyplans to addressall relevantcomponentsincluding external

communicationsand identifiedrisks;

• Building Systems
• identification and testing of facilities and building systemssupporting departmental

MissionCritical andHigh Priority functions;
• adequacyof actionstakento ensurecomplianceof leasedfacilities housing government

employees

• Responsibilitiesto the GovernmentofCanada
• adequacy of the planning, monitoring and controlling of responsibilities including

assistanceto otherdepartmentsfor readinessof building systems,provisionoftheVendor
InformationServiceandreadinessofgovernment-wideMissionCritical facilities

PublicWorks andGovernmentServicesCanada 8
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3 Findings, Conclusionsand Recommendations

TheYear 2000 complianceexerciserepresentsa significant,visible andsuccessfulexampleof a
co-ordinatedPWGSCactivity.’ Multi-branchteamshavebeencreated,vertical communication
hasbeenenhanced,and contactpoints for our external clients have beenconsolidatedand
rationalizedto respondto the.Year2000challenge.

3.1 Application Readiness

A sampleof Mission Critical and High Priority applicationswere selectedfor detailedaudit
review. The sampleincluded25 of the36 (69%)MissionCritical applicationsand40 ofthe 58
(69%)High Priority applicationsfrom eachmajorbranch. Theobjectiveof thedetailedreview.
was to assessthe adequacyof the conversionactivities and to obtain an understandingof the
progressreportingofapplications.

3.1.1 Mission Critical App!ications

An adequatemanagementcontrol framework (MCF) is in placeto plan, monitor and
reportYear2000progresson Mission Critical applications. Interviewswereconducted
with the 3 businessmanagersresponsiblefor the25 MissionCritical applicationsselected
anddocumentationwasreviewedfor a sampleofthoseapplicationswithin theirportfolio.
Theaudit foundthemanagementof theapplicationconversionsto besound,wheremost
applicationswerenearto, orhadcompleted,accreditation- Twentyeight applicationsare
accredited,5 additional applicationsarescheduledto be completedby May 31, 1999and
the remaining application is to be completedby June 30, 1999. Mission Critical
applicationsimplementedin the regions aremanagedwithin the managementcontrol
frameworkin placeat Headquarters. The MCF in placeensuresaccurateandtimely
reportingofprogress.

3.1.2 High Priority Applications

Themanagementcontrol frameworkoverHigh Priority applicationsvariesdependingon
thebusinessbranch. Interviewswereconductedwith 7 businessmanagersresponsiblefor
the conversionof High Priority applications,and documentationwas reviewed for a
samPleof applicationswithin their portfolio. The managementcontrol framework
establishedin GOSfor closelymonitoringtheprogressofMissionCritical applicationsis
being applied to the High Priority applications. Of the applicationsreviewed, GOS
applicationswere, ornear,accreditation.

In other branches,thereis a relianceon GTIS to performand managethe conversion
activities with varying direct managerialoversightby the businessbranchinvolved. In
Real Property Services(RPS) there is a less rigorousmanagementcontrol processin
placeto monitortheYear 2000conversionprogress.Meetingsareperiodicallyconducted

PublicWorksandGovernmentServicesCanada 9
Audit andReviewBranch 1999-03-15



98-712Year 2000Follow-up Audit
Report

betweenthebranchco-ordinator,thebusinessmanagersandGTIS. RPSBranchmonitors
progresswith minimal oversightsinceit viewsthe Year 2000 effort asa routinerelease
that is typically managedby GTIS. Supply OperationsServices (SOS) and Human
Resources (HR) Branches, have an informal managementcontrol process where
managersareregularlyinvolvedwith GTIS to manageandmonitortheconversionefforts.
The accuracyand timelinessof applicationstatusreportingto the Year 2000 program
office is primarily the responsibilityof the businessmanagersand can thereforevary

• from one businessmanagerto anotherdependingon the degreeof oversight. Minimal
oversight may impact the identification and/or correction of problems. This risk,
however,is mitigatedby the statusreportsprovidedby themanagersofinterrelatedYear
2000 activities andbe regularreviewsby the ProgramOffice. The focusof attentionis
shiftedfrom MissionCritical to High Priorityapplicationsacrossthedepartment.

SomeHigh Priority applicationshavebeenidentifiedasnot meetingscheduledtestdates.
As of February26, 1999,tenHigh Priority applicationswerebehindschedule(4 GOS, 1
SOS,and 5 RPS)andHumanResourcesBranchhadrequesteda deferralof their testing
ofsomeHigh Priority systems. SlippageofHigh Priorityapplicationsis beingmonitored
within the existing managementcontrol framework. Date changes that delay
accreditation are categorized as “delayed applications” and reported weekly to
management. Delayed applicationsare tracked through the existing issue tracking
process. Plans arein placeto ensurethat all delayedapplicationswill be accreditedby
June30,1999.

3.1.3 Program Office

The ProgramOffice continuesto work within a comprehensivemanagementcontrol
framework for monitoring and reporting progress. Year 2000 objectivesare clearly
defined and communicated. Accountabilitiesand responsibilitiesare defined in a
complianceguideandhavebeenassignedand accepted(managersinvolved are clearly
definedandtheirresponsibilitiesareclearlyunderstood).Planshavebeendevelopedand
progressis monitoredagainstthe plans. Risks and issuesare identified,addressedand
monitored. A systematicanduniform methodologyhasbeenestablishedto ensureproper
Year2000testingand accreditation.Humanresourceandcontractingplansfor obtaining,
retaining and redeploying requiredresourceswere developedand implemented. The
certificationprocessestablishedensuresthatconsistentandvalid testing is conductedand
that resultsare signed-offby the responsibleauthorizedindividuals. Projectstatus is
monitoredfrom threedifferent checkpoints- statusreportingagainstapplicationproject
plans, status reporting against infrastructure componentplans (NCS, OIR, Telecom,
Building Systems)and statusreporting of testing againsttestplans (by the Test Lab
management). There are also multiple oversight layers that ensureaccuratestatus
reporting.Applicationprogressin branchesis monitoredby applicationowners,Branch
co-ordinatorswho regularly report to Branch Senior Managers.GTIS management
regularlymonitorandpresentprogressto GTIS Executive.A SteeringCommittee,which
meetsevery two weeks, overseesthe Year 2000 Program. Regularstatusreportsare
presentedto Senior ManagementCommitteesincluding the Information Management

PublicWorksandGovernmentServicesCanada 10
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Committee(IMC), BusinessBoard (BB) andHeadquartersExecutiveandDepartmental
Executive Committees(HEC/DEC). Briefings are also provided to TreasuryBoard
Ministers.

The audit notedthat the Year 2000 ProgramOffice is resourcedwith highly motivated,
well trainedanddedicatedpeople.

3.1.4 DependentInfrastructure

The linkage of Mission Critical and High Priority applications with dependent
infrastructurewasidentifiedthroughintegratedplanningworkshopswith participationof
Businessfunctional managersand GTIS. Action plansto addressthe issuesidentified
weredevelopedandarebeingmonitoredby theProgramOffice. Appropriately,thefocus
of the businessmanagersto datehasbeenon the conversionof the application,while
relying on GTIS to addressinfrastructurecompliance. There is a needfor ongoing
monitoringofthetimelinessoftheconversionprocessfor dependentinfrastructureby the
applicationmanagers.This.will provideadditionalassurancethat applicationobjectives
arebeingmet by the relatedinfrastructurecomponents. Missed deadlinesin Telecom,
OIR andBuilding Systemscouldhavean impacton thereadinessofMissionCritical and
High Priority functions.

Recommendation

It is recommendedthat:

1. The responsiblebusinessmanagerswork with GTISto confirm a compliantinfrastructure
will be in placefor thecontinueddeliveryoftheirproduct(s).

3.1.5 ContingencyPlanning

ContingencyPlansarein placefor all MissionCritical applicationsandarebeingfurther
developedfor the infrastructurecomponents- NCS, Telecommunicationsand Building
Systems. A high level contingencyplanning framework(integratedapproachtowards
problemidentificationandplanimplementation)from NCSwasto becompletedfor the
end ofFebruary. Detailedcontingencyplanswill bepreparedby April 30, 1999. “One
weaklink anywherein the chainofcritical dependenciescancausemajordisruptionsto
businessoperations. Given theseinterdependencies,it is imperativethat contingency
plans be developed for all critical core businessprocessesand supporting systems,
regardlessofwhetherthesesystemsareownedby theagency.

Year2000ComputingCrisis: ReadinessImproving,But Much Work Remainsto Avoid Major Disruptions,
TestimonyBeforethe Committeeon GovernmentReformandtheCommitteeon Science,Houseof
Representatives,UnitedStatesGeneralAccountingOffice.

PublicWorks andGovernmentServicesCanada
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3.1.6 Mission Critical interfaces

End to endtestingand applicationinterfaceshasbecomean areaof concernat Treasury
Board Secretariat. The purposeof end-to-endtesting is to verify that a definedset of
interrelatedsystems,which collectively support a corebusinessfunction,will work as
intendedin an operationalenvironment. The departmentcontinuesto addressinterfaces
with externalbusinesspartners.Dataformatsandinterfacerequirementsfor theMission
Critical applicationswere communicatedto external businesspartners early in the
conversionprocess.Selectedtestingwith externalclientshasbeenconductedbasedon
the criticality of the systems supported. In addition, a paper outlining PWGSC’s
definition and strategyframeworkfor end-to-endtestinghasbeendraftedandapproved
and is expectedto be forwarded to TreasuryBoard Secretariat(TBS) and external
partnersin March 1999. A new statusreportof PWGSCMission Critical application
interfaceshasbeendevelopedby GOS with the assistanceofthe ProgramManagement
Office. This newreporthasbeenreviewedandacceptedby TBS.

3.2 Telecommunicationsand Office Infrastructure Compliance

TheTelecommunicationsSectoris managingtheYear 2000complianceeffort requiredto certify
and accredit the Department’s office infrastructure and telecommunicationshardware and
softwareconfigurationaswell asthe optional, sharedtelecommunicationservices deliveredto
othergovernmentdepartmentsby GTIS. Recognizingthe importanceof this responsibilitythe
Sectorhasrecentlydedicatedresourcesto the establishmentof the TelecommunicationsYear
2000 ProgramManagementOffice (PMO) which co-ordinatestheeffort requiredto ensureYear
2000 complianceof the telecommunicationand office infrastructurecomponentsmanagedby
GTIS.

3.2.1 ManagementControl Framework

An adequatemanagementcontrol framework is in place in the Telecommunications
Sector to plan, execute, monitor and report on Year 2000 readinessfor PWGSC
telecommunicationinfrastructureas well as telecommunicationsservicesprovided to
othergovernmentdepartments.TheTelecommunicationsYear 2000 PMO co-ordinates
theYear 2000planning,monitoring,andreportingacrosstheTelecommunicationSector.
The TelecommunicationsYear 2000 PMO reportsdirectly to the Telecommunications
SectorManagementCommitteeand providesstatusreportingto the DepartmentalYear
2000 Program Office. Responsibility for accreditationof compliance for individual
componentsis clearly assignedto and acceptedby specific GTIS managersin the
National Capital Area (NCA) and regions. The objectives, roles, responsibilitiesand
authoritiesregardingYear 2000 readinessfor telecommunicationsand infrastructureare
documentedin aprojectcharter.

3.2.2 Approach

PublicWorksandGovernmentServicesCanada 12
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The approachto Year 2000 readinessfor telecommunicationsshared services and
infrastructurecomponentsis documentedand hasbeenacceptedby participantsin the
process.

The TelecomYear 2000 PMO approachis consjstentwith the multiphaseapproach
recommendedby the PWGSC Year 2000 ProgramOffice. Individual Telecom and
infrastructurecomponents,however,’ can not easily be linked to individual mission
critical or highpriority functions. This reducestheopportunityto addresscomplianceon
a prioritized basis. The Telecom Year 2000 PMO approach,therefore,hasbeento•
require timely accreditation of compliance for all telecommunicationand office
infrastructurecomponents. Theapproachaccommodatesan assessmentofthereadiness
ofcomponentsownedandmanagedby externalcarriersandserviceprovidersincluding
a review of their methodsand validation as considerednecessaryfor accreditation.
Confidence in compliance certification documentationprovided by Telecom Service
providersis enhancedthroughparticipationin committeessuchastheInterbankTelecom
Forum and the chairing of the Treasury Board Year 2000 Telecommunication
Subcommittee. TelecommunicationSectorResponsibleArea Managers (RAMs) and
Directorsaswell astheTelecomYear 2000 PMO arerequiredto sign certificatesat key
phasestowardsaccreditationcertifying andattestingto thework accomplished.

Audit testsindicatedthat thedocumentedapproachis beingfollowed with the exception
that formal validationandimplementationplansarenot requiredfor all serviceprovider
managed componentsto provide adequate evidence of PWGSC monitoring and
assurance.In orderto compensate,theTelecommunicationsYear2000PMO hasagreed
to include a formal step in the accreditationprocessto require certification from
TelecommunicationRAM/Director that they haveverified that the serviceproviderhas
adequatelytestedandimplementedeachcomponent.

3.2.3 Compliance Reporting

The TelecommunicationsYear 2000 PMO maintainsa databasewhich containsthe
recordofthetelecommunicationandinfrastructurecomponentsandtheirrespectivestate
ofprogresstowardsreadinessandaccreditation.Thisdatabaseis animportanttool in the
controlover the TelecommunicationsandOffice Infrastructurecomponentsaccreditation
processandthebasisofYear 2000compliancestatusreportsto management.

The componentinventory processbeganin the spring of 1998. Although interim
inventoryreportshavebeen subjectto fluctuationin termsof componentvolumesasthe
National Capital Area (NCA) inventory was assembledand then “rationalized”, this
reportingis nowconsistent.

Adequatepracticesarein placeto collect data,to maintain thedatabase,andto provide
accurate/completereportingregardingthestatusofcomplianceof telecommunica,tionand
office infrastructurecomponents.TheTelecommunicationsYear2000PMO inventoryof
telecommunicationsand office infrastructure componentshad to be assembledin

PublicWorksandGovernmentServicesCanada 13
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responseto the Year 2000 effort. No assetmanagementsystemexists in PWGSCfor
thesecomponents.Theremaybe valuein maintaininga componentassetinventoryas
partofanassetmanagementsystembeyondJanuary1, 2000.

As ofFebruary1999,theTelecomYear 2000PMO wasreportingsubstantialprogressin
theNCA towardsa July 31, 1999 targetof accreditationfor all sharedtelecommunication
servicesanda March 31, 1999 targetfor office infrastructurecomponents.Theregional
componentinventoryandassessmentwascompletedasof late February1999 with over
60% of componentsassessedasreadyfor accreditation. The PMO and the Regional
GTIS Directoratesareworking togetherandmaking useof knowledgetransferfrom the
NCA effort to makeaJuly 31, 1999regionalcomponentrenovationtargetachievable.

Recommendation

It is recommendedthat:

1. TheADA~ GTISassessthe benefitofmaintainingthetelecommunicationsand infrastructure
componentinventoryaspart ofan assetmanagementsystembeyondyear2000.

3.2.4 Office Infrastructure Renewal(OIR)

An integralpartoftheYear 2000compliancesolutionfor PWGSC’soffice infrastructure
is the implementationof a standard,compliant desktop,electronic mail system, and
supporting operating system.infrastructurethroughout the Department. The Office
InfrastructureRenewal(OIR) Projectis managingthe“roll-out” ofthesestandardtools.

The hardwareand software componentsbeing implementedby the OIR Projectare
subjectto the Year 2000 accreditationprocessco-ordinatedby the Telecommunications
Year2000ProgramManagementOffice with aMay 1999targetfor accreditation.

An adequatemanagementcontrolframeworkis in placewithin the Telecommunications
Sector to plan, execute,monitor and report on the OIR implementation. The OIR
implementationtarget for the NCA (exceptfor Real PropertyServices(RPS)and three
Regionsis March 31, 1999. RPSNCA, Ontarioand QuebecRegionsare targetedfor
May 31, 1999. Thetiming of theOIR implementationin RPS(and OntarioandQuebec)
reducesthe window of opportunityavailablefor making adjustmentsto RPSapplications
to operatein the OIR environmentif needed.

DiscussionbetweenDG, GTIS AMS andtheADM, RPShasresultedin anactionplanto
addressthe issues,monitor the progressand manageOIR implementation. Continued
oversightofthis issueis required.
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3.2.5 ContingencyPlanning- Telecommunications

The GTIS TelecommunicationsSectoris applying priority to contingencyplanning for
telecommunicationanddatanetworkservicesin concurrencewith effortsof theNational
ContingencyPlanningGroup. A first draft contingencyplan had beenproducedas of
February1999. Theplanningis taking into accountbusinessrisk andcriticality aswell as
interfaceswith externalorganizationsfor products,servicesandinformation. The GTIS
telecommunicationcontingency planning is utilizing output from the Canadian
TelecommunicationsIndustryForum.

3.3 Building Systems

3.3.1 ManagementControl Framework

An adequateMCF is in placein RPS to plan,execute,monitorandreporton Year2000
readinessof building systems as well as services provided to other government
departments.Significantprogresshasbeenmadesincethe initial audit includingproject
management,seniormanagementinvolvementand support,communicationsandtesting
strategies.

The Year 2000 project team is well established,with a full time projectmanagerand
regional and national units. Project responsibilities are well defined including
communications,research,informationmanagement,contingencyplanning,technicaland
project management. The regional and nationalproject teamsare fully supportedby
seniormanagement.A formalapproachto the Year 2000readinessof building systems,
including a rigid testingprotocol, is in placeandbeingimplementedin all RPSregions
and hasbeenadoptedby Alternative Forms of Delivery (AFD) partners. Progressis
regularly monitored and reportedto RPS seniormanagement,the Year 2000 Steering
Committee, and the Year 2000 Program Office, as well as Senior Management
Committees including the Information ManagementCommittee, the Departmental
ExecutiveCommittee,and BusinessBoard. Weekly teleconferencemeetingsbetween
nationalandregionalteammembershavebeenestablishedto discussprojectstatus.

3.3.2 MissionCritical Buildings

The RPS team, with input from CSU Directors and building tenants,identified the
buildings that houseMissionCritical functionsat PWGSC,aswell asothergovernment
departments. The PWGSCMission Critical building list was then cross-referencedto
buildings identifiedthroughtheGTIS/BusinessManagerintegratedplanningexerciseand
was forwardedto theGOSco-ordinatorfor verification.

Testingof thesebuildingshasbegunandis targetedto becompletedby March 31, 1999
for owned and managedbuildings and June 30, 1999 for leasedbuildings. There is
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concernthat complianceof leasedbuildings will not be confirmed by the June 30
deadline(seebelow).

3.3.3 LeasedBuildings

Efforts havebeenmadeto obtain compliancestatusandplansfrom all landlordsof the
PWGSCleasedbuildings. A list of leasedfacilities was establishedand compliance
lettershavebeenforwardedto all landlordsinvolved. Responsesto theselettersarebeing
monitoredandtheinformationprovideddocumented.

Issuesrelatedto leasedfacilitieshavebeenidentifiedby theBuilding SystemsYear 2000
Projectmanagementoffice: the responserateby landlordshasbeenpoor; the quality of
informationprovided by landlordsthat have respondedhasbeeninadequate;and the
degreeto which PWGSCwill be ableto participatein the compliancetestingactivities
within leasedbuildings,is uncertain.

Although theseissueshavebeenescalatedwithin RPS,a legal opinion hasbeensought,
actionplanshavebeendevelopedandimplementedandthe statusof eachactionis being
monitored,thereis still concernthat the compliancetesting will not be completedfor
thesebuildings (including Mission Critical facilities) by the June 30, 1999 deadline.
Oversightoftheseissuescontinues.

3.3.4 Alternate Forms of Delivery Agreements (AFD)

Compliancetestingin buildingsmanagedthroughanalternateform ofdeliveryagreement
(AFD) mustbeperformedby the AFD involved. Initially therewereissuesrelatedto the
schedulingandco-ordinatingofthesetest.

Regionalandnationalmeetingswith theAFDs involved haveresolvedtheproblemsand
ensuredAFD commitmentto Year 2000Testing. RegionalCo-ordinatorshavemetwith
RegionalAFD personnelto ensurethe AFD Year 2000 approachis consistentwith the
nationally defined PWGSC test methodology. Testing schedulesconsistent with
establishedtargetdatesfor GWMC buildingshavebeenprovidedto RPS. Thetestingof
GWMC buildings by AFD partnerswill be attendedby RPS personnel. Oversightof
theseissuescontinues,particularlyfor GWMC buildings.

3.3.5 Utilities and Municipal Governments

Working from building lists of PWGSC owned and managedbuildings and in
co-operationwith professionaland industry organizations,compliancestatus request
letters were forwarded to suppliers of utilities and identified Regional Municipal
Governments. Responsesto these letters is being monitored and the information
provideddocumentedon theVendorInformationServicewebsite.
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• Issuesrelatedto responserateandthe qualityof informationprovidedarebeinganalyzed.
Therequirementandextentfor furtheractionis beingevaluated.

3.3.6 Vendor Information Service

Thereis a duplicationofresearchefforts in theregionsandat Headquarters.Thevendor
Information Service(VIS), establishedto maintaina websiteof complianceinformation
on IT hardwareand software,was expandedto include building systemcomponents.
Researchersareworking to establishthe statusofbuilding systemcomponentsidentified
in anationalinventoryofbuildings. As well, eachregionalso hasdedicated.resourcesto
researchvendorcompliancethroughlocal vendorrepresentativesand serviceproviders
and internet searches(including a searchof the VIS Website). The updateof VIS
information from regionalinvestigationshasbeeninconsistent. Thereis thereforea risk
thatresearchactivitieswill beduplicatedbothwithin regionsaswell at Headquartersand
that tests of a particularbuilding will be delayed pending unnecessarycompliance
researchactivity. A more co-ordinatedapproachto researchingthe compliance of
buildingsystemswould resultin quickeridentificationof alreadyresearchedcomponents
andwould ensurethatvendorsarenot contactedmultiple times for the sameproduct.

Recommendation

It is recommendedthat:

1. The BuildingSystemsYear2000 ProjectManagerensurethat the regionalresearchefforts
are co-ordinatedand that informationgatheredin theregions isforwardedto Headquarters
in a timelyandconsistentmanner.

3.3.7 StatusReporting

Statusreportingfor building systemcomplianceactivities is currentlypreparedmanually
from electronicfiles forwardedby eachregion. A Nationalon-linedatabasedevelopedin
RPSfor projecttracking,monitoringandreporting(NBITS) to replacethecurrentprocess
hasbeendevelopedand recentlyrolled out to the regions. The implementationof the
systemhasbeenaffectedby: the identificationof sufficient regionalresourcesto update
and maintaindatabaseinformation; the commitmentof all regionsto usethe database;
issuesrelatedto the systemdocumentationandsecurityaccesscontrols;andcompliance’
with GTIS readinessandroll-out requirements.Thecurrentreportingmechanismcannot
continueto providemanagementwith accurateandtimely information on the statusof
building system conversion, testing and compliance, nor can it accommodatethe
increasedreporting requirementsrelated to our role as a service provider to other
governmentdepartments.Consequentlyit is imperative thatthe NBITS systembe fully
operationalizedasquickly aspossible.

Recommendation

PublicWorks andGovernmentServicesCanada 17
Audit andReviewBranch 1999-03-15



98-712Year 2000Follow-up Audit

Report

It is recommendedthat:

1. TheADMRPSensurethat theprojecttracking,monitoringand reportingsystem;NBJTS, is
fully implemented,updatedandmadeoperationalasquicklyaspossible.

3.3.8 Support to Other Government Departments

RPS is continuingefforts to obtainconfirmationofMission Critical buildingssupporting
othergovernmentdepartments(OGD). Not all departmentshaveidentified all Mission
Critical buildings. RPS is making a concertedeffort to haveall OGD MissionCritical
buildings identifiedby February27 andtestedprior to June30, 1999. Thereremainsa
residualrisk that anOGD will fail to identify a Mission Critical facility sufficiently in
advanceto allow RPSto completethetestingof thebuildingprior to June30, 1999.

3.3.9 ResourceCentres

RPS hasestablishedsix TreasuryBoard funded RegionalResourceCentresto assist
othergovernmentdepartmentswho havefacilities not managedthroughPWGSC. The
work is performedbasedon regionalor nationalMOUs establishedwith thedepartments
involved andis beingresourcedregionallythroughcontracts. All expendituresarebeing
separatelytracked for reportingand,whereapplicable,charge-backpurposes.

3.4 Environment Stabilization

All MissionCritical and High Priority applicationsandPWGSCinfrastructurecomponentsare
scheduledto be fully testedandcompliantby June30, 1999. GTIS is proposinga freezeof the
PWGSCinfrastructurefrom October, 1999 to January15, 2000 and of PWGSCapplications
from November1999 to January15, 2000. This will provide a buffer period to resolveany
residual problemswhich may be encountered and mitigate the risks associatedwith the
magnitudeand complexity of the Year 2000 changesundertaken. This proposalis consistent
with strategiesbeingimplementedin theUnitedStates5. A presentationoutliningthetargetdates
and areasaffected for the proposedfreezehas beenmade to the Information Management
Committee.

Recommendation

It is recommendedthat:

“Among thefeaturesofthestrategyis amoratoriumon softwarechanges,exceptfor thosemandatedby law.
TheUS SocialSecurityAdministrationplansto minimizechangesto its systemsthathavebeencertifiedas
year2000compliantby notallowing discretionarychangestobemade. Themoratoriumwill bein effect
for commercialoff theshelfandmainframeproductsfrom July 1, 1999throughMarch31,2000,andfor
programmedapplicationsfrom September1, 1999throughMarch31,2000. Sucha Year2000change
managementpolicy will significantlyreducethechancethaterrorswill-be introduced-intosystemsthathave
alreadybeenfoundto becompliant.” - Year2000ComputingCrisis: ReadinessImproving,But Much
Work Remainsto Avoid Major Disruptions,TestimonyBeforetheCommitteeon GovermnentReformand
theCommitteeon Science,louseof Representatives,United StatesGeneralAccountingOffice.
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1. TheADMGTIS, through theInformationManagementCommittee,ensurethatthisfreezeis
adheredto.

3.5 Information Management

TheY2K ProgramOffice receivedapprovalfrom theGTIS Executiyeto implementa document
managementsystem,(Docs Open)to keeptrack of all Y2K documents,astherewasa needto
havea solution in placeto makesurethat the departmentis preparedto respondto any request
for informationorany litigation actionsthatmayariseafterY2000.

At this time, all personnelin theY2K ProgramOffice areon theDocsOpensystem,resultingin
an automaticinclusion into the systemof all Y2K documentscreated. All Y2K documents
receivedby the programoffice areprofiled and enteredinto the Docs Open system which
automaticallyassignsa numberto the documentandprovidesa listing/index of the documents.
Paperbased documentsare identified and their location entered into the system. When a
document is createdor put into the system the author/person- who createsor controls the
documentdetermineswho will begrantedaccessto the document.In addition,the librarianhas
accessto all documents,andmanagershavebeengrantedaccessto readdocuments.Paper-based
documentsarekeptin lockedfiling cabinetsandspeciallyclassifiedsecuredocumentsarekept in
therequiredsecurecabinets.Documents,onceenteredinto the system,cannotbedeleted.Phase
two of theplanstill hasto be implemented,the additionofRIMS a systemfor the indexing and
classificationofdocuments.

Dueto technicalproblems,not all Y2K projectofficeshavebeenprovidedaccessto thesystem.
As a resultY2K documentation,originatingin theseoffices is not necessarilyforwardedto the
Y2K library. From our review of application files it wasnoted that documentspreparedby

• businessand technical OPIs such as implementationschedules,contingencyplans, business
resumptionschedulesand testing plansand results etc.were not included in the library. This
informationis beingmaintainedby businessmanagers.

Once these areashave been provided accessto the system, there is no formal plan to
retrospectivelycaptureand incorporateexisting Y2K documentationinto the library. This is
expectedto beaccomplishedat therespectiveoffices’ discretion.Anotherareaofconcernis that
while the Y2K programoffice canenforcetheuseof the Systemin theirarea,andhasdoneso
using anautomaticdefaultto the system,theyhaveno jurisdictionover the otherareas,anduse
of the systemis left to the commitmentof the managersin thoseareas. Thereis a risk that all
Y2K documentationmay not be includedin the Y2K library and accountedfor in accordance
with the library standards,makingretrieval of informationmoredifficult andtime consuming.
Theaudit found,thatwhile thesystemadequatelyachievestheobjectivesfor themanagementof
governmentinformation,documentationin the library is incompleteand assuchcurrently does
not provide a central source of all documentationto support the activities performedand
decisionsmadefor eachapplication.
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The Year2000 ProgramOffice and SeniorManagerswithin GTIS, who haveusedthesystemto
respondto enquiries,have indicatedgreatsatisfactionwith its ability to retrieve information
quickly andeffectively.

Recommendation

It is recommendedthat:

1. TheProgramOffice, andsub-projectofficeteams,ensurethecompletionoftheroll out ofthe
systemto all usersandthecommitmentof managersto theestablishedplan.

2. BusinessbranchCo-ordinatorsensurethecaptureand/or incorporationoftheir uniqueYear
2000 information into the library.

3.6 Year 2000Long-term Benefits

The Year 2000 complianceexerciserepresentsa significant,visible and successfulexampleof
thePWGSCintegratedservicedelivery concept. In orderto adequatelyrespondto theYear2000
challengemulti-branchteamshavebeencreated,verticalcommunicationhasbeenenhanced,and
therehasbeena consolidationandrationalizationofcontactpointsfor ourexternalclients. The
Vendor Information Service, for example,provides one source of complianceinformation
gatheredfrom manyareaswithin PWGSC.

Many of thesenew services,practices, proceduresand products, developedspecifically in
support of Year 2000 conversionand compliance,addressgood managementpracticesthat
shouldbecontinuedoverthe long term. While thefocusof attentionmustremainon meeting
theYear2000challenge,thereis a needto evaluatethecostandbenefitsoftheseactivitiesand
products and take appropriatemeasuresprior to completing the Year 2000 project and the
reassignmentordepartureof theYear2000projectteammembers.
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Recommendation

It i~ recommendedthat:

1. The ADM~ GTIS assessthe benefit of continuingthe services,practices,proceduresand
productsdevelopedwithin theyear2000programandestablisha mechanismto ensurethese
itemsare integratedinto thePWGSCoperationalenvironment.
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Appendix A - Initial Audit RecommendationsAction Plan Status

Thefollowing presentsourunderstandingofthe statusof theactionstakento addressthe initial
auditrecommendationsfor InformationTechnologyandEmbeddedSystems.

INFORMATION TECHNOLOGY

MasterPlan

1.The ADM, GTIS obtains written
commitmentfrom all otherbranchheads
to complete and maintain branch Year
2000 project plans and to provide
complete,accurateandtimely information
to the Year 2000 Project Office for input
to theMasterPlan.

Action PlanResponse:TheYear2000ProjectOffice
alwaystablethe issueof reportingtheprogressanddeviation
to planat all committeemeetings.This is anongoingissue
whichis also tabledattheIMC memberslevel on a monthly
basis.(Ongoing)

Status:
• progressanddeviationto planis tabledby theProgram

Office at all steeringcommitteemeetings,including
IMC. Also, major issuesaretabledduring theGTIS
briefingateveryBusinessBoard(every6 weeks)with
PWGSCDM.

• concemsoverthereportingfromtheregions,aswell as
someof the Year2000sub-projectteamsarebeing
addressed.The,programoffice co-directoris responsible
forcoordinatingreportingof regionalactivity, aswell as
thetelecommunicationssectorwith theprogramoffice.

2. TheYear2000ProjectOffice:

• providesa challengerole to the
informationit is collecting;and •

• • conductsmoreanalysisof overalland
individualactivitiesin supportof
trackingandreportingslippagesin
schedulesandbudgetsto senior
managementfor correctiveaction

Action PlanResponse:TheYear2000ProjectOffice has
beendefiningenhancedprojectplanmetricsto providebetter

analysisofoverallYear2000readiness;Themetrics
format/templatehavebeenprovidedto theA/ADM of GTIS

for presentationtotheBusinessBoard.(May 98)

Status:
• Newmetricsbeendevelopedandacceptedfor regular

reportingto theDM, which is partof everysenior
managementbriefing (fromDG to DM)

• ProgramOffice quarterlystatusreportsarebasedon the
newmetrics.

• varioustrackingreportsaredevelopedandmaintained
includingtheaccreditationdelaywhich tracksthe
slippagesin final accreditation.

Reporting to senior maaagement

3. TheYear2000ProjectOffice continuesto
assesthereportingneedsof senior
management.

Action Plan Response: The Year 2000Project Office has
beendefining enhancedproject plan metrics to provide better
analysisof oyerall Year 2000readiness. The metrics
format/template have beenprovided to the A/ADM ofGTIS
for presentationto the BusinessBoard. Upon approval ofthe
proposednew metrics, the.Project Office will adopt the new
metrics in their standard reporting. (June98)

Status:
• Seestatus ofrecommendation#2 above.
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Risk Management
4. TheYear2000ProjectDirectorassigns

responsibilityfor risk managementto
ensurethatthecontinuousrisk
managementplan is implementedand
risksareidentified,assigned,monitored,
controlledand,whereappropriate,closed.

Action PlanResponse:TheProjectOfficehasestablished
andis runningamonthlyrisk reviewsessionwith all
identifiedrisk owner. Themitigationactionsaretrackedup
tofull completion. Escalationprocessareusedfornon
resolutionofhighrisk. (Ongoing)

Statusasat Nov. 27, 1998:
• Year2000ProgramContinuousRisk Management

ProcessandPlanin place
• reassessmentofrisks conductedin theProgramOffice in

August1998
• risksalsodiscussedin IntegratedPlanningsessionsin

November1998
• Deliveryof asecondroundof risk assessment/review

wasdonefor November31,1998anddeliveredto TBS.

• Year2000ProjectRiskManagementCommittee
establishedinJulyandmeetregularlyto discussfor each
risk--datefirst identified,responsibleperson,duedate,
statusandoutcomeandmonitormitigationprogress

5. The Year 2000 Project Director regularly
reports the stats ofrisk action plan
implementationto the Steering
Committee.

Action PlanResponse:Risksarediscussedon afrequent
basisattheSteeringCommittee. However,threemembersof
theSteeringCommitteewill beinvitedto theRisk Review
Committee.(June1998)

Status:
• identifiedrisks, actionplansandstatusof actionplans

discussedat eachSteeringCommitteemeeting
Rolesand Responsibilities

6. The ADM GTIS ensuresthat Year 2000
responsibilities for large departmental IT
projects concurrently underway are
reviewed to assure that they are clearly
defined and integrated with the
responsibilities of the Year 2000 Project
Office.

Action Plan Response: Large departmental IT projects
that impact, overlap with the Year 2000 Project havebeen
identified. An integrated plan of overlapping areasis being
developed.(by May 1998)

Status:
Year 2000Program Office responsibilitieshave
expandedto include:
• Year 2000readinessof IM/IT (OIR),

Telecommunications,Building Systemsand
Ministers’ RegionalOffices;

• reporting to seniormanagementonthe progressof
the Department’s Year 2000embeddedsystemsand
procurement initiatives.

7. TheYear2000ProjectOffice ensuresthat
anygapsregardingtheYear2000
compliancyof workstationsare identified
andaddressed.

Action Plan Response:The Year 2000Project Office is not
responsiblefor theworkstation. (N/A)

Status:
• although workstation complianceisthe responsibility of•

the businessmanagers,it is monitored by the hardware
complianceteam in OIR and reported to theprogram
office.
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8. The ADM GTIS, in consultationwith the
ADM RPS, determine and assign
responsibilityfor co-ordinatingthe review
andconversion/replacementof embedded
chips within office automationproductsin
thedepartment

Action PlanResponse:TheADM GTIS will consultwith
theADM RPSto determineandassignresponsibilityfor
embeddedsystems.(by June1998)

Statns: TheresponsibilityhasbeenassignedtotheMaterial
ManagementDivision of SupplyProgramManagement
Sector,SOS. Adhocstatsreportingis providedon request
fromtheprogramoffice.

Legal Liability
9. TheYear2000ProjectOfficeensuresthat

the legalopinionondepartmental
liabilities is completedasplannedby
departmentallegal counsel.

ContingencyPlanning

Action PlanResponse:TheYear2000ProjectOfficewill
follow-up with legal andreportregularlyonthelegal
counsel’sprogressagainstplan. (May 1998)

Statas:
• legalassessmentconductedby PWGSClegalcounsel

andis expectedto bereportedin the lastquarterof
1999/2000

• scopeoftheYear2000ProgramOffice doesnot include

legalissues,howeverthedepartmentallegalcounselis

10. The ADM GTIS obtains written
commitmentfrom all otherbranchheads
thatcontingencyplans:
• are developed for all

mission-critical and high
priority systems; .

• aredevelopedfor all systemsthatwill
not be converted before the Year
2000,based .
on a triageprocess;and

• addressthe impact of dependencies,
including interfaces,infrastmctureand
mission-criticalsuppliers,

Action PlanResponse:TheADM GTIS will askall other
branchheadsfor their plans inwriting respectingYear2000
contingencyPlanning. Theresultswill thenbereportedto
IMS andDEC. (by July 1998)

Statns:
• Year2000ProgramOffice hasformally launchedthe

contingencyplanningsub-projectfor PWGSC’sGWMC
systems--thisisbeingco-ordinatedandfacilitatedby the
ProgramOffice in ajoint venturewithbusinesspartners
includingGOS andRPS(for facility readiness).

• Theneedfor contingencyplanningforhighpriority
applicationsisbeingdiscussed.It is expectedthata
majorityofthe infrastmcturesupportinghighpriority
applicationswill bealreadyaddressedundertheGWMC

contingencyplan.
• contingencyplanningstill in planningstagesfor

addressing:

• highpriority systems;
• all systemsthatwill notbeconvertedbeforetheYear

2000;

• the impactof dependencies;and
• missioncritical suppliers(partof reviewof supply

chainwithin thecontextof currentmission-critical.
systems).

• contingencyplansfor eachMC function(4) were
coin letedandsubmittedto TBSb December31, 1998
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Resources
a

11. The ADM GTIS, with written assurance
of all otherbranchheads,ensuresthereis
an increased emphasis on resource
managementwith the objective of
forecasting resource requirements in
sufficient time to meetthe peakdemands
andallocatingresourcesbasedon triage.

DevelopmentEnvironment

ActionPlanResponse:None.

Status:
• adequacyof availableresourcescontinuallybeing

assessedandreviewedby theProgramOffice
e resourceinventorydatabasehasbeencompleted
• List of essentialldesignhtedstaff in caseof futurework

disruptionhasbeenidentified;policy hasbeen
distributed

12. TheYear2000ProjectOffice ensuresthat
testlab resourcesareusedoniyfor level•
two testing.

Action PlanResponse:TheYear2000ProjectOfficehas
written proceduresto ensurethetest Lab is usedonly for level
two testingandwill monitor adherence.(Ongoing)

Status:
• monitoredby theProgramOffice!NCS (through

scheduling)andthetestlab(throughsubmissionoftest
plans)

• Throughvarioustestplanningmeetings,it is ensuredthat
thetestlab is usedoniy for pre-scheduledYear2000
platform/applicationtesting. NCSsendsmonthlyreports
to theprogramoffice to confirmseatsallocation.

13. The ADM GTIS obtains written
confirmationfrom all otherbranchheads
that:

they have established adequate
developmentenvironmentsto conduct
system renovation and level one
testing;and

• whereadequatefacilities are notyet in
place, the business branches will
develop a plan to acquire and

~~jmentthene~ssresojjr~j.

TestCapacity

Action PlanResponse:TheProjectOfficehasrequested
testingplansfrom eachBranch. TheADM GTIS will request
sign-offoftheseplansandtheavailability ofadequate
resources.(by July 1998)

Status:
• muchof therenovationandlevel onetestingis being

conductedby AMS, who haveanestablished
developmentenvironment. AMS managesthe
acquisitionofresourcesasrequired.

14. TheADM GTIS ensuresthata mastertest
schedule, which incorporates the test
schedulesfor the mainframe, midrange

• and desktop environments,is prepared
andmaintained.

Action PlanResponse:ADM GTIS will ensurecompleted
mastertestplanis inplace,providedthat all Brancheshave
sign-offplansby thatdate.(by June1998)

Status:

• all missioncritical andmosthighpriority applications
havebeenscheduledfor mainframetestingin thetestlab

• all applicationsrequireacompletedtestplanwithbranch
sing-offprior to testingin thetestlab
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15. The ADM GuS ensuresthat the test
schedule is closely monitored for
slippage,theneedfor additionalcapacity
is regularly assessed, and that any
slippagein thetestschedule,includingthe
resultant risks and implications, are
reportedto seniormanagement.

Action PlanResponse:ADM GTIS will ensurethattest
schedulesaremonitoredalongwith theoverallplanand
reportproblemareasat IMS andDEC. (ongoing)

Status:
• theProgramOffice managestheschedulefor testingin

thetestlab
• testingcapacityis continuallybeingassessed,

monitored,andincreasedasconsiderednecessary(to
accommodateboth PWGSCrequirementsandOGD’s
testingrequirements)andreportedthroughtheNCSYear
2000TestLab ScheduledApplication Loadwhich
comparesmaximumseatsavailableto totalseatsrequired
for testingofmainframe,midrangeanddestop/server

• thetestlab wasexpandedfrom28 seatsto.60 seatsto
accommodateforecastedrequirements

• externalinterfacesarebeingaddressedthroughthe
end-to-endtestingstrategy;internalinfrastructure
dependenciesareidentifiedin eachtestplan

16. The ADM, GTIS, ensures that
contingencyplans for additional labs or
additionalcapacityin the existinglabs are
documented and maintained, and that
indicators and authorities for when
contingencyplans shouldbe initiated are
established.

Action PlanResponse:A contingencyplanis being
developedto expandthetestlabs;alternativesarebeing
discussed.(by June1998)

Status:
. seestatusfor Recommendation#15

17. The ADMs of RPSandSOS ensurethat
their branchesprovide input into the test
schedulefor the test labs in a timely
manner.

Action PlanResponse:ADM GTIS will reportprogressto
DEC andIMC. (ongoing).

Status:
• timeframesfor testingof SOSandRPSapplicationshave

beenidentifiedin themasterplans
TestScheduling

18. TheADMs of GTIS andGOS ensurethat
the risks associatedwith the readinessof
High-Mission Critical systems are
continuously assessed,particularly with•
respectto testscheduleslippages,andthat
mitigating actions are takenon a priority
basis,includingthepostponementof other
initiatives.

Action PlanResponse:Weekly reportsontestingare
providedto boththeADM GOSandADM GTIS. Any
outstandingcritical issuesarethendiscussed. (ongoing)

Status:
• IntegratedPlanningprocessidentifiedissuesthatwill

impedeimplementationifnotaddressed;a teamis
regularlymonitoringprogressonthedependencyissues

• it is yet to bedeterminedwhatweeklyreportingis
providedweeklyto theADMs

• daily meetingsareconductedfor all applicationsin the
currentbusride. •BusinessandtechnicalOPIs are
informeddaily. Testingactivity is summarizedfor
monthly seniormanagementbriefing internallyatthe
businesslevel.

EMBEDDED SYSTEMS
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e 0

The ADM RPS clearly demonstrates
support for this project by identifying a
full-time projectleader to completion of
the project and establishing a strong
projectteamwith increasedauthority.

2. The Year 2000 building systems project
teamdevelopsa stmcturedprojectplan that
defines phases, milestones, strategies,
resources, responsibilities and
accountabilities.

Action PlanResponse:Full timeprojectleaderidentified:
SteveMacMillan RPSprojectteamcurrently3 full time
resources,plusincreasingcommittmentfrom regions.
Corporatecommunicationsinvolvement. GTISManaged
Info. Service. (Apr 20/98)

Status:

• afull time ProjectDirectorandsupportingteamof
approxanately10 people(plus 7 regional
representatives)havebeenappointed

Action PlanRespon~e:ProjectPlanandCommunications•
Planshavebeendeveloped.(Apr 98)

Status:
• detailedprojectplanshavebeendeveloped
• workplanthatidentifies veryhigh levelmilestonesis in

place
• strategiesfor building a comprehensivefacilities

inventorydatabase,for assessingcompliance,for
identifying renovationandtestingpriorities, andfor
testinghavebeendevelopedandarewell underwayby
theRPSYear2000team

• assessmentsof resourcerequirementsarebeing
monitoredby theRPSprojectteamanddo notappearto
bea concern

• responsibilitiesandaccountabilitiesareclear

3. The ADM RPS, in consultationwith the
ADM GTIS, determine and assign

Action PlanResponse:As perBusinessBoard,Alan
Williams of SOSis responsiblefor this issue. (May 5/98)

responsibility for co-ordinating the review
and conversion/replacementof embedded
chips within office automationproducts in -
the department.

Status:
Theresponsibilityhasbeenassignedto theMaterial
ManagementDivision of SupplyProgramManagement
Sector,SOS.

4. The building operations Year 2000 project
team develops a communications plan to

Action PlanResponse:Communicationsplandevelopedand
attached.(May5/98)

proactivelyaddressthe concernsof facilities
managementclients. Status:

• DG RPShas identifiedcommunicationsas akey priority
. for the team

Thecommunicationofprogressandstatsis alignedand
integratedwith thecentralYear2000ProgramOffice.

• manyinitiativesareunderwaywithin RPSto meet
communicationrequirementsbetweenRPSandfacilities
managementclients
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5. The ADM RPSclearly identifies the source
of fundingfor Year2000work and ensures
that a frameworkfor tracking and reporting
costsis establishedandimplemented.

Action PlanResponse:Funding for analysisand evaluation
ofembeddedsystemshas beenassignedand will be tracked
through the R.C. number. (May 98)

Status:
• Year 2000labour costswithin RPSrelated to facilities, is

tracked separately,howeverremediation/repair costsfor
Year 2000 is not since it is viewed asnormal business
expenditures. Someinformal tracking ofoverall costs
occurs.

6. The building operationsYear 2000 project
team, in consultation with regional
co-ordinators and building operators,where
feasible, establishes priorities based on
specific criteria such as safety, operational
capability and reputation. Based on the
priorities established, triage should be
conductedto focus on the mostvital systems
and contingencyplans developedfor systems
that can notbemadecompliant in time.

Action PlanResponse:Inventoryof all facilities to be
completedby endof May 98. (May 98) Prioritieswill be
establishedbasedon inventoriesandregionalinput. (July 98)

Eachbuildingmustbe reviewedonanindividualbasis,
with respectto theoccupantsoperationalrequirements.(Sept
98)

Status:
• theRPSprojectteamhasestablishedprioritiesbased

uponanexpandeddefinitionof missioncritical
• theprocessofprioritizing buildingshasincludedinput

from regionalco-ordinators,building operatorsandthe
GOSYear2000co-ordinator

• recently,RPSliaisedwith theIntegratedPlanningTeam
to ensureRPSprioritizationof facilities is consistent
with thepriority assignedto themissioncritical andhigh
priority applications/functions.

7. The ADM RPSestablishesa cut-off date for
receiptof responsesfrom vendorsand a plan
to dealwith non-response.

Action PlanResponse:Will be establishedin conjunction
with thecontingencyplanningprocess.Work discussion
internally - andmaybe influencedby TreasuryBoard
requirements.

Status:
• infonnationhasbeenreceivedfrom almostall vendors

• anenhanceddatabasehasbeendevelopedwithin RPSto
help managevend6rresponses

• responsesto RPSrequestshavebeenaddedtoPWGSC’s
VendorInformationServicesdatabase

8. The building operationsYear 2000 project
team follows up on vendor responsesto
confirm a common understanding of
compliance and verifies the department’s
satisfaction with vendor conversion and
testingprocesses.

Action PlanResponse:2 researchstaffto behiredfor
vendorinformation serviceandwe will be followingthe
processesestablishedat thatoperation.

Status:
asstatusofrecommendation#7 above
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9. The building operations Year 2000 project
team identifies all external service
dependencies and assesses the
appropriatenessfor establishing contingency
plans.

Action PlanResponse:Beinglookedatin conjunctionwith
item 10.

Statns:
• RPShasidentifiedall externalservicedependencies

(includinggas,electric,propane,waterandsewage)and
sentrequestsfor information

• responsesarebeingtrackedandmanagedandnecessity
for contingencyplans is beingdiscussed

10. The ADM RPS liaises with the utility
companiesconcemingpotential impacts on
our assets, assesses risks, develops
contingencies and communicates
accordingly.

11 The building operationsYear 2000 project
team develops strategies for: acceptance
testing; assessment and conversion of
systems for which vendorsare unable to
ensure compliance; and assessmentand
conversionof systemsfor which vendorsno
longerexist.

Action PlanResponse:Letterto utilities (electricity,
gas/oil)to identify sitationandworking inconjunctionwith
DND to addressdeliveryof municipalservicesuchaswater
andsewage.(July/Aug98)

Status:
• asstatsofrecommendation#9 above

Action PlanResponse:Acceptancetestingstrategyis with
equipmentvendoron site andwritten validation. As perour
Y2K projectplan, item6 “identify solutions”weareworking
with our serviceprovidersto validateand/orreplace
non-compliantsystems. (June/July98)

Status:
• strategiesfor assessmentandconversionofsystems

(includingthoseforwhich vendorsstill existandthose
that no longerexist)havebeendevelopedandare
implemented

• strategiesfor testinghavebeendeveloped,strategyis
baseduponthelEE guidelines--testing-isin progress

12. The ADM RPS establishe~clearly defined
responsibilitiesfor Year 2000 compliance
with vendors,maintenancecontractorsand
AFD serviceproviders.

Action PlanResponse:Follow upwith vendors,
maintenancecontractorandAED suppliersin regardsto
complianceis beinghandledby theregionalY2K
co-ordinators.Headquartersis overseeingandreviewingthe
sitation. 2 researchstaffto beassignedto vendor
informationserviceto follow up with supplierson
complianceissues. (May/June98)

Status:
• seestatsofrecommendation#11 above
• manymaintenancecontractorsare workingwith, andor

assistingRPSin theconversionandtestingprocesses
• discussionshavebeenheldwith AFD serviceproviders

who haveagreedto conductYear2000testing
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