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Executive Summary 

Technology has permeated the operations and structure of almost every 

organization in the world and has transformed the way we work in organizations.  In this 

paper we review the impact of technological change in leadership and, more specifically, 

leadership in the CF. Our review proceeds in three major sections. First, we review the 

strategic environment with specific reference to the implications of emergent technology 

for forces operating in this environment.  Second, we review the behavioral science 

literature focusing on the implications of technology for organizational behavior and, 

more specifically, organizational leadership.  Finally, we integrate both reviews by 

making a series of recommendations for consideration by the CF as to how to deal with 

issues of remote leadership. 

The Strategic Environment 

The future security environment will be significantly more complex, fluid and 

dynamic than previously expected.  It will consist of potential and emergent threats from 

both state and non-state belligerent groups.  These groups will have access to similar 

types of communication and computing technologies that modern western militaries do, 

or they will have access to the equivalent civilian counterparts.  This will enable them to 

have parity or near-parity for some elements of their command and control, 

reconnaissance and intelligence capabilities – although these will probably be fragmented 

in nature as opposed to the coherency of these systems within conventional modern 

militaries they may be in conflict with.  Consequently, they will probably adopt 

asymmetric strategies and tactics as ‘means-and-ends’ in order to offset a lack of 

conventional symmetric capability. 

In response to the potentials of modern computing and communications 

technology, and spurred by the general levels of reduction in conventional force sizes and 

structures, most militaries have moved to a greater reliance on technological capability 

for force projection.  This movement is being lead by the United States as it navigates the 

latest RMA and attempts to evolve towards the Network-Centric Battlespace.  It is 

recognized that this concept will impact classic or conventional military organizational 

structures and processes and elements of this are being realized now.  However, the scope 
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and extent of the full impact has not been fully recognized in many ways as the 

conceptualization of this mode of warfare, and the technologies that will permit its’ 

evolution, are relatively young or are still emerging. 

The employment of forces in a Network-Centric environment needed to counter 

future security asymmetries will be distinctly different than in the past.  Organizational 

structures will be deployed over greater and greater geographies increasingly separated in 

space as networked digital mass replaces or augments physical mass and force projection.  

This will be driven in response to the asymmetric tactics of belligerents or the necessity 

of meeting operational requirements for belligerent activities that are classed as less-than-

war.   Conversely the use of technology will bring these deployed forces closer together 

as information connectivity and communications processes become scalable in real-time.  

The complexity of this environment will force changes to the current doctrinal, 

operational and leadership concepts that will be necessary to operate successfully under 

these new conditions. 

The employment of forces will occur in environments where there will be a 

tendency towards interest and influence from increasingly distant elements connected to 

the network as the number of belligerents, and associated stakeholders, within any 

conflict increase.  This will result from the technological capability for any individual or 

group within the network to observe activities in real time across all levels from the 

strategic to the tactical.  Compression of the levels of warfare will thus force a re-

conceptualization of force structure and employment.  The very nature of the Network-

Centric Battlespace has implications that span from national ‘grand strategy’ through to 

the tactical actions used by the individual soldier.  This is particularly critical in light of 

the capabilities for real-time information broadcast by media, or across the Internet, 

which enables almost anyone including friendly militaries, belligerent groups, individuals 

and national populations to receive information on these activities anywhere at anytime. 

In future there is the potential to realize the concept of a soldier Avatar.  Many of 

the technological capabilities needed to deploy avatars exist now.  However, an avatar 

must operate in a more cognitively complex space than conventionally trained soldiers or 

leaders do, existing at the nexus of information, physical and cognitive domains.  The 

personal characteristics, educational and training for these types of individuals may need 
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to be significantly different as the technological mediating effects on network enabled 

soldiers, leaders and organizations are investigated. 

Remote Leadership 

The remote environment is very different from the traditional environment; traditional 

leader behaviors are necessary but not sufficient, to manage effectively in a remote 

environment and there is little direction from empirical research about what else is 

required; leadership is even more important in the remote context than in the traditional 

one, where substitutes for leadership may be available 

Trust is pivotal to effective leadership, and even more so in uncertain environments, 

which characterizes remote leadership; little is known about how to develop and maintain 

trust in the absence of face-to-face interaction, with its associated wealth of nonverbal 

cues. A synthesis of the preliminary findings with different areas of focus 

(transformational leadership style, facilitative style, higher level LMX behaviors, 

coaching behaviors, etc.) suggests that some combination of remote transformational 

leader behaviors may result in improved outcomes, such as both individual follower and 

group satisfaction and performance. 

Recommendations for research and practice 

 Based on our review we make several recommendations for future research and 

practice:  Specifically: 

1. Research into the characteristics and traits necessary to operate  

successfully in this new technologically mediated environment is needed 

2. The increasing complexity of these new operational environments and the  

increasing expectation of conflict asymmetry in future demand a  

significant change in leader education and training.  This requires a review  

of current training/development protocols in light of research findings on  

remote leadership requirements. 

3. It is critical to understand which leader behaviors enhance the  

development of trust in a remote environment and how that trust affects 

follower outcomes 

4. While obviously subject to continued research, the development of  

protocols for remote leadership is strongly recommended
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Remote Leadership 

Technology has permeated the operations and structure of almost every 

organization in the world (Coovert & Foster-Thompson, 2001).  Spearheaded by the 

development of the personal computer – which made computing technology available to 

the non-specialists (Craiger, 1997’ Scrivener, 1994; Van der Speigel, 1995) - and 

accelerated by advances in inter-connectivity (Craiger, 1997; Hohansen, 1988) -  that 

changed the personal computer to the inter-personal computer (Coovert & Foster-

Thompson, 2001), advances in technology have transformed the way we work in 

organizations.  Moreover, the projections are that the pace and rate of change will 

continue to accelerate (Coovert & Foster-Thompson, 2001). 

Advances in technological capability have led to the need to reconsider, and 

perhaps, reconceptualize the nature of organizational work.  For example, it is no longer 

necessary to have people in one geographic location to hold a meeting, solve problems or 

conduct training (Gale, 1994; Keates, 1997; Ziegler, 1994).  Yet there is considerable 

ambiguity about whether “virtual” meetings achieve the same outcomes, or demonstrate 

the same processes as face-to-face interactions.  The advent of electronically mediated 

leadership is a case in point. 

Most studies of leadership have focused on leadership in face-to-face interactions 

(e.g. Barling et.al., 1996;  Howell & Avolio, 1993; Koh et.al., 1995) in which the leader 

is physically present with the followers.  Indeed, some authors have suggested that this 

degree of contact is necessary for leadership to occur (Kerr & Jermier, 1978).  However, 

with the advent of globalization, extended spans of control and advanced communication 

technology (Avolio, Kahai & Dodge, 2001), organizational leaders are frequently tasked 

with “leading” employees who work in remote locations, or with leading so many 

employees that direct face-to-face contact on a regular basis is difficult.  As a result, 

leaders increasingly rely on technologically-based communication with subordinates 

including the use of electronic mail (email) and video/teleconferencing.  Leadership 

interactions that are characterized by electronically-mediated communication between 

geographically and physically isolated leaders and followers are what we term “remote” 

leadership. 
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 Although there is little doubt that organizations are increasingly reliant on remote 

leadership, there is some concern that these interactions may be less than optimal.  For 

example, as noted above, Kerr and Jermier (1978) suggested that effective leadership 

would be impossible under conditions that limit close interpersonal contact between 

leaders and followers.  At least two studies have found that the effect of leadership on 

performance was negatively affected by the geographical distance between the leader and 

the follower (Howell & Hall-Merenda, 1999; Podsakoff, Todor, Grover, & Huber, 1984). 

However, there is comparatively little empirical data that identifies potential problems 

that could be associated with electronically-mediated leadership.  The purpose of this 

manuscript is to consider these issues with specific reference to the Canadian Forces (CF) 

and, more specifically, the strategic environment faced by the CF.   

Accordingly, this paper proceeds in three major sections.  First, we review the 

strategic environment with specific reference to the implications of emergent technology 

for forces operating in this environment.  Second, we review the behavioral science 

literature focusing on the implications of technology for organizational behavior and, 

more specifically, organizational leadership.  Finally, we integrate both reviews by 

making a series of recommendations for consideration by the CF as to how to deal with 

issues of remote leadership. 

The Strategic Environment 

The Future Security Environment  

 The political and economic dynamics of the Cold War period served to either 

constrain or channel the actions of most nations (Berman, 2000) as a result of the 

‘geopolitical homogeneity’ that was extended across states allied with either of the two 

major superpower spheres (Spanier, 1981).  The superpowers attempted to further extend 

their hegemony through economic, political and military means.  Military conflict was, 

generally speaking, an extension of the bipolar superpower politics and was conducted 

primarily through surrogate states.  While these surrogate conflicts were devastating to 

life and property in and of themselves, the direct effects remained relatively localized and 

with few exceptions, from a global perspective, remained minor in nature.  As the Cold 

War status quo was based on four decades of this form of military and political détente, 

military planning throughout this period concentrated primarily on conventional 
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superpower force-on-force concepts (US Army, 1993; Director General Strategic 

Planning, 1999). 

 With the collapse of the Soviet Bloc, the cohesive nature of the superpower 

spheres dissolved, and the relative stability of the global geopolitic with its surrogate 

military conflicts was over.  Nation states now found that superpower ideology no longer 

served as a facilitator or barrier to their activities.  With these governors removed, many 

nation states and peoples experienced an era of renewed self-determinism.  In many cases 

the ideological foundation of the nation states themselves, or of their place in the 

international community (Gardner, 2003), were challenged by new replacement 

ideologies based on ethno-centrism, religion, political philosophies or resource-disparities 

(Spanier, 1981; Directorate Land Strategic Concepts, 1999).  A new more dynamic 

geopolitic arose which saw an increase in local or regionalized military conflicts (NATO 

RTO, 1999) throughout a now multi-polar world. 

  As peoples redefined their place in the world new nations and new groups 

emerged onto an increasingly fragmented and dynamic world stage.  These autonomous 

agents included non-allied rogue states and other non-state actors.  While non-state actors 

are not a new phenomenon (Spanier, 1981) their influence on the relations within and 

between states has been growing significantly.  Non-state agents are seen increasingly as 

having the potential to be threats to state security.  These threats may arise out of the 

competing economic motivations and political agendas of religious groups, criminal 

cartels, dislocated and disenfranchised populations, and terrorist organizations.  Many of 

these engage in extra, intra and inter-state conflicts, (Directorate Land Strategic 

Concepts, 1999; Carment, 2001, Spanier 1981) in the pursuit of their agendas.  This 

fragmentation and multipolarity, is almost hallmark of the new millennium. 

 The radical changes to world economic conditions including market upheaval, as 

economies transit from a manufacturing to a knowledge base, the increasing material 

disparity gap between the developed and developing world, the rising pressures 

engendered by growing populations and their rapid urbanization (Beckett, 2001), the 

increasing state failures in the developing world (Carment, 2001); the failing economies 

of the former Soviet Bloc and Central Asian states (Rumer, 2000); and the looming 

competition for global natural resources (O’Hanlon, 2001) give further cause to those 
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who are disenfranchised.  Newer economic formations, such as the NAFTA, the 

European Union, and the development of new free-market economies in Eastern Europe, 

and other formerly closed Soviet Bloc countries, are further contributing to the 

acceleration and globalization of national and international economies (Cohen, 1997).  

This environment has seen the emergence of additional state and non-state groupings and 

has further increased the potential for ideologic or economic based conflicts. 

 Nations have attempted to ameliorate the effects of the fragmented nature of the 

world’s economies and shifting political maps.  After the collapse of the Cold War 

increasing numbers of Non Governmental Organizations (NGO), Multinational 

Corporations (MNC) (Berman, 2000), activist organizations (Don, 1999), and multilateral 

alliance or coalition member states have either become directly involved in conflicts, the 

efforts for the amelioration of conflict effects, or conflict prevention and negotiation 

(Carment, 2001).  For these reasons the number of potential individual stake-holding 

participants within any conflict has grown - often resulted in extremely complex conflict 

situations with numerous factions or belligerents involved, and with coalition nation 

states and many other organizations interposing themselves in accordance with their own 

agendas. 

In the heady days of jubilation immediately following the collapse of the Soviet 

Bloc, there was a generally accepted belief that ‘peace had broken out’ further 

complicating these environmental challenges faced by modern nations and their 

militaries.  Societies around the world demanded that military spending be curtailed and 

those resources be re-invested into other areas to benefit society.  This was popularly 

known as the ‘peace dividend’ (Knight et. Al., 1996; Rockoff, 1998).  While the actual 

benefits of the peace dividend still remain debatable (Keith, 1997), governmental fiscal 

re-focus saw defense budgets significantly reduced from Cold War levels (Dhanapala, 

1999; Okros, 2001).  In reaction to these financial restraints, militaries were reduced in 

numbers, generally collapsing back to a size necessary to maintain core competencies 

only.  Another common response to manpower reductions was greater reliance on newer 

technological-based capabilities in attempts to balance reductions in conventional force 

structures and capabilities.  At the very time that there was a manifold increase in threats 
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to nation state security throughout the world there was also a reduction in conventional 

response capability. 

 The future security environment in which nations and their militaries will operate 

will be increasingly characterized by intra-state conflicts based on ideologies of resurgent 

nationalism, ethno-centrism, and religion.  Economic imperatives for conflict will be 

exacerbated by competition over natural resources and economic disparities.  Belligerent 

disposition will range the gamut of terrorists and criminal organizations to para-military 

insurgents and government militaries.  These conflicts will not be limited by geography, 

and may occur anywhere in the world with little or no overt warning.  The operating 

environments will be complex with a multiplicity of participants, including military, non-

military, governmental and non-governmental organizations.  Most will include public 

scrutiny through real-time media exposure, or through alternate media exposure such as 

the Internet (Williams, 2002).  This is the potential milieu of conflicts for the near future. 

The Conflict Spectrum and Threat Asymmetry 

 The militaries of the west and other developed nations were caught off guard with 

the rapidity of the collapse of the former Soviet Bloc.  NATO and the other modern 

Western powers found themselves with military organizations that had, under the 

auspices of several generations of military and political leadership, been structured, 

manned, equipped, resourced and deployed in a “come as you are” Cold War scenario.  

Since the militaries of the NATO states and their allies had operated under the belief that 

a major conflict would commence with conventional mass warfare, with in-situ Western 

European forces, alternate operational and tactical doctrines for military employment 

were not as fully developed as conventional concepts supporting the European scenario. 

With the exception of contingent activities and peacekeeping, the majority of the 

extant doctrine and related operational and tactical concepts for other than war fighting 

environments was limited primarily to special force concepts (U.S. Army 1986).  While 

there has long been recognition of the spectrum of conflicts, e.g. environments short of 

total war (Glenn, 1998) and the need for forces trained to operate across this spectrum, 

these types of conflicts were not the major focus of doctrinal consideration for 

conventional force employment.  In response to the dramatic changes in the international 

situation, militaries have recently increased their efforts to refocus and redefine the 
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weight of their doctrinal and operational concepts for application in a fragmented post-

superpower conventional mass-on-mass conflict paradigm (DND, 1998c; NATO, 1999) 

and the last decade of the 20th century saw most militaries placing increased emphasis on 

the development of doctrine, operational concepts, and tactics for military operations in 

environments other than war (Sloan, 2002). 

 This pattern of operational and tactical refocus has occurred in almost every major 

military in the western world.  NATO alliance members with View 1 and View 2 

concepts (NATO, 1998); the United States with Military Operations Other Than War or 

MOOTW (US Army, 1993); as well as parallel activities in the British, French, German 

and Australian armed forces (Sloan, 2002).  The Canadian concept of ‘conflict spectrum’ 

and ‘revolution in military affairs’ (DND, 1998c) represents acknowledgement of the 

new multi-dimensionality of modern conflict. 

 Regardless of the terminological differences, the core essence of all of these 

doctrinal philosophies is that warfare occurs on a continuum with more balanced mass-

on-mass conventional concepts at one end of the spectrum (View 1) and more diverse 

conflicts, short of or other than conventional war (View 2), at the other.  The majority of 

military assessments have concluded that conflicts in the twenty-first century will most 

likely occur in the centrality of this range suggesting that truly conventional force-on-

force symmetrical warfare is a lessening probability. 

 While conflict asymmetry takes many forms and is multidimensional in nature 

(DND, 1998c; US Army, 1993) it draws much of its militarily salient characteristics 

directly from the political, economic, and environmental conditions of an increasingly 

globalized, technologically-enabled, modern world.  In a single superpower world, where 

the greatest conventional and nuclear military force is possessed by one nation, active 

threats will increasingly be asymmetric in form (Nichiporuk, 2002) as less capable 

belligerents seek to avoid a conventional conflict they cannot prevail in. 

Asymmetric strategies may include; selective development of niche capabilities 

such as weapons of mass destruction or weapons of mass effect (WMD/WME) in 

isolation of conventional force development, the specific targeting of key civilian 

vulnerabilities, and the use of global world opinion, or activities designed to politically 

constrain action through the formation of political or media barriers (Nichiporuk, 2002).  
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Operational strategies include attacks with little or no declaration or warning on deep 

civilian targets, attempts to break multinational or coalition ‘will’ through media and 

diplomatic channels or the threat of the use of WMD/WME.  Increasingly, many of these 

asymmetric strategies will be adopted in parallel or in concert with conventional 

symmetric ones.  Militaries engaged with a foe that is forced or chooses to adopt 

asymmetric means-and-ends poses a formidable challenge while the employment of 

conventional forces to prosecute an asymmetric belligerent is problematic at best. 

The commoditization of computing and communications technologies means that 

they are now increasingly inexpensive and freely available throughout the world.  The 

development of the Internet and other associated communications infrastructure on a 

global basis grants almost any group access to the technology necessary to coordinate 

actions across large geographies.  Many potential belligerents will have the technological 

potential (Andrew & Conway-Lanz, 1995) to engage, albeit in limited ways, with the 

same capability for force command, control and projection as possessed by western 

military powers.  The commercialization of global communications systems, such as Low 

Earth Orbit (LEO) satellites, cellular, Global Positioning Systems and broadband 

communications will also permit asymmetric forces to garner access to intelligence that 

enhances their ability to conduct operations (Nichiporuk, 2002) through the development 

and use of advanced Command, Control, Communications, Computers and Intelligence, 

Surveillance and Reconnaissance (C4ISR) capabilities (Shelton, 2000).  What has 

become known as the ‘CNN Effect’ demonstrates that modern communications 

infrastructure and technology permit media to report from any point on the globe.  

Wherever western militaries are involved western and other global media are likely to be 

found and actively reporting.  This media presence raises two issues, first, as seen in 

Somalia (Jukes, 2002) it has the potential to influence domestic political agendas.  

Second, the very nature of real-time broadcasts, combined with the potential of the 

Internet to carry information, means that any media reporting is available to a global 

audience, including current and potential belligerents themselves, which may also be 

used as an asymmetric tool. 

 The multi-polarity nature of most asymmetrical conflicts means that they are 

more complex; involve more belligerents; including non-military, military, para-military 
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and civilian organizations; and are not constrained to conventional 'fields of battle'.  The 

capabilities of modern communications technology and modes of transportation mean 

that they may occur almost anywhere and at any time (Jukes, 2002).  The very nature of 

their asymmetry, with little dependency on mass or conventional force projection (Stern, 

2001) grants belligerents a first strike capability that is almost unpreventable. 

 It can therefore be expected that in future operational environments that many 

belligerents will adopt asymmetric means to further their aims or to balance off a lack of 

conventional capability.  Technology will afford them an increasing ability to plan and 

coordinate their actions, as well as to counter the actions of deployed forces.  Yet the 

technology that affords potential asymmetric belligerents increased military capability 

also appears to be a major enabling element in effectively combating them. 

Technological trends: Movement towards the Network-Centric Battlespace 

 Network-Centric warfare is a relatively new conceptualization that has evolved 

since the mid 1990s and is encapsulated within the latest ‘Revolution of Military Affairs’ 

(RMA) (Cebrowski and Garstka, 1998).  Network-Centric warfare, as an element of this 

larger technologically based RMA, is premised on the assumption that the synergistic 

effect of information superiority, battlespace dominance and technical superiority 

(McCabe, 1999) requires a completely new mode of warfare (Ibrugger, 1998).  This 

conceptualization is profoundly different than previous classical-warfare concepts.  It is 

based on a composite of networked information systems and the evolution towards new 

forms of networked organizational systems, with concomitant networked processes 

supporting them (Alberts, Garstka and Stein, 2000).  It is a future where every element, 

whether individual soldier or mechanistic platform, is connected through information 

technology to every other soldier or platform (Anonymous, 2002) on a real-time global 

basis. 

 The network-centric battlespace has been articulated as having a physical domain, 

an information domain and a cognitive domain (Alberts et. al., 2000).  Elements of the 

network, both human and machine, exist within the physical domain.  The information 

generated or required for use by these elements is contained in the information domain.  

The decisions on what information is needed, or provided, to the elements within the 

network, and what to do with that information is represented, by activity within the 
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cognitive domain; while the true synergistic effects result from network capability within 

the information domain.  The information domain consists of an ‘information grid’ which 

is composed of the information system architecture and infrastructure; the ‘sensor grid’ 

which collects information from a multiplicity of sources and transmits it throughout the 

information grid; and the ‘engagement or shooter grid’ in physical space where conflict is 

actually resolved (Cebrowski, 1998).  However, it is the cognitive domain, which poses 

the greatest challenge to leaders at all levels, and draws from all other domain elements. 

 The combination of modern computer based information systems with connective 

technology, broadband wire and optical fibre links, satellite, microwave and wireless 

technologies (Covault & Morring, 2002), has given rise to a networked world with the 

potential for seamless information integration between people, computers and devices 

(Tarasewich & Warkentin, 2002).  When a multiplicity of elements are connected into a 

network topology often unexpected and unusual potentials come into existence (Matlis, 

2002) – the modern World Wide Web is a prime example.  Because networks may 

interact in non-linear ways, the effects of networking carry vast potential (Singh & 

Kundu, 2002).  This potential has not gone unobserved and many modern militaries, 

spurred by the lead of the United States (Scott & Hughes, 2003), are attempting to 

leverage the power of connected information systems and devices.  Given the growing 

potential benefits of evolving network based technologies such as those of peer-to-peer 

networks (Kini, 2002), smart devices (Anonymous, 2003), grid-computing (Lais, 2002, 

Mitchell, 2002), and scalable autonic networking (Shaout, Eldos & Zaman, 2003) it can 

be expected that a network-centric military is achievable and possible in the near future.  

Most, if not all, of its elements of it exist now. 

Information Technology and the Compression of the Art of War 

 The evolution of the levels of warfare is related to the dimensions of time and 

space, the ability for an organization to communicate, and the melding of the ‘art of 

politics’ and the ‘art of war’.  While the levels of warfare have never been absolutely 

distinct (DND, 1998a) and tend to blur and overlap at the boundaries, they have served as 

the focus of differentiating the structure and activities of militaries throughout history.  

Levels of warfare may be viewed analytically from two dimensions.  The first, and 
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perhaps foremost, is control.  The second is effect related or outcome.  At each level there 

is a distinct change in the boundary conditions of these dimensions. 

 At the ‘grand’ level military strategy is normally associated with national level 

strategy in pursuit of goals of national interest.  Military control is usually subsumed by 

civilian state control and the effects desired are those outcomes that will further the 

national objectives through either the actual or the potential application of force.  The 

strategic level is usually, in conventional warfare, characterized by large spans in time 

and space.  They may be global in nature and take place over the course of months or 

years. 

 At the operational level of war, control is vested primarily in military 

commanders.  The outcome or desired effects are those activities or objectives necessary 

to achieve the strategic or national goals.  While the operational level may be 

characterized by large spans of time and space, they are normally less so than the 

strategic level.  They may be limited to the sub-geography of a continental mass and take 

place over weeks or months.  There may be many ‘operational theatres’ within the ‘grand 

strategy’ of a conflict. 

 The tactical level is essentially the point where most of the detailed work is 

accomplished.  The control of tactical level elements is vested in a hierarchical military 

command structure or chain of command.  In conventional View One conflicts there is no 

direct non-military control, and the tactical action(s) take place in limited geographies 

and within limited time spans.  Tactical actions may be limited to geography of metres or 

kilometres and take place within a time span ranging from minutes to hours.  There may 

be many tactical actions within an operational theatre. 

 The very characteristics of a networked battlespace, the global presence of 

networked elements capable of communicating in real-time, have the potential to 

paradigmatically shift the control and outcome relationships that define levels of war 

(Alberts, Garstka and Stein, 2000) in effect compressing or collapsing these levels such 

that the classic distinction disappears.  This has given rise to the concepts such as the 

'Strategic Corporal’ (Krulak, 1999) where the actions of an individual at the tactical level 

can have strategic influence because of the capability of the strategic and operational 

decision makers observing the actions in real time (Alberts et al, 2000). 
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 Within the network-centric battlespace the obverse is also true and individuals at 

the strategic or operational levels have the potential capability to influence or control 

tactical elements.  While militaries have adapted their organizational structure and 

processes to accommodate or integrate both the positive and negative capabilities of new 

technologies, the novel information characteristics of a network-centric battlespace will 

have two negative potentials for current military structures, procedural, doctrinal and 

operational concepts.  The first is that networked information systems with the potential 

to provide real-time information feeds to any level in the military hierarchy may provide 

opportunities for compression and interference, or micro-management, particularly in 

operations other than conventional conflict (Frantzen, 2001).  Second, as the network 

provides multi source information feeds from all types of connected elements the 

information feeds may be too great for cognitive assimilations and information fusion at 

specific levels (Peach, 2002).  For example, the requirement to manage personal risk at 

the tactical level simultaneous with cognitive tasks required for objective achievement is 

distinctly different than the demands on a superior commander who, with less immediate 

physical and psychological stresses, and more perceptual decision making time, may 

have a greater potential for assimilation and fusion.  This being the case, cognitive 

‘second-guessing’ may occur and there will be an imperative to intervene, in essence, 

producing both compression across time and space and compression across the levels of 

warfare (Frantzen, 2001). 

 The potential for intervention through this compression mechanism may also 

affect the strategic and operational levels as a function of their extension into politics.  

Modern media and communications technologies permit broadcast to wider and wider 

global audiences.  These technologies have reached audiences who have then reacted by 

influencing the domestic political agenda which in turn has influenced the military 

domain including: the dismantling of the Berlin Wall, economic changes in China, and 

conflicts in the Balkans (Don, 1999). 

 Summary: The Future Security Environment 

In summary the end of the 20th century saw an increase in the number of 

regionalized conflicts as the old bipolar political and ideological groupings were replaced 

with more numerous inter-state coalition or alliance mechanisms.  These relationships 
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were often based on ideology, security or shared economic interests.  In addition to these 

conflict-facilitating imperatives, the very complexity of relationships between state and 

non-state actors involved in ongoing or potential conflicts continues to increase. 

The continuing trend towards economic ‘globalism’, and the increasing 

competition for world markets and resources means that almost all nations will be, either 

directly or indirectly, affected by events and conditions in other nations throughout the 

world.  Therefore, it is in the interest of these nations, including Canada, to maintain 

some form of presence in global events abroad.  One mechanism Canada has used for this 

is the deployment of the Canadian Forces.  Many of these force deployments have been 

and continue to be under the auspice of the United Nations, or other multinational or 

coalition based arrangements.  These force deployments will take place in an 

environment where belligerents will use the computing and communications capability of 

modern technology to adopt or execute asymmetric means-and-ends.  While technology 

may permit increased capability to combat asymmetric strategies it poses unique 

challenges to the tactical, operational and strategic conventional doctrines.  The rapid 

evolution and change found within the FSE has, in many ways, outstripped the 

development of suitable response mechanisms. 

Force Employment in a Network-Centric Battlespace 

 In any future security environment consisting of asymmetric conflicts, their very 

nature will prevent or preclude the employment of conventional militaries in a 

stereotypical force-on-force manner.  It is much more likely that these forces are required 

to interpose themselves between belligerents, support humanitarian efforts of non-

government organizations (NGO), provide protection to civilian populations, or for 

observation of belligerents.  The operational environment may require deployment across 

greater geographies than in a conventional warfare sense, resulting in the requirement for 

a significant change to force structure and employment. 

Force Composition: The Substitution of Mass with Technology 

 The ability to coordinate and concentrate a multiplicity of elements at a single 

point in space and time is changing one of the fundamental relationships upon which 

modern militaries have been structured and employed – the relationship between mass 

and economy of effort.  Despite ongoing debate concerning the principles of war and 

12 



their applicability to other than war conflicts (Glenn, 1998) throughout the history of 

conflict, two fundamental principles have consistently been the constructs of 'mass' and 

'economy of force'.  These principles deal with the employment, disposition and use of 

forces engaged in conflict (DND, 1998a; Leonhard, 1998; Murdock, 2002).  The concept 

of mass has evolved through the major phases of warfare from the 'massing of men' 

through to the concentration of firepower or 'fires' (US Army, 1986).  The essence of the 

principle of mass is to bring sufficient weights of men, material or firepower so as to 

overwhelm an opponent.  The related principle of 'economy' posits that the mass should 

be only what is sufficient to overwhelm a belligerent at any particular time and place, so 

as to garner the maximum utility of all mass everywhere throughout a theatre of conflict.  

It is the combination of these two principles of application of force that allows all combat 

power to be used to greatest effect at all times. 

The evolution of concepts for the employment of mass and the necessity for 

economy resulted in the modern warfare concept of a maneuverist approach (Keithly and 

Ferris, 1999).  The maneuver concept is based upon a modern armies' ability to rapidly 

mass platform-based firepower at critical junctures in time and space so as to defeat an 

enemy in any particular action.  This concept was given particular emphasis during the 

Cold War as both superpowers maintained Weapons of Mass Destruction and Weapons 

of Mass Effect.  The intent was to avoid presenting a physical mass of platforms as 

targets for weapons of mass destruction, yet to be able to mass sufficient firepower 

through rapid maneuver for any single engagement. 

 However, as the range or stand-off distance of modern weapons system has 

increased, and as communications technology developed greater capacity and range, the 

necessity of physically massing platforms or men has decreased.  Communications, long-

range fires and rapid maneuver in combination would provide the same resulting yield of 

force projection while avoiding the presentation of desirable target arrays to weapons of 

mass destruction.  As was effected during the first Gulf War, modern precision munitions 

increase the efficiency of the mass concept through pinpoint targeting and engagement 

from ever-greater distances (Hallion, 1992).  Modern technology has, in effect, removed 

almost any requirement to physically bring men, platforms or material into proximity in 

order to achieve mass effects.  Network-centric warfare permits the dispersion of mass 
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(theoretically to the limits of force projection capability) across extremely wide 

geographies (Murdock, 2002) while retaining the ability to concentrate force when and 

where it is needed in order to decisively overwhelm an opponent. 

The Use and Application of Force: Segmentation 

 In the network-centric battlespace, this ability fundamentally alters the 

relationship between the principles of mass and economy in the physical dimension.  

Each element within the network has the potential capability to synchronize (Alberts et 

al, 2000), across time and space, with every other - therefore, the same effect of mass 

may be achieved without the necessity for physical co-location.  The implication is that 

the structure of the warfighting components will become smaller.  Network-Centric 

technology will enable smaller and lighter force packages, as the technology permits 

greater coordination, with greater numbers of discrete elements or platforms.  The trend 

will be to minimize physical mass and to rely on greater levels of digital mass and mass 

of effect through the deployment and coordination of fires (Fraser, 2000).  A single 

soldier, armed with a link into the network of deployed elements, has the potential to be 

the focal point for the entire network – an avatar representing the cumulative physical 

and digital domains of the entire network at a given point in space and time. 

 Classic force deployment may be all but impossible in the types of operations that 

will be taking place within future security environments.  The consolidation of mass in 

physical proximity will not be possible as the operating geography of ‘less than 

conventional’ conflicts expands.  Force deployment will see continuously smaller force 

packages deployed over wider geographies in all environments.  Once unified forces will 

be increasingly dispersed or segmented from one another in time and space. 

 The Expansion of Space and Compression of Time 

Command and control methodologies, which rely on conventional hierarchies, 

will have to evolve to account for the greater temporal and physical dispersion of forces.  

The ‘temporal ladder’ through which information is processed in conventional command 

structures will have to give way to network oriented information processing that has both 

hierarchical and lateral flows.  Consequently, there will have to be a greater reliance on 

technology to manage the application of force when required in accordance with the 

principles of mass and economy of effort.  The necessity to rely on technology to 
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facilitate network oriented information processing, and for the command and control of 

elements, will serve as a positive feedback mechanism, as it is the technology itself that 

permits this increased dispersion and coordination or self-synchronization of forces. 

Military Leadership in an Information Centric Environment 

 Due to the unique characteristics of information flows within laterally and 

hierarchical connected networks, information management within a Network-centric 

Battlespace will require significantly different levels of processing and fusion involving 

both human and machine processing.  The compression of time and space, the collapse of 

levels of warfare, and the geographical dispersion of network connected elements cannot 

be managed in the temporal laddering of conventional hierarchical systems of authority 

and control.  Leadership methods and processes must be developed to operate effectively 

in this new environment so as to effectively utilize the potential advantage of networked 

forces, capabilities and capacities. 

 Summary: Force employment in a Network-Centric Battlespace  

In summary the organizational and process impacts of the network-centric 

paradigm have three major characteristics that will force change to military organizations, 

structures and processes.  These include the ability to concentrate a vast array of human 

and mechanistic force projection onto a single point of space in time despite deployment 

across ‘global’ geographies; the ability within the network for any single element to 

scale, to greater or lesser degrees, its information connectivity with any other elements(s) 

in real time; and the ability for any element in the organization to connect directly to any 

other.  Forces will increasingly be segmented across greater distances, and their structures 

will be smaller as physical mass is replaced with digital mass.  Information flows may be 

point-to-point from anywhere to anywhere within the network in real time increasing the 

challenge of effective information management.  Command and control methodologies 

currently effected by conventional leadership will have to adapt to accommodate the 

collapse of information management in a temporal sense; to meet the requirement for 

greater levels of integration and fusion of diverse information feeds in real or near-real 

time from both human and mechanistic sources, and to adjust command and control 

relationships to harness network synergies that arise. 
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The characteristics of leaders and their modes of leadership will have to evolve to 

operate in an environment where geographically segmented forces are deployed over 

broad terrains, physical separate and connected through a multiplicity of technological 

systems.  They must adapt to the fluid nature characteristic of networked environments. 

 

Emerging Tensions in Command and Control Doctrine. 

The ability for any one element (or sets or combination of elements) to connect to, 

either directly or through information feeds, to any other has serious implications for 

organizational processes, particularly in the realm of command and control.  One of the 

implications of the real-time communications capability for coordinating the actions of 

many divergent systems across extremely wide geographies is that classic boundaries of 

levels of warfare (strategic, operational and tactical) which were largely based on the 

limitations imposed by geography and logistics are being blurred so that there is little 

distinction between them.  This trend has been further compounded by the ability of 

communications and surveillance systems to report in real-time with increasingly finer 

levels of detail or resolution. 

 Situational Awareness and Force Employment in the FSE. 

 Modern command and control approaches may be classified into major types 

depending on the level of “Directive specificity” and “C2 Philosophy” (DISA, 1983) they 

reflect.  The levels of directive specificity ranges along a continuum where at one 

extreme direction is issued with an extremely high level of detail and at the other 

extremely general.  This continuity of direction also reflects modern concepts of ‘task 

order’ command and ‘directive or mission specific’ command.  Many modern militaries 

are attempting to increase the flexibility of their command approach (O'Neill and 

O'Brien, 2001) in order to permit increased effectiveness of action on the part of 

subordinate elements.  This will be a critical requirement for successful operations in the 

likely future security environments. 

 Mission Specific concepts attempt to provide subordinates with the greatest range 

of freedom of action.  This will inevitably conflict with intervention as a result of 

strategic telescoping or oversight.  Additional confliction may occur as a result of the 

assignment of decision making responsibility to computer based information systems, as 
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human decision making may not be able to cognitively process the necessary amount of 

information, or are unable to manage the complexity of information, overwhelming their 

cognitive ability. 

Military leadership and decision making in the future security environment 

 Decision making under the compression of time and space, across the strategic, 

operational and tactical levels, will be the greatest challenge facing leaders and decision 

makers in the future security environment.  The normal hierarchical functioning of 

‘classic’ military structures and organizations, with their inherent delays as information is 

processed through numerous hierarchical layers of authority, may not be sufficient for 

effective operations in an environment where events are recorded or monitored over 

global geographies in real-time. 

 Decision-making may not be limited to a unidimensional situation, such as found 

in conventional force-on-force actions, but may be required in a multidimensional near-

conflict or conflict matrix.  The reality of the ‘three block war’ will ensure that decision 

making, at any level, will occur in a much richer information environment, with 

contrasting and contending decisions required.  The potential for information or cognitive 

overload is much greater in a networked environment (McAfee and Oliveau, 2002). 

 Summary: Emerging Tensions in Command and Control Doctrine 

 In summary application of the network-centric concept will see the dispersion of 

smaller and smaller force packages over greater and greater distances.  This will increase 

physical isolation and leader-follower remoteness.  While connective and network 

technology will serve to bring leaders and followers ‘closer’ together, in a 

communicative sense in time and space within the information domain, it will not do so 

in the cognitive domain where leaders and followers must deal with disparate elements of 

the physical domain. 

 Given the greater dispersal, segmentation and multi-roled nature of deployed 

forces, decision making authorities may have to be devolved to lower and lower levels - 

further increasing the compression effects of levels of command and control.  Mission 

command concepts may not be sufficient to fully prepare ‘front-line’ decision makers and 

leaders for all contingencies, particularly given the complex nature of operations other 

than war and the asymmetric threat expectation.  Additionally, the potential for 
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intervention from higher levels of command, up to and including the politico-strategic 

level, will remain.  These characteristics imply that current concepts of leadership, 

command and control, levels of authority and freedom of action and how they are applied 

will have to change - and possibly substantially. 

The Information-Centric Warrior and Soldier Avatar 

 In the future, a network-centric decision maker has the potential to be the ultimate 

instrumentality for action within the physical domain.  From the strategic through tactical 

levels this soldier may function as an avatar for the entire network centricity of systems 

that are connected to him or her.  This avatar then becomes the physical projection or 

representation, in time and space, of the digital (information and sensor) domains 

associated with the network-centric battle space.  The avatar becomes the physical 

embodiment of the network-centric collectivity existing at the nexus of all the domains of 

interest. 

 This potential can only be achieved if that soldier, or avatar, has the ability to 

scale ‘information push’ and ‘information pull’ to and from the network.  This capability 

is technologically feasible now.  The Internet is a representative case in point.  Anyone, 

located anywhere, with an Internet connection is capable of feeding or ‘pushing’ 

information out to a particular node or set of elements on the Internet.  The same 

individual is also capable of reaching out and ‘pulling’ information from other nodes or 

elements.  Given this capability any single element of the network, our avatar for 

example, may seek information from multiple net connected sources as required.  The 

avatar will also be feeding the network with information simultaneously.  The synergy of 

this information exchange, across multiple networked elements, is what differentiates the 

network-centric battlespace from classic concepts of warfare.  This is Metcalfe's Law at 

work. 

 Metcalfe’s law states that the usefulness of a network is not a linear one and is a 

power function of the number of elements within the network (Fishburne and Malone, 

2000, Narduzzi, 2002).  What is critical is not the associated math of network topology, 

but rather the acknowledgement that the relationship between elements within a network 

is not a linear combination.  This means that the synergistic interaction of network 

elements, whether the interaction occurs in either the physical or digital domains, is 

18 



capable of extreme effects that are greater than the individual sum-of-parts.  The dramatic 

results of these types of non-linear relationships were observed during the first Gulf War 

(Biddle, 1996).  The network enables avatars to produce effects that are magnitudes 

greater than an equivalent mass of conventionally deployed forces.  Whether the avatar is 

employed in direct conventional conflict, a ‘three-block’ war, or otherwise employed in a 

theatre of operations the avatar’s net connectivity will bestow immense potential. 

New Organizational Forms 

 However, whether an avatar is ever actually employed as described should not be 

a primary concern at this juncture.  What is critical is that technologically enabled 

militaries are now capable of deploying personnel and mechanistic platforms that have 

avatar-like characteristics.  It remains obvious that technology will continue to bring 

increasingly avatar-like potentials as the network-centric concept is deployed.  The major 

implications are that militaries must adapt to survive in these new technologically 

enabled future security environments and to maximize the potential advantages of the 

human-technology mix. 

 To deal with the characteristics of the Network-Centric Battlespace new 

organizational forms will have to be developed (Fukuyama and Shulsky, 1999; O’Neill & 

O’Brien, 2001).  This will be necessary in order to manage the extremely complex 

environments within which they will have to operate including; coalition or multinational 

forces, to permit increased flexibility of response across the conflict continuum (Krulack, 

1998); and to be capable of managing strategic, operational and tactical information and 

action choices.  The classic hierarchical systems will no longer function effectively in the 

fluid, dynamic and technologically enabled operating environment of the future (Adams, 

2000; Alberts et al., 2000).  While militaries are still experimenting with the 

organizational forms needed to operate effectively in this new conceptual and physical 

space (Joint Vision 2020) much development and experimentation remains and can be 

expected to continue for the immediate and near future. 

 Summary: The Information Centric Warrior 

 The complexities of operations in the Network-Centric Battlespace in an 

asymmetric conflict are significantly more challenging than conventional concepts.  The 

challenges associated with being an avatar for the management, direction and 
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employment of digital and physical mass, and force projection are significant.  While the 

physical demands may be equivalent to conventional requirements the cognitive demands 

are much greater.  The intellectual task requirements for effective information 

management, information fusion and decision making are more fluid and border on the 

chaotic.  The ability to synthesize multiple information feeds, to garner useful meaning 

from them, and to translate this into appropriate direction for net element action 

represents a significant change in the basic characteristics, traits, and capabilities 

demanded of conventional soldiers and leaders. 

Summary: The Strategic Environment 

 The strategic environment will be characterized by complexity bordering on chaos 

(Adams, 2000), ambiguity of belligerents, multipolarity, multi-organizational, collapsing 

of the strategic, operational and tactical domains, will suffer from force segmentation and 

isolationism.  Military operations will increasingly take place within United Nations, 

multinational, alliance, or coalition contexts (Gardner, 2003) and will have complex 

structures composed of many organizations with different stakeholder perspectives.  

Organizational involvement will include, conventional military forces, non-governmental 

organizations, media, and humanitarian organizations.  (Hornburg, 1997).  The presence 

of refugees or other internally displaced civilians is likely.  Due to the increased urban 

nature of the world’s developing demography, operations are increasingly likely to be in 

urban settings. 

 To operate in this environment, leaders at all levels will have to transform 

themselves (Johnson, 2000).  Leaders and decision makers will have to be situationally 

aware of not only the tactical conditions, but also the operational and relevant strategic 

considerations.  They will have to be well educated, technologically capable (Sayles, 

2000), able to think in multiple dimensions, capable of rapid decision making in 

uncertain and ambiguous environments, cognitively capable of managing massive 

amounts of information, capable of synthesis and fusion, and operate in increasingly 

demanding cognitive domains while under severe time pressures.  Leaders will have to 

develop skill sets that go beyond war-fighting and will have to be skilled and 

knowledgeable in a highly diverse range of capabilities including; negotiation, 
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information management, cultural knowledge, and technology management (DND, 

1998a). 

 In these complex operations aggressors will use asymmetric means and will 

probably place priority of political objectives over military ones – using the same 

network centric capabilities.  There will be a multiplicity of organizational involvement, 

an absence of law and order, within a fluid environment of ill-defined areas of 

responsibility (Hornburg, 1997).  The very definition of military success is likely to 

change due to the increased political constraints under which militaries will operate, the 

increased presence of media, and the asymmetry of the opponent and their actions 

(Matsumura et al., 2002).  In order to achieve success, militaries will have to understand 

the impact that these new technologies, and the challenges that the new operating 

environments will have on leaders and decision makers.  As digital technologies change 

how a military force communicates and operates; as it changes the very structure and 

organizational processes; there will have to be a concomitant understanding of these 

effects within the leader-follower domains. 

Challenges of the Remote Leadership Environment: 

Advanced information technology is increasingly used by leaders and followers 

and organizations are implementing technological changes without knowledge of the full 

extent of their impact on human dynamics in organizations. In some cases, failure rates 

for implementation are hovering around 70% (Avolio and Kahai 2003); (Zigurs 2003) . 

Existing studies of groups that interact largely by means of computer mediated 

communication systems suggest that leadership in these settings is vitally important and 

linked to effectiveness (Fjermestad and Hiltz 1998).  The underlying premise in much of 

the extant literature on remote leadership is that this environment is fundamentally 

different and more complex than the traditional one. However, according to Kayworth 

and Leidner (2000) there is little empirical research available to confirm this assumption, 

or to identify and explain the factors that contribute to its increased complexity.  

Communication 

Loss of nonverbal cues  

One of the more obvious factors in a remote leadership environment is the loss of 

nonverbal cues because of nonexistent or reduced face-to-face interaction (Weisband and 
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Atwater 1999). It has been estimated that nonverbal cues convey as much as two-thirds of 

the content of a message (McShane 1998). Loss of this valuable information can impact 

both leader and team performance and satisfaction, through, for example, 

misinterpretation of facts, greater role ambiguity, lack of trust, cue substitution, 

inaccurate perceptions of self and others, lowered leader influence and underdeveloped 

group cohesiveness (Jarvenpaa and Leidner 1998; Moon 1999; Avolio, Kahai et al. 2000; 

Shamir, Zakay et al. 2000; Avolio, Kahai et al. 2001; Antonakisa and Atwaterb 2002; 

Hart and McLeod 2002; Kayworth and Leidner 2002).  Shamir (2000) noted that it is 

unclear whether individuals can identify with and trust virtual leaders due to the cold, 

deemphasized social and human context of interaction in such situations. Specifically, he 

observed that it would be very difficult for geographically distant leaders to inspire 

confidence in followers through the display of exemplary acts, role modeling, or other 

symbolic gestures. Sosik, Avolio, and Kahai (1997) stated that the restriction of 

nonverbal cues in a remote or virtual environment would hinder the performance of 

charismatic leadership. Also, the lack of nonverbal cues is hypothesized to reduce the 

degree to which interpersonal relations may develop between individuals (Weisband and 

Atwater 1999; Kayworth and Leidner 2002). 

People will rely on whatever peripheral cues are available to them to make 

judgments about message quality and source credibility, particularly when their 

motivation and ability to engage in extensive message processing is low (Moon 1999). 

Moon found a negative correlation between perceived physical distance and leader 

persuasiveness.  Both source credibility and information quality were perceived to be 

higher in the near condition. In many virtual environments, this is one of the only cues 

available.  Physical proximity has been shown to facilitate attraction through increased 

accessibility and familiarity (Moon 1999). Also, proximity offers perceived likelihood of 

future interaction, which makes people more responsive to individuals who are nearer 

geographically (Latane, Liu, Nowak, Bonevento & Zheng, 1995). 

Also, the reduction in nonverbal cues limits the feedback individuals receive 

about their own behavior, contributing to lower self-awareness (Weisband and Atwater 

1999).  With a greater sense of anonymity and fewer indications about the individuality 
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of others, the virtual environment may result in inaccurate perceptions of the 

contributions of self and others. (Weisband and Atwater 1999). 

However, there is some preliminary evidence that loss of nonverbal cues  may have 

some benefit. Virtual communication may eliminate bias toward others because 

individuals tend to be substantially influenced by source cues unrelated to content, such 

as physical attractiveness, age or speaking style. In the virtual environment, these 

elements are not accessible. Further, in the presence of nonverbal cues, cognitive 

overload may result and it may be more difficult to evaluate others' contributions 

accurately in a rich medium (e.g., face to face) than it would be in a less rich medium 

(e.g. email.) (Weisband and Atwater 1999) .  

Information load and flow  

Research suggests that groups that primarily use some form of computer mediated 

communication achieve lower communication efficiency than face-to-face groups, take 

longer to complete tasks, and find it more difficult to give feedback and to establish the 

meaning of information (Tyran, Tyran et al. 2003). Several studies suggest that, in a 

virtual environment, higher volumes of messages, through multiple channels, are required 

to reduce the opportunity for misinterpretation  (Jarvenpaa and Leidner 1998; Kayworth 

and Leidner 2002). As well, in an asynchronous environment, individuals have more 

opportunity to construct longer, more careful messages. Both of these factors increase the 

burden on leaders and team members in terms of pure information overload. This factor 

is exacerbated when the team consists of members with diverse ethnic, national and 

organizational backgrounds (Kayworth and Leidner 2002).  

An advantage of asynchronous communication systems, however, in  such 

applications as electronic brainstorming, is that they free participants from the social 

rules typically associated with face-to-face communication (such as waiting for someone 

to finish speaking before you speak), as well as cognitive constraints (thinking along 

narrow lines), and can preserve anonymity, mitigating evaluation apprehension 

(Kayworth and Leidner 2002). This advantage may be diluted by the resulting nonlinear, 

multi-threaded topics, which may produce further information overload, disjointed and 

nonsequential messages, in which the points of reference are reduced so that context is 

obscured. 
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Access to information and media 

 Since remote leadership relies upon the flow of information by means of electronic 

media, access to information itself constitutes major challenges for leaders.  In this 

environment, followers can now obtain the same information to which leaders had 

exclusive access in the past, and often before the leader does (the “avatar” effect). This 

constitutes significant pressure for a leader to be prepared to justify decisions more 

quickly. Information technology is thus challenging leaders to be more responsive to 

followers; for example, with greater access to alternative and conflicting information, 

military leaders must ensure their soldiers are confident they have the latest information. 

Now there are too many channels to allow leader to “release” important information in a 

planned and controlled manner.  What soldiers are told may be contradicted by news 

sources on the Web, for example. This “CNN effect” creates doubt that places a burden 

on the military leadership system to disseminate accurate information as soon as possible 

and to verify that the disseminated information has been received and is understood. This 

requires changing the traditional military command and control system to one based more 

on conveying the leader’s intent, as opposed to a purely directive system. Knowing the 

leader’s intent and acting on it, offers greater flexibility to soldiers in field, who can make 

more effective choices as the stream of information they receive changes.  

Widespread access to organization intranets and IT systems creates the ability for 

employees to have far wider reach than before; for example, employees can now easily 

complain to senior managers, contact the press, or the complete employee body, through 

email distribution lists, list servs, or their own websites. Support groups and networks can 

spring up spontaneously; for example, the website http://www.companycommand.com 

created by US Army officers who felt they needed additional support as they assumed 

new command positions, was one such unofficial site, which was recently adopted by the 

Army (Avolio and Kahai 2003). 

In addition to the reach and easy access to information, the nature of communication 

itself has changed. It is more indelible than before – emails and chat sessions leave virtual 

trails that can be followed. “Conversations” are preserved. If used incorrectly or in error, 

these messages can damage trust; for example, what may previously have been spoken as 

an unofficial communication in hushed tones, can now be mistakenly disseminated to an 
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entire organization or list serv by an erroneous click of a mouse. Most of the literature 

relating to the impact of these changes is anecdotal (Avolio and Kahai 2003). 

A more pragmatic challenge in the remote environment is ensuring all members have 

physical access to appropriate media for performing their respective roles.  Media has 

been characterized as existing along a continuum of “richness” which refers to its 

capacity for rapid feedback, language variety, personalization, and multiple cues (Daft 

and Lengel 1984). The appropriate medium for a message depends on the message 

content and other contextual factors.  Richer media are considered more appropriate for 

conveying more complex or sensitive information.  If members are geographically 

distant, the richness of the media to which they have easy access will influence their 

performance, the development of trust in their leader, their cohesiveness as a group, and 

their satisfaction. Ensuring easy and quick access to appropriate communication 

technology for members could, in some environments, pose a daunting challenge for 

leaders. 

Summary: Communication 

Leading in a virtual environment is more complex than in the traditional face-to-face 

setting, and preliminary research suggests that it is even more vital to follower 

effectiveness. Specific challenges arise from the loss of nonverbal cues, which may 

inhibit the growth of trust, result in lowered leader influence, misinterpretation of facts, 

and reduced accuracy of evaluation of self and others, as well as judgments based on 

perceived physical distance.  To counteract some of these effects, greater communication 

volume is recommended, leading to information overload and potential loss of context.  

A more strategically significant problem arises from the ubiquitous access to real time 

information, which complicates its controlled release, places an onus on leaders to ensure 

their own information is accurate and timely, and enables distributed input to decisions 

formerly the exclusive preserve of the leader. 

Cultural/Social Challenges Posed by Distance 

Research suggests that the legitimacy of a leader is moderated by leader distance 

(Fulk 1993; Napier and Ferris 1993; Jarvenpaa and Leidner 1998; Howell and Hall-

Merenda 1999; Moon 1999; Antonakisa and Atwaterb 2002; Kayworth and Leidner 

2002; Avolio and Kahai 2003). Furthermore, how followers come to identify with their 
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leader or the collective is a function of leader distance (Kayworth and Leidner 2002). 

Many leadership scholars have based their theories of leadership on an assumption that 

some sort of distance, or lack thereof, is prevalent in leader–follower relationships. Some 

researchers (Napier and Ferris 1993) have argued that less functional distance should be 

associated with higher performance and follower satisfaction, and less subordinate 

withdrawal, which suggests that physical distance between followers and their leader 

should be minimized. Others have gone so far as to observe that distance renders much of 

leadership impossible (Kerr and Jermier 1978; Howell and Hall-Merenda 1999). Clearly, 

the physical distance that is, by definition, a requisite part of remote leadership, impacts 

the cultural/social elements of the leader-follower relationship in significant ways. 

Loss of social context  

Leader legitimacy, expertise, and status are conveyed, in part, by social context, 

deduced from elements in the face-to-face interaction. Interaction at a distance, and the 

resulting loss of nonverbal cues may cause loss or distortion of important 

social/contextual information, impacting perceived expert or referent power, and thus 

leader influence. This lack of social context may also hinder the development of 

relationships and ultimately, trust (Kayworth and Leidner 2002).  

Difficulty in developing trust 

 The significance of trust in leadership has been recognized by researchers for at least 

four decades. For instance, it is a key concept in several leadership theories: 

transformational leadership, leader-member exchange, and the consideration dimension 

of leader behavior (Dirks and Ferrin 2002). Trust has been defined in various ways, with 

differing components (Kramer and Tyler 1996). Trust allows people to take part in risky 

activities that they can not control or monitor and yet where they may be disappointed by 

the actions of others (Jarvenpaa, Knoll et al. 1998); it implies a vulnerability. Often, trust 

is depicted as interaction of values, attitudes, moods, and emotions. Specific attitudes 

involved in the formation of trust are: perceptions of others’ability (group of skills 

enabling individual to be trusted to be competent), benevolence (positive orientation of 

trustee to trustor – interpersonal care and concern), and integrity (trustee’s adherence to 

set of principles that trustor finds acceptable). Emotions (intense, tied to certain events or 

circumstances) and moods (less intense, but pervasive, not linked to particular 
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circumstance) refer to feelings of individuals as they go about daily activities. Leadership 

contributes to the formation of trust by influencing initial perceptions of ability, 

benevolence, and integrity, as well as the emotions and moods expressed by the group – 

all components of trust (Avolio, Kahai et al. 2001).  

However defined, it appears that the dimensions of trust may not arise in the same 

manner in the case of a distant leader. Specifically, a leader's competence and integrity is 

evident to followers when they have direct information on the leader's performance and 

behavior and are "close" to the leader. However, if followers are distant from the leader, 

they do not have access to this information. Therefore, the ways in which a leader is 

legitimized and trusted appears to be a function of leader distance (Kayworth and Leidner 

2002). Some preliminary research into the role of trust in remote leadership has been 

conducted (Sosik, Avolio et al. 1997; Warkentin, Sayeed et al. 1997; Jarvenpaa, Knoll et 

al. 1998; Jarvenpaa and Leidner 1998; Avolio, Kahai et al. 2000; Kayworth and Leidner 

2002), but most of the research on virtual teams, although referencing trust, does not 

explore its specific role in leader effectiveness. A meta-analysis has shown that, in 

traditional settings, trust in leadership is most strongly related to work 

attitudes, followed by most of the citizenship behaviors, and finally 

job performance. The magnitude of the effect of trust on work outcomes is equivalent to 

or slightly larger than the effect of other frequently studied attitudinal variables, such as 

job satisfaction and organizational commitment (Dirks and Ferrin 2002). In a remote 

situation, hypothetically trust may become even more significant, and mediate the leader-

outcome relationship through different processes.  There have been no studies to date that 

examine the role of trust in a remote environment, from this perspective. 

Difficulty in fostering cohesiveness  

A significant body of research on traditional groups has shown significant 

relationships between cohesiveness and performance (Mullen and Copper 1994; Cohen 

and Bailey 1997; Carless and de Paola 2000). Cohesiveness is defined as a group-level 

multidimensional construct, comprised of interpersonal attraction and commitment to 

task (Mullen and Copper 1994). Findings by Weisband & Atwater (1999) suggest that 

group members liked each other more (i.e., exhibited higher levels of interpersonal 

attraction) when communicating face-to-face than electronically.  There are a number of 
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contexts where team members must interact electronically and where trust and loyalty 

among members is critical (e.g., software development teams, the military cohort of the 

future). If team members do not have the opportunity to interact face-to-face, it may 

impede the development of liking and thus cohesiveness and trust among team members 

(Weisband and Atwater 1999).  

Cohesiveness is enhanced when members identify with the group or dyad.  Social 

identification is the perception of oneness with or belongingness to some human 

aggregate.  A person who identifies with the group sees himself as psychologically 

intertwined with the fate of the group and experiences the successes and failures of the 

group as personal successes and failures. This identification increases the importance of 

team outcomes for the individual, increasing his/her motivation to make a contribution 

toward their achievement. Social identification is thus an important control mechanism, 

which enables and coordinates collective action. Some research findings suggest a 

positive correlation between soldiers’ identification with the army and their evaluation of 

platoon leadership cohesiveness; this same study found that identification with the Army 

predicted subsequent attrition among new US Army recruits (Shamir, Zakay et al. 2000).  

Lowered levels of cohesiveness impact group and individual performance and 

satisfaction. Generally, lack of attention to building the interpersonal processes associated 

with effective team development leads to less effective interactions and exchanges of 

information. Leaders can increase social identification by an emphasis on shared values 

and inclusive behaviors (Shamir, Zakay et al. 2000). However, there is a cascading effect 

of leadership in hierarchical organizations. Leaders’ behaviors do not always have the 

same effects on different levels of followers. For example, an emphasis on shared values 

by the leader may be interpreted differently by soldiers and staff members. There may be 

a discrepancy between perceived enacted and espoused values (Shamir, Zakay et al. 

2000). This is particularly challenging when there is geographic distance between leaders 

and followers, face-to-face interaction is minimal, and the majority of information 

exchanges are electronic (Warkentin, Sayeed et al. 1997; Avolio, Kahai et al. 2001). 

Apart from being more approachable, a leader that is physically close to followers has the 

opportunity to consistently role model effective behaviors. Furthermore, proximity may 
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make the leader appear more human and fallible, thus, strengthening the identification 

effect (Yagil 1998). 

Emergent leaders 

Groups that function in a remote or virtual environment often have no formal 

leader, or have a nonactive/ineffective formal leader.  There is some evidence that 

emergent leadership is more common and plays a more important role in virtual teams 

than in face-to-face teams (Zigurs 2003). Such leaders may emerge in response to 

characteristics of the team, such as a need for guidance and facilitation. An emergent 

leader exists when a team as a whole reaches a consensus that they perceive the emergent 

leader to be their leader. Studies of emergent leadership in remote teams are preliminary 

but suggest that emergent leadership occurs when one member is perceived to be 

effective in taking initiative, assigning tasks, coordinating member efforts and setting 

performance standards. Of the different attitudes that compose trust, the perception of 

ability, or role performance trust, is most strongly correlated with a high emergent 

leadership ranking (Tyran, Tyran et al. 2003). As well, the characteristics of electronic 

media in remote leadership settings may influence the type of leader who emerges. For 

example, in situations where email or text based communication is the primary vehicle, 

the person who is comfortable with written skills will emerge as leader, rather than the 

individual with the dominating voice or the striking physical presence. Studies of 

emergent leaders found that they communicated 13% more on average than teammates. 

However, quantity was not the primary factor across all groups.  Effective emergent 

leaders were those whose content was considered credible – those who were trusted 

(Tyran, Tyran et al. 2003). This potential for emergent leaders in remote groups can 

facilitate group accomplishment, or complicate it.  The question of the relationship 

between emergent leaders and legitimate leaders in remote groups has not yet been 

empirically explored. The behaviors that determine emergent leaders may be equally 

influential in determining legitimate leader effectiveness. 

Suitability of followers for a virtual environment  

The suitability of individuals to participate in remote leadership settings is a factor 

that has received minimal study.  The little research that exists on this topic suggests that 

the importance of selection of leaders and members should not be underestimated – 
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virtuality is not equally appropriate for everyone. Such qualities as responsibility, 

dependability, independence, and self-sufficiency, while desirable in face-to-face 

settings, are crucial to the viability of remote teamwork (Blackburn, Furst et al. 2003). 

One study found that the following KSAs correlated most strongly with successful 

virtual work (Blackburn, Furst et al. 2003):  

♦ Self management.  Because remote or virtual work is often serial and 

simultaneous, performed in a context of relative isolation, individuals must be 

able to behave proactively and manage themselves. Examples of specific 

behaviors and skills are: 

- identifying required behaviors,  

- seeking out relevant information,  

- taking the initiative to contact team members,  

- overcoming time and distance barriers and persisting with one’s task 

without requiring managerial intervention 

- effective time management skills 

♦ Proficiency with electronic communications.  Operating in a virtual environment 

requires skill in determining the appropriate medium by which to send various 

types of information, as well as in crafting the message appropriately.  

- seeking feedback: In the absence of nonverbal cues, individuals must rely on 

other ways to obtain feedback, requiring them to be able to interpret different 

signals  

♦ Cultural sensitivity and awareness. When corresponding electronically, one must 

be aware of potential cultural issues and send messages, and interpret responses 

appropriately 

♦ Responsiveness and dependability. Trust is created by actions that demonstrate 

commitment to team goals (Jarvenpaa, Knoll et al. 1998; Jarvenpaa and Leidner 

1998). 

- active, frequent, and timely participation contributes to trust formation 

and perceptions of leader/member performance (Moon 1999) 

♦ Technical knowledge. Since frequent and quality use of technology is linked to 

member/leader effectiveness, a willingness and ability to use existing and 

30 



emerging communication technology is required (Staples, Hulland et al. 1999; 

Blackburn, Furst et al. 2003). 

♦ Self-efficacy. Self-efficacy is the judgment an individual makes about his/her       

     ability to perform a particular behavior (Bandura 1978). Since remote      

      workers generally work with minimal supervision and rely heavily on their own  

abilities, with extensive use of technology for communicating, self-efficacy is  

particularly relevant. If organizations can increase their employees’ self-     

efficacy judgments about their abilities to successfully accomplish their tasks        

remotely, using technology as a communication vehicle, it may lead to  

improved performance, ability to cope, job satisfaction, and reduced  

stress. (Staples, Hulland et al. 1999) 

Individual suitability of members, and required KSAs,  is an area of remote 

leadership research that is particularly understudied. One potentially moderating variable 

is need for leadership, defined as a function of personality and contextual variables, such 

as task (Vries, Roeb et al. 2002). Research in a face-to-face setting suggests a strong 

correlation between need for leadership and member performance and satisfaction.  It has 

not been explored in a remote setting, however. Hypothetically, the link between need for 

leadership and member performance and satisfaction in a virtual environment would be 

even stronger and would have significant implications for leadership of individuals.  

Similarly, the Big Five personality dimensions (Barrick and Mount 1991) have not been 

explored within a virtual context.  Openness to experience and extraversion, in particular, 

may impact individual’s suitability for work in a virtual setting. Knowledge, skills, and 

abilities of remote leaders themselves have not been the subject of significant research, 

although there is a large body of anecdotal literature on the subject of virtual leader 

behaviors. 

Increased diversity  

Virtual teams, by definition, are physically remote from their leaders, and often 

members are separated from one another, as well.  With globalization, these teams are 

increasingly composed of members and leaders from different organizations and different 

countries, introducing significant cultural considerations for the leader of such a team. 

Leaders of face-to-face teams are also learning to deal with an increasingly diverse 
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workforce; the remote setting, however, removes much of the common environment 

experienced by a traditional team, and introduces the complications of electronic 

communication into an already complex situation. Studies have yet to be conducted that  

examine the impact of these cross cultural considerations on a virtual team and its 

members. 

Logistics 

The logistics of managing a group of people remotely pose a challenge.  

Depending on the organization, a workgroup can be a global maze of interconnectedness 

– differing time zones, nations, and cultures. Many virtual teams are fluid, with the 

composition changing as the goals require. Therefore, members may be on a team at 

different points in team’s life cycle (Avolio and Kahai 2003). This complicates the 

leadership issue in logistical and social ways.  Arranging a videoconference, for example, 

may be problematic with a 10 hour time difference within the group. Language 

differences may necessitate a translator, on either end. As delineated above, ensuring 

physical access to communication technology may prove challenging. From an 

interpersonal perspective, the implications of the logistics could be an impact on the 

development of cohesiveness and trust, as membership changes. These issues have not 

been the subject of extensive empirical investigation, within the remote context. 

 Summary:  Cultural/Social Challenges  

The remote environment poses significant cultural and social challenges for leaders, 

in terms of the situation itself, the suitability of followers for the remote relationship, and 

the process of leadership within that environment. On a practical level, the virtual 

environment requires the provision of information technology, and coordination of its use 

across time zones and language barriers.  With the potential increased diversity, cultural 

considerations take on heightened importance.  The remote environment, may require 

both followers and leaders to possess additional and/or different sets of knowledge, skills 

and aptitudes.  The minimal existing research suggests that the importance of self -

management, responsiveness, dependability, and cultural sensitivity are heightened in the 

remote environment.  Knowledge of the technology, willingness to use it, and 

technological self-efficacy are similarly important attributes of remote followers.  

Perhaps more significantly, the distance inherent in remote leadership may impede the 
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development of trust and group cohesiveness, ultimately impacting leader and follower 

effectiveness. 

The Impact of Contextual Factors on Remote Leadership 

Task 

There is a large body of research, dating from the mid 20th century that examines 

the relationship between task and leadership. In traditional groups, the degree of task 

complexity, routineness and interdependence suggests various approaches to managing 

group members, depending on moderating factors, such as member characteristics, 

organizational culture, etc. (Daft 2001).  In the virtual environment, however, these 

variables have been only minimally considered, and largely within the context of their 

implication for members’ choice of media (Daft and Lengel 1984).  For example, when 

tasks are routine, lean media, which convey fewer nonverbal cues and leaner feedback, 

are appropriate; they are less appropriate for complex and ambiguous tasks (Daft and 

Lengel 1984). Job pressures will lead an individual to favor media that provide rapid 

communication capabilities, such as telephone and email. When task interdependence 

within a group is high, communication frequency should increase, across all media (Fulk 

1993). However, this may be too simplistic.  Some research suggests that efficiency may 

not be the only mechanism at work in media selection, offering a possible explanation for 

the failure of task routineness as a predictor. Although a lean medium is most efficient for 

a routine task, individuals would find several different media options effective. Thus, 

individuals may choose to use rich media for lean tasks, as a result, for example, of social 

norms about how to communicate within a work group. (Fulk 1993).  

Since many remote workers are, in fact, knowledge workers, by definition, the 

majority of their tasks may be nonroutine, complex and interdependent.  This research, 

then, provides little assistance to a remote leader. There appears to be a paucity of 

research on the relationship between task characteristics and leadership style in the 

remote environment. When considering this issue, the social roles of a leader should be 

considered – development of relationships, fostering of trust, building of cohesiveness – 

at both the individual and group levels.  The straightforward prescriptive approaches of 

matching task characteristic to media choice are perhaps not applicable within the context 

of remote leadership.  
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Leader substitutes 

Kerr and Jermier  (1978) developed the concept that certain organizational factors 

can act as a substitute for leadership. Research has shown that in traditional 

organizations, such elements as formalization, degree of professionalism, organizational 

culture and organizational structure can act as leadership proxies. This has been 

minimally investigated in the virtual environment.  Preliminary research suggests that 

some features of groupware may substitute for leadership on occasion (Avolio and Kahai 

2003), and that certain roles normally ascribed to leaders – motivator, integrator, recorder 

– can be performed by software (Zigurs 2003). More research is required in this area. 

There appears to be only limited research into the relationship between 

organization or group structure and leadership in the remote environment.  Jarvenpaa and 

Tanriverdi (2003) investigated leadership of virtual network organizations, which differ 

significantly in nature from a remotely managed group within a single organization. A 

significant gap in the emerging body of research into remote or virtual organizations 

appears to exist around the topic of organizational culture. Culture functions as a method 

of social control, reduces ambiguity, increases cohesiveness and can, on occasion, 

substitute for leadership (Daft 2001).  Although all of these roles are relevant in the 

virtual environment, there is no significant body of research from which to draw findings. 

Connectivity  

Richness of media: As previously discussed, media richness focuses on the 

characteristics of rapid feedback, language variety, personalization, and multiple cues 

(Daft and Lengel 1984).  The medium by which information is transmitted (such as email  

or telephone) affects the richness of information, so that highly complex problems are 

best understood by using very rich media (such as face-to-face). Information richness is 

also affected by how a message is delivered. For example, how a leader delivers his/her 

vision has a greater impact on follower perceptions than does the actual content of the 

message and other organizational performance cues.  A weak delivery can act like `noise' 

which undermines the impact of an inspirational message. Thus, communicating at a 

distance, where followers can neither hear nor see the leader, may make it especially 

difficult for leaders to be inspirational. Adolf Hitler, for example, disliked using the 
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telephone because he felt that it “minimized his magnetism"  (Kayworth and Leidner 

2002). 

There is some evidence that the level of media richness associated with the 

communication platform used may affect the development of trust within virtual 

environments. The capacity for immediate feedback, the number of cues and channels 

used for information, the level of personalization, and the language variety influence 

receivers’ perception of the sender’s ability, benevolence, and integrity, which contribute 

to the development of trust (Avolio, Kahai et al. 2001; Kayworth and Leidner 2002).   

However, lean media does serve a useful purpose beyond communication of 

routine messages. It enables initial sorting into task relevant groups. Task relevance is the 

criterion used because of the absence of irrelevant cues. This promotes the development 

of conditional trust, based on ability of team members to forego stereotypes and classify 

attributes of team members that are relevant to performance, while minimizing the 

cognitive processing required (Avolio, Kahai et al. 2001).  With only minimal cues, 

members focus on their similarities – the group task – enhancing social identification 

(Avolio, Kahai et al. 2001). 

Technological competency: Technological competency levels of virtual workers 

have implications for group membership, leader roles, and the development of 

relationships. A high investment may be required on users’ part to gain proficiency, 

depending on the technology employed and the individual users’ backgrounds. 

Individuals have differing predispositions to learn and use new technologies, so group 

membership may be highly biased toward individuals skilled at learning new 

technologies and against those who experience technophobia. This may influence 

diversity of perspectives within the group (Kayworth and Leidner 2002). 

Some research has demonstrated that the effectiveness of electronic 

communication depends on an appropriate match between media richness and message 

content (Daft and Lengel 1984; Hart and McLeod 2002; Kayworth and Leidner 2002). 

However, other research suggests that perception of media richness is significantly 

influenced by expertise in the technology (Fulk 1993). Therefore, attaining the 

appropriate match between technology and message does not entail the application of 

universal guidelines.  To ensure effectiveness of communication, the leader must 
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consider other factors in his/her choice of media, such as technological competency of 

individual followers.  There has been only minimal research in this area. 

Physical Context 

Collocation: Organizations are increasingly being structured as matrices, and/or 

making substantial use of the task force structure (Daft 2001).  In these organizations, 

members may belong to more than one work group, some of which are virtual. Members 

may be physically collocated with other workers who are not members of their virtual 

group, their “ego network” (Fulk 1993). Preliminary research suggests that social 

influence of these other group members explained unique variance in individual attitudes 

and behaviors, even after ego-network-based social influence, media expertise, perceived 

task features, and demographic characteristics were controlled (Fulk 1993). The impact 

of this finding on leader influence and effectiveness is yet to be explored, but might 

possibly contribute to a neutralizing effect on leader influence. 

Group size: It has long been recognized that optimal span of control and group 

size in traditional environments are a function of organizational variables, such as degree 

of employee empowerment, organization structure, extent of formalization, and task type 

(McShane 1998; Daft 2001). In the virtual environment, these issues have not been 

explored. For example, leaders are technically capable of interacting with a large number 

of virtual followers, on an individualized basis; however, message overload becomes a 

significant constraint. Given the gaps in the research on specific virtual organizational 

factors, it would be premature to draw conclusions on optimal span of control and group 

size in the remote environment. 

Face-to-face contact: Preliminary empirical studies suggests that some measure of 

face-to-face contact is associated with superior virtual team performance (Jarvenpaa and 

Leidner 1998; Maznevski and Chudoba 2000; Avolio, Kahai et al. 2001; Kissler 2001; 

Hart and McLeod 2002; Zaccaro and Bader 2002; Cascio and Shurygailo 2003).  The 

specific findings are inconsistent: some suggest that initial face-to-face meetings, even 

for a short duration, can enhance group members' liking for one another and could 

contribute to the development of trust (Weisband and Atwater 1999). Others suggest that 

face-to-face contact is most beneficial at crucial times, such as strategy development 

(Maznevski and Chudoba 2000).   
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However, other studies have supported the hypothesis that communication is more a 

function of the context, setting, and timing than the characteristics of the media 

(Jarvenpaa, Knoll et al. 1998), implying a reduction in the importance of face-to-face 

interaction.  According to Walther’s social information processing theory (Walther 1996; 

1997), computer-mediated communication transmits as much social information as face-

to-face communication, the only difference being a slower rate of transfer. Specifically, 

Walther found that social discussion, depth, and intimacy were greater in virtual groups 

than in face-to-face groups, even for groups with geographically dispersed and culturally 

diverse partners who had never met face-to-face (Walther 1996; 1997). However, these 

results should be interpreted cautiously, since individuals have a tendency to resort to 

over-attributions on minimal social cues in virtual groups, as illustrated by Moon (1999). 

 Summary: Contextual Factors 

The minimal extant research on the impact of contextual factors on remote 

leadership is either inconclusive or contradictory. For example, little is known about the 

implications of task characteristics, organizational culture or structure.  It has been 

hypothesized that media richness can limit leader influence, and trust development. 

Technical competency of followers and leaders may influence media choice, and further, 

may serve as a selection screen for group membership, limiting diversity. Virtually 

nothing is known about optimal remote group size or span of control in the remote 

environment.  There is only preliminary evidence that physical collocation of remote 

followers with others may moderate leader influence. The most significant characteristic 

of the remote environment – lack of face-to-face interaction – has similarly been only 

minimally researched, with some findings suggesting that such interaction is beneficial 

initially, or at complex decision points, and other findings suggesting it is unimportant. 

 Leaders’ Roles in a Remote Context 

Research on the leader’s role in traditional groups has generally concentrated on 

two areas: relationship and task, at both the individual and the group level. In remote or 

virtual leadership, the research appears to be following the same course. Preliminary 

research suggests that all of the behaviors necessary to lead a face-to-face team are 

necessary but not sufficient for effective leadership of a remote team. For example, the 

leader plays a major role in defining the group’s mission, setting high expectations, 
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shaping the group’s culture, coaching, counseling and motivating, facilitating meetings, 

mediating conflicts, evaluating performance; and recognizing individual and group 

achievements. However the virtual environment increases the significance of such as 

issues as quantity of interaction, and the importance of trust development, as well as 

introduces questions of media choice and coaching on appropriate use of technology, for 

example. Effective virtual leaders are those who exhibit multiple roles (Kayworth and 

Leidner 2002). 

Group 

Team processes: As in a traditional group, the role of the leader in a virtual 

environment is to develop and shape team processes to improve team performance.  One 

of the ways leaders do this is by acting as role models. However, because physical 

distance decreases opportunities for direct influence, leaders must model desired 

behaviors through electronic media.  Some specific aspects of the remote leader’s role 

that affect team process may include: using collaboration software effectively and 

extensively; exhibiting a willingness to share information openly; choosing an 

appropriate medium for each communication; adhering to norms around promptness of 

response. In other words, a major role of the leader in the remote environment is to model 

special skills for virtual collaboration (Hart and McLeod 2002; Blackburn, Furst et al. 

2003).   

The remote leader must assist members to maintain focus on the ultimate goal of 

the group. There is some evidence that distant groups may more easily lose sight of that 

goal, without the physical presence of the leader or other group members (Kayworth and 

Leidner 2002).  Developing a shared mental model of the task and modeling effective 

teamwork is an important role for the remote leader. How information about the team, its 

members’ capabilities, and the task itself is exchanged can affect the conditions for trust 

formation that in turn affect the development of cohesiveness, and ultimately team 

performance (Avolio, Kahai et al. 2001).  By emphasizing shared values of group 

members and showing how group goals are consistent with members’ core values, the 

remote leader increases social identification, group cohesiveness and commitment to 

group goals (Blackburn, Furst et al. 2003). In military units, for example, discipline is a 

correlate of unit effectiveness, enforced by unit commanders, but it is also a reflection of 
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voluntary commitment to the group and its goals, strengthened by leader behaviors that 

support this role (Shamir, Zakay et al. 2000). 

Extensive research has found that people who interact with one another face-to-face 

are more likely to be positively disposed toward each other (Weisband and Atwater 

1999). In traditional groups, this face-to-face contact may contribute to spontaneous 

growth of cohesiveness (McShane 1998). In virtual groups, however, electronic group 

members have reported less attraction to one another than did members of face-to-face 

groups (Kiesler, Zubrow et al. 1985; Straus 1997). As well, in virtual environments, 

deprived of validation by nonverbal cues, individuals are less likely to share information 

about themselves. However, the emergence of some elements of trust is strongly 

grounded in personal exchanges. Therefore the virtual environment may impede 

development of team trust, an important element in reducing team process loss (Zaccaro 

and Bader 2002; Jarvenpaa and Tanriverdi 2003).  Furthermore, physical distance in the 

leader–follower relationship has been found to be positively related to perceptions of 

group role conflict and negatively related to group altruism (Antonakisa and Atwaterb 

2002). These factors may hinder the growth of group cohesiveness. It has been 

established in extensive research (and referenced above) that group cohesiveness can be a 

significant influence on group performance. When remote leaders model appropriate 

virtual behaviors and encourage the identification with group goals and values, 

emphasizing each member’s capabilities, they increase the cohesiveness of the virtual 

group.  

Team performance: Group potency, the collective belief that it can be effective, is 

an important factor in building group effectiveness (Jung and Avolio 2000).  

Communication is integral to that belief for any team; in the remote environment, 

however, with its leaner media, the communication process is less forgiving: the potential 

for misinterpretation and lowered group potency is significant. Existing research has 

demonstrated that leader responsiveness is an important mechanism by which group (and 

individual) sense of efficacy is enhanced. This includes timely response, continuous 

feedback, and clarity achieved by precise, task oriented messages (Hart and McLeod 

2002).  In one study, the most effective team leader spent 1.5 hours/week on chat 

(Kayworth and Leidner 2002). Other studies have shown that more is better; frequent 
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interactions correlated with increased performance and satisfaction (Jarvenpaa, Knoll et 

al. 1998; Hart and McLeod 2002; Zaccaro and Bader 2002). The most effective leaders 

communicate frequently, with short, task-related messages (Hart and McLeod 2002). 

Higher frequency of interaction is associated with leader closeness, whereas lower 

frequency of interaction is associated with leader distance (Antonakisa and Atwaterb 

2002).  Leader closeness enhances group identification and commitment to achieving 

group goals, directly increasing group performance. 

Moon (1999) found evidence that a medium response latency contributed to more 

positive perceptions of leadership; when leaders respond in a timely fashion to followers’ 

messages, but take what is judged to be an appropriate time to think about the message, 

reception is more positive. The least positive perception results from nonresponse from 

the leader. This illustrates the requirement for leaders to manage the communication 

process and again, to model effective behavior.   

These, coupled with other findings (Jung and Avolio 2000) suggest that the 

leadership style of facilitative support may be more useful for promoting consensus, 

group potency and group cohesiveness, than a directive style.  

       Remote leaders should consider using more face-to-face interaction and other group 

communication technologies, such as on-line computer conferencing to enhance personal 

connections between team. Leaders need to be aware that virtual team members need 

everything to be reinforced in a much more structured, formal process. Finding the 

appropriate balance between increasingly advanced information technology and 

opportunities to communicate more social information is a significant role for remote 

leaders (Lurey and Raisinghani 2001), one which may have a substantial impact on group 

performance. 

 Summary: Group 

Remote leaders play a significant role in creating and maintaining group trust, 

identification, potency, and cohesiveness, leading to enhanced performance.  Modeling 

appropriate virtual behaviors, such as appropriate use of communication technology, 

frequent communication, medium response latency, contributes to the development of 

effective team processes, as does leaders’ continued focus on shared values and 

superordinate goals. These behaviors may possibly substitute for the part played by 
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nonverbal cues in the teambuilding process.  Thus, a facilitative, rather than a directive 

leadership style, may be more appropriate in a remote environment.  

Individual 

Individual- leader relationship: A meta-analysis of studies on trust has found a 

significant correlation between trust in leadership and individual attitudinal, behavioral 

and performance outcomes (Dirks and Ferrin 2002). Trust in direct leaders (supervisors) 

has a stronger relationship with individual job satisfaction, organizational citizenship 

behaviors, and job performance than trust in organizational leadership; trust in 

organizational leadership has a stronger relationship with organizational commitment 

(Dirks and Ferrin 2002). Trust in leadership is often associated with, or an outcome of 

perceived leader integrity and/or perceived leader support (Craig and Gustafson 1998; 

Lynch, Eisenberger et al. 1999; Dirks and Ferrin 2002; Eisenberger, Stinglhamber et al. 

2002; Parry and Proctor-Thomson 2002). These findings suggest that several 

management practices may be means of increasing individual members’ trust in 

leadership, either directly, or through increased perceptions of integrity or support: 

ensuring fair procedures, outcomes, and interactional processes; providing organizational 

support; ensuring expectations are fulfilled; and using transformational and transactional 

leadership styles. Neither length of relationship nor follower propensity to trust had a 

significant relationship to the level of trust. Transformational leadership, perceived 

organizational support, and interactional justice had the largest effects, followed by 

procedural justice, transactional leadership, distributive justice, and unmet expectations 

(Dirks and Ferrin 2002). 

At an individual level, members’ identification with the leader affects both levels of 

discipline and potency in the group (Shamir, Zakay et al. 2000). Remote leaders can 

increase the individual’s identification with him/herself and the group by engaging in 

various inclusive behaviors: reducing social distance by rhetorical means (using 

terminology such as “we”);  including individual members in decisions; showing support 

and consideration for individual members’ needs; and attending to the aspects of the 

relationships that are broader than those directly required by the task. Since the leader is a 

symbol of the group’s identity, this personal identification may spill over, increasing 

individual identification with the group.  
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Task direction : Studies have found that leaders can increase individual self-efficacy, 

which in turn leads to higher performance, by modeling desired behavior (Staples, 

Hulland et al. 1999).  In the remote environment, much of this modeling involves 

communication behavior. Previous research has shown that followers initiate feedback-

seeking behaviors, especially when there is a high level of ambiguity surrounding roles 

and tasks or if followers are new and/or inexperienced.  In a virtual working environment, 

ambiguity can be particularly high. Studies of message content in a remote environment 

have found that the most effective leaders engage in a high volume of communication 

with individuals, primarily about task, often employing multiple channels. This type of 

frequent task direction enhances role clarity and encourages the individual follower to 

focus on the group goal. Both of these factors may lead to enhanced follower 

performance. Frequency of interaction itself, is thus related to the amount of direction 

and feedback followers will receive and seek  (Howell and Hall-Merenda 1999). As well, 

some findings suggest that the ability to solve task related problems contributes to the 

development of trust and personal relationships . Thus, encouraging task related 

communication is an important leader role. Specific measures leaders can take include: 

engaging in frequent task-related communication, providing opportunities for shared 

learning; being aware of team member participation; and potentially reversing thinking 

about traditional team building processes, by focusing on task first (Jarvenpaa, Knoll et 

al. 1998; Jarvenpaa and Leidner 1998; Hart and McLeod 2002).  

Coaching : Coaching has generally been considered a role of leaders in traditional 

environments.  In the virtual environment, it assumes both heightened importance and a 

different perspective.  Various studies have suggested that coaching in the use of 

communications processes and technology, both process and content, will enhance 

follower and group performance (Fulk 1993; Staples, Hulland et al. 1999; Avolio, Kahai 

et al. 2001; Lurey and Raisinghani 2001; Blackburn, Furst et al. 2003).  Several factors 

contribute to this effect. Coaching increases self-efficacy, which in turn leads to increased 

performance (Bandura 1978).In the remote environment, two types of self-efficacy are 

involved – remote working self-efficacy and technological self-efficacy (Staples, Hulland 

et al. 1999). The leader can play a significant role in both of these areas, by directly 

coaching individuals and by facilitating peer coaching within remote groups.  

42 



The use of peer coaching (both formal and informal) invokes the social influence 

process (Fulk 1993).  One study found that although all group members had received 

formal training in use of the technology, they relied on co-workers for help in using 

advanced capabilities or features they did not use regularly. Coaching by peers positively 

affected members’ attitudes toward technology use, through the social influence process. 

A leader can support such informal peer training or can design system training to 

incorporate formal peer training on the system (Fulk 1993). This is especially beneficial 

for the remote leader, whose followers are physically collocated. 

In summary, the effectiveness of remote leader may be a function of the ability to 

display these as well as other roles simultaneously in complex virtual settings (Avolio, 

Kahai et al. 2001).   

 Summary: Individual 

Various remote leader behaviors can encourage the development of trust and group 

identification, which empirical findings suggest have a significant correlation with 

individual job satisfaction and performance. Transformational leader behaviors, 

interactional justice, and perceived organizational support have been found to have the 

strongest impact on individual trust in leaders.  Task direction and coaching are 

particularly important in enhancing individual self-efficacy, role clarity, and the 

knowledge component of trust.  Specifically, research suggests that engaging in and 

encouraging frequent task related communication, via multiple channels is a critical 

remote leader behavior. 

Successful Leadership Styles/Behaviors in a Remote Context 

Leadership style has been studied extensively over the last half century and has been 

found to be an important factor in individual and group performance and satisfaction; for 

example, see Cohen and Bailey (1997) and Bass (1985). Even in traditional settings, 

however, how organizational context influences the development and effectiveness of 

differing styles, such as transformational leadership and the LMX model, requires more 

exploration (Bass 1985; Gerstner and Day 1997; Howell and Hall-Merenda 1999). 

Generally, it appears that physical distance acts as a negative moderator on leadership 

outcomes. For example, previous research suggests that physical distance negatively 

impacts follower performance and satisfaction (Podsakoff, MacKenzie et al. 1990; 
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Antonakisa and Atwaterb 2002).  In the remote environment, research on leadership style 

is only beginning. Preliminary findings suggest that certain styles of leadership, for 

example, transformational leadership, can have an impact on followers when their 

interaction is mediated by technology, and that individuals can perceive differences in 

leadership styles in technologically mediated interactions (Sosik, Avolio et al. 1997; 

Avolio, Kahai et al. 2001; Kayworth and Leidner 2002; Kelloway, Barling et al. 2002). 

Transformational leadership behaviors 

The underlying premise of transformational leadership is that it enables followers to 

exceed performance expectations by subordinating their own interests to those of the 

group (Bass 1985).  Transformational leaders communicate a compelling vision of the 

future (charisma); provide symbols and emotional appeals to increase awareness of 

collective goals (inspirational motivation); encourage followers to question traditional 

ways of doing things (intellectual stimulation); and treat followers differently but 

equitably on a one-to-one basis (individualized consideration) (Howell and Hall-Merenda 

1999). 

The results of studies on transformational leadership behaviors in a remote setting 

are not consistent. Although distance may affect the leader- follower relationship, some 

findings suggest that it does not necessarily negate the effect of a transformational 

leadership style. One study found that distance actually strengthened the relation between 

idealized influence (charisma) and group performance, suggesting that physical proximity 

reduces the potency of the leader's visionary message (Antonakisa and Atwaterb 2002). 

Kelloway, Barling, et al  (in press) found that individual motivation and individual 

performance as well as group performance scores on a decision making task improved as 

a result of email messages with intellectual stimulating or charismatic characteristics.  

However, Yagil  (1998) demonstrated that close leaders have a greater impact on 

individual efficacy because they tailor their behaviors to the needs of individual 

followers. Followers see leader proximity as beneficial, because it allows the leader to 

"deliver sensitive and individually tailored confidence-building communications [i.e., 

individualized consideration and inspirational motivation], which are probably more 

effective than messages addressed to the group as a whole." (Yagil 1998). This finding 

was supported by Howell and Hall-Merenda (1999).   However, Yagil also found that 
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distant leaders are still attributed charisma and have group-level effects as opposed to 

individual-level effects.  

The development of trust in a remote environment, as previously discussed, 

significantly impacts leader effectiveness. Followers' trust in the leader has been 

considered one of the most important mediators of the effectiveness of transformational 

leadership (Yukl 1998; Jung and Avolio 2000; Tyran, Tyran et al. 2003). 

Transformational leadership behaviors, distant or proximal, are strong levers in the 

development of trust between leader and members, and among members themselves. 

There are varying interpretations of the bases on which group members rate their leader, 

but there appears to be a consensus in the literature that trust in a leader’s ability and 

integrity, as well as some form of individualized consideration are requisite for perceived 

leader effectiveness (Podsakoff, MacKenzie et al. 1990; Mishra and Mishra 1994; 

Kramer and Tyler 1996; Craig and Gustafson 1998; Fjermestad and Hiltz 1998; Howell 

and Hall-Merenda 1999; Lynch, Eisenberger et al. 1999; Moon 1999; Pillai, Schriesheim 

et al. 1999; Avolio, Kahai et al. 2000; Jung and Avolio 2000; Gomez and Rosen 2001; 

Antonakisa and Atwaterb 2002; Dirks and Ferrin 2002; Eisenberger, Stinglhamber et al. 

2002; Parry and Proctor-Thomson 2002).  

In the virtual environment, specific transformational leadership behaviors have 

been associated with perceptions of higher ability and benevolence among members, 

leading to a higher level of trust. By engaging in frequent communication and other 

behaviors, such as coaching, that increase group potency, the remote leader can instill 

confidence in the members’ benevolence to one another (Avolio, Kahai et al. 2001).  

Anecdotal evidence and preliminary research suggest that, despite the distance, remote 

leaders can employ individualized consideration, to influence the moods and emotions of 

the group, a potential component of trust, by showing concern for each member’s needs  

(Jarvenpaa and Leidner 1998; Avolio, Kahai et al. 2001). Also, by promoting comments 

that encourage team members to consider the each individual’s input and to recognize the 

value it contributes, remote leaders can focus the team on the goals of the collective 

(Avolio, Kahai et al. 2001).  

The intellectual stimulation component of transformational leadership encourages 

questioning of assumptions and a reframing of traditional thinking. The remote leader can 
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utilize the communication technology to provide intellectual stimulation, by increasing 

the level and nature of information exchange. Previous studies in the virtual environment 

support the importance of task related messages to perceived leader ability and influence 

(Jarvenpaa, Knoll et al. 1998; Jarvenpaa and Leidner 1998; Avolio, Kahai et al. 2001; 

Hart and McLeod 2002).  At the same time, this increased activity may reveal 

information about members’ ability, benevolence, and integrity, contributing to the 

development of  unconditional trust and higher collective performance (Jarvenpaa and 

Leidner 1998). 

Transactional leadership  

In transactional leadership, leader-follower relationships are based on a series of 

exchanges. Differentiation between the two types of transactional leadership - contingent 

reward and management-by-exception -  is based on the leader's level of engagement 

with followers and activity level (Bass 1985). In contingent reward leadership, the leader 

and follower negotiate an agreement, which links achievement of agreed-upon goals to 

receipt of appropriate levels of recognition and reward. In management-by-exception, 

leaders focus on mistakes, intervening only after standards have not been met, and 

delaying decisions. Passive management-by-exception is where the leader does not take 

action until problems that need correcting emerge; he/she then intervenes with criticism 

or punishment. Active management-by-exception is when the leader monitors followers' 

performance to anticipate mistakes before they become a problem. In both cases, 

criticism and discipline are the likely results. In transactional leadership, the interactions 

largely involve the clarification of task objectives and expectations.  

The empirical evidence to date supports the moderating influence of physical 

distance on the relationship between contingent reward leadership and follower 

performance (Howell and Hall-Merenda 1999). Transactional leadership exchanges in a 

virtual environment can demonstrate that leaders and members are fair with each other 

and consistent in working toward stated goals. In this way, transactional leader behaviors 

contribute to initial perceptions of leader integrity and the formation of conditional trust 

(Howell and Hall-Merenda 1999; Avolio, Kahai et al. 2001; Antonakisa and Atwaterb 

2002).  
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Frequent task-related messages, a transactional leader behavior, help clarify what 

is acceptable behavior in the team, as well as what goals are, increasing social 

identification.  Higher level transactional leader behaviors provide encouragement to 

team members, increasing self-efficacy and group potency. Through these exchanges, 

virtual teams develop knowledge of each other, the first stage in the formation of trust.  

This knowledge-based trust contributes to a shared set of expectations for interaction, 

which increases group cohesiveness and ultimately, performance (Jarvenpaa, Knoll et al. 

1998; Jarvenpaa and Leidner 1998). 

Transactional leadership may be more problematic in the virtual environment 

because it becomes more difficult for leaders to monitor outcomes and directly observe 

follower behavior (Yagil 1998). Empirical studies have demonstrated that the more 

opportunities leaders have to observe follower performance, the higher ratings they 

assign (Howell and Hall-Merenda 1999). Consequently,  the leader's ability to establish 

contracts specifying performance expectations and rewards, to observe follower 

performance, and to provide timely rewards on the fulfillment of the contract are 

undermined with increasing physical distance from followers (Podsakoff, Todor et al. 

1984). For example, one study found evidence that the use of noncontingent punishment 

increased as distance increased and the use of contingent rewards was negatively related 

to physical distance (Podsakoff, Todor et al. 1984). Lack of leader interaction in a virtual 

environment may be perceived as passive management-by-exception behaviors, when it 

fact it results from other factors, such as communication difficulties, etc.  Other research 

found that transactional leadership had only indirect effects on followers' performance 

mediated through followers' trust and value congruence.(Jung and Avolio 2000) 

There are interesting findings relating to what is called a third style of leadership, 

LMX (leader-member exchange), traditionally classified as a form of transactional 

leadership.  LMX theory proposes that leaders establish different social exchange 

relationships with each follower; these relationships tend to fall on a continuum from 

low-quality, (characterized by downward influence, economic exchange behaviors, 

formal role-defined relations, and loosely coupled goals), and high-quality, (characterized 

by mutual trust, respect, influence, and obligation). LMX has sometimes been 

categorized as both transactional and transformational because it begins as one type of 
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exchange (transactional) and may evolve into another (transformational) (Howell and 

Hall-Merenda 1999). 

Howell and Hall-Merenda (1999) investigated the relationship between follower 

performance and LMX leadership style in a remote context and found that LMX 

behaviors positively affect follower performance, regardless of physical distance. These 

researchers contend that remote leadership is thus, both possible and effective. “The 

internalization of common goals, as well as the mutual trust, respect, and obligation that 

characterize high-quality leader—follower exchanges may enable followers to transcend 

geographic distance in pursuit of the unit's mission and goals.” (Howell and Hall-

Merenda 1999). By extension, these findings could apply to transformational leadership 

behaviors, since high quality LMX exchanges have been compared to transformational 

leadership exchanges. 

Summary: Successful leadership behaviors. 

Research into leadership style in a remote context is preliminary, and the results 

are mixed.  Transformational leader behaviors appear to influence follower outcomes 

through an increase in trust and focus on collective goals. This is consistent with findings 

relating to higher-level LMX behaviors which are similar to transformational leader 

behaviors.  There is some evidence that transactional leader behaviors may be appropriate 

in a remote environment, through increased social identification and role clarity resulting 

from frequent task-related messages. Physical distance, however, creates problems in 

monitoring outcomes and rewarding appropriately.  

Integration and Recommendations 

The future security environment will be significantly more complex, fluid and 

dynamic than previously expected.  It will consist of potential and emergent threats from 

both state and non-state belligerent groups.  These groups will have access to similar 

types of communication and computing technologies that modern western militaries do, 

or they will have access to the equivalent civilian counterparts.  This will enable them to 

have parity or near-parity for some elements of their command and control, 

reconnaissance and intelligence capabilities – although these will probably fragmented in 

nature as opposed to the coherency of these systems within conventional modern 

militaries they may be in conflict with.  Consequently, they will probably adopt 
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asymmetric strategies and tactics as ‘means-and-ends’ in order to offset a lack of 

conventional symmetric capability. 

The employment of forces in a Network-Centric environment needed to counter 

future security asymmetries will be distinctly different than in the past.  Organizational 

structures will be deployed over greater and greater geographies increasingly separated in 

space as networked digital mass replaces or augments physical mass and force projection.  

This will be driven in response to the asymmetric tactics of belligerents or the necessity 

of meeting operational requirements for belligerent activities that are classed as less-than-

war.   Conversely the use of technology will bring these deployed forces closer together 

as information connectivity and communications processes become scalable in real-time.  

The complexity of this environment will force changes to the current doctrinal, 

operational and leadership concepts that will be necessary to operate successfully under 

these new conditions. 

The employment of forces will occur in environments where there will be a 

tendency towards interest and influence from increasingly distant elements connected to 

the network as the number of belligerents, and associated stakeholders, within any 

conflict increase.  This will result from the technological capability for any individual or 

group within the network to observe activities in real time across all levels from the 

strategic to the tactical.  Compression of the levels of warfare will thus force a re-

conceptualization of force structure and employment.  The very nature of the Network-

Centric Battlespace has implications that span from national ‘grand strategy’ through to 

the tactical actions used by the individual soldier.  This is particularly critical in light of 

the capabilities for real-time information broadcast by media, or across the Internet, 

which enables almost anyone including friendly militaries, belligerent groups, individuals 

and national populations to receive information on these activities anywhere at anytime. 

In future there is the potential to realize the concept of a soldier Avatar.  Many of 

the technological capabilities needed to deploy avatars exist now.  However, an avatar 

must operate in a more cognitively complex space than conventionally trained soldiers or 

leaders do, existing at the nexus of information, physical and cognitive domains.  The 

personal characteristics, educational and training for these types of individuals may need 
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to be significantly different as the technological mediating effects on network enabled 

soldiers, leaders and organizations are investigated. 

Thus, increasing technological capability has the potential to dramatically alter the 

future security environment and there is likely to be increased focus on leaders’ ability to 

operate in a technologically-mediated and remote environment. Our review of the 

behavioral science literature leads to the conclusion that the remote environment is very 

different from the traditional environment; traditional leader behaviors are necessary but 

not sufficient, to manage effectively in a remote environment and there is little direction 

from empirical research about what else is required; leadership is even more important in 

the remote context than in the traditional one, where substitutes for leadership may be 

available 

Trust is pivotal to effective leadership, and even more so in uncertain environments, 

which characterizes remote leadership; little is known about how to develop and maintain 

trust in the absence of face-to-face interaction, with its associated wealth of nonverbal 

cues.  A synthesis of the preliminary findings with different areas of focus 

(transformational leadership style, facilitative style, higher level LMX behaviors, 

coaching behaviors, etc.) suggests that some combination of remote transformational 

leader behaviors may result in improved outcomes, such as both individual follower and 

group satisfaction and performance. 

Recommendations for Research and Practice 

 The operating conditions of a Network-Centric environment can be seen to be 

significantly different than current military environments.  The cognitive challenges that 

will face both soldiers and leaders will be much more complex and technologically 

oriented.  Information management, synthesis and fusion will play a much greater role.  

Research into the characteristics and traits necessary to operate successfully in this 

new technologically mediated environment is needed.  This has implications for the 

current recruitment and selection processes. 

 While militaries are incorporating mission specific training to address the 

uniqueness of the new operating environments current leadership training and education 

is primarily focused on conventional warfare concepts.  The increasing complexity of 

these new operational environments and the increasing expectation of conflict 
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asymmetry in future demand a significant change in leader education and training.  

This requires a review of current training/development protocols in light of research 

findings on remote leadership requirements. 

Our review identifies follower trust in the leader as critical to achieving positive 

outcomes. It is critical to understand which leader behaviors enhance the development 

of trust and how that trust affects follower outcomes. While research exists on the 

development of trust in conventional environments, the extension of these findings to a 

remote environment is critical.  

While obviously subject to continued research, the development of protocols for 

remote leadership is strongly recommended.  To date research exists suggesting that: 

♦ Remote leaders cannot over-communicate; more communication, using a 

variety of media, appears to positively affect individual and group attitudes.  

These messages should be frequent, with a medium response latency. 

♦ There is not a direct relationship between message content and media choice; 

moderating contextual factors, such as group norms, should be considered 

♦ Remote leadership behaviors, which incorporate the transformational 

leadership style, are likely to be more effective; specifically, leaders should 

communicate a focus on shared values, the importance of each individual 

contributor, and the collective goal of the group.  Frequent personalized task 

related messages build trust, by providing intellectual stimulation and 

individualized consideration. 

♦ Not every individual is suited to be a remote leader or follower.  

Selection/promotion decisions should include a consideration of comfort with 

text, if the majority of communication will be text-based (e.g. email); and 

technological self-efficacy.  (This is not technical knowledge, which can be 

taught, but relates to willingness to learn and use communication technology.)  

As well, self-management aptitudes and skills are critical for remote followers 

to possess, since direct supervision is not possible. 

♦ Remote leaders should coach followers in the effective and appropriate use of 

communication process and technology in a remote environment, as well as 

model that behavior. Selection/promotion decisions should include a 
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consideration of the individual’s ability to provide such coaching and 

modeling. 

♦ Some face-to-face contact between leader and followers may be beneficial, 

especially at the beginning of the assignment, or during times when the task 

involves a higher level of complexity, such as a critical decision making 

juncture. 

It is clear that both the security and organizational environments of the future will  

be impacted by rapidly evolving technology.  Our review suggests that these changes will 

require new skill sets, new models of leadership and new understandings of leader-

follower dynamics.  The existing body of literature is beginning to address this topic but 

much more research is required for organizations to develop a knowledge base that would 

allow maximizing the potential of increased technological capability.  This challenge may 

be particularly critical for the CF as they face a dramatically altered security environment 
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