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THE FREEDOM OF INFORMATION 
AND PROTECTION OF PRIVACY ACT 
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Present: Blair Lekstrom, MLA (Convener); Jeff Bray, MLA; Tom Christensen, MLA; Mike Hunter, MLA; 
Harold Long, MLA; Sheila Orr, MLA; Barry Penner, MLA; Gillian Trumper, MLA; Dr. John Wilson, MLA. 
 
Unavoidably Absent: Bill Belsey, MLA; Ken Johnston, MLA; Joy MacPhail, MLA; Harry Bloy, MLA 
 
 
1. Resolved, that Mr. Blair Lekstrom, MLA be elected Chairman of the Committee. 
 
2. Resolved, that Mr. Mike Hunter, MLA be elected Deputy Chairman of the Committee. 
 
3. The Committee received an introductory briefing by David Loukidelis, Information and Privacy Commissioner 
and Mary Carlson, Director, Policy and Compliance, Office of the Information and Privacy Commissioner. 
 
4. The Chairman and the Information and Privacy Commissioner made note of a conference entitled The State of 
Accountable Government in a Surveillance Society being held in Victoria on September 25 and 26, 2003. 
 
5. The Clerk Assistant and Clerk of Committees briefly reviewed the work of the committee’s predecessor in 1997. 
 
6. A subcommittee on agenda and procedure was struck consisting of the Chairman, Deputy Chairman and Ms. 
Joy MacPhail, MLA. 
 
7. The Committee adjourned at 10:46 a.m. to the call of the Chairman. 
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MONDAY, JULY 21, 2003 
 
 The committee met at 9:08 a.m. 
 

Election of Chair and Deputy Chair 
 
 C. James: If I could have your attention, please. 
This being the first meeting of the Special Committee to 
Review the Freedom of Information and Protection of 
Privacy Act and there not being a Chairperson, I call 
for nominations for the Chair. 
 
 M. Hunter: I would like to nominate the member 
for Peace River South. 
 
 C. James: Any further nominations? Any further 
nominations? Any further nominations? There being 
no further nominations, I presume you accept the 
nomination. If that's the case, I'll put the question. 
 
 Motion approved. 
 
 [B. Lekstrom in the chair.] 
 
 B. Lekstrom (Chair): Thank you very much, and 
good morning, everybody. 
 
 A Voice: That was a close one. 
 
 B. Lekstrom (Chair): It was. Very close. It's always 
nice to see a campaign run so smoothly. 
 With that, our second item of business this morning 
is the election of a Deputy Chair. At this time, I'll call 
for nominations. 
 
 J. Bray: I'd like to nominate Mike Hunter. 
 
 B. Lekstrom (Chair): Mike Hunter has been nomi-
nated. I will call a second time for nominations. I will call 
a third and final time for nominations. Seeing no further 
nominations, I will declare nominations closed and ask 
Mr. Hunter if he would like to accept that nomination. 
 
 M. Hunter: I will, Mr. Chair. Thank you. 
 
 B. Lekstrom (Chair): Thank you very much. Then 
we do have a Deputy Chair: Mr. Mike Hunter. 
 We have been asked to undertake quite a task, 
which is the review of the Freedom of Information and 
Protection of Privacy Act. It is a very significant piece 
of legislation and certainly very interesting. I think 
most members will have had the opportunity to go 
through the overview and the introductory briefing 
that was put out, and I would like to say it was very 
well done. I think it lays it out very clearly, and we're 
very fortunate to have that. 

[0910] 
 Today what we're going to do is have a review and a 
briefing by our freedom-of-information and protection-
of-privacy commissioner, Mr. David Loukidelis. As 
well, joining David is Mary Carlson. 
 With that, what I would like to do at this time is 
maybe ask the members of the committee to introduce 

themselves. Then we'll turn it over to you, David, and 
begin the process. I'll start on my right with Mr. Bray. 
 
 J. Bray: Jeff Bray, Victoria–Beacon Hill. 
 
 T. Christensen: Tom Christensen, Okanagan-Vernon. 
 
 B. Penner: Barry Penner, Chilliwack-Kent. 
 
 J. Wilson: John Wilson, Cariboo North. 
 
 G. Trumper: Gillian Trumper, Alberni-Qualicum. 
 
 S. Orr: Sheila Orr, Victoria-Hillside. 
 
 H. Long: Harold Long, Powell River–Sunshine 
Coast. 
 
 M. Hunter (Deputy Chair): Mike Hunter, 
Nanaimo. 
 
 J. Schofield: Josie Schofield. I work for the Clerk of 
Committees office as a researcher for the committee. 
 
 B. Lekstrom (Chair): To my left is Craig James, the 
Clerk Assistant and Clerk of Committees. 
 With that, just prior to turning the mike over to 
you, David, I would ask any members of the committee 
if the agenda…. Is there anything missing or needing to 
be added at this time? 
 Things are progressing very smoothly here this 
morning. 
 With that, I will turn the mike over. Welcome, and 
thank you very much for coming out here this morning 
to begin the process of this review. 
 

Review of Freedom of Information 
 and Protection of Privacy Act 

 
 D. Loukidelis: Thank you, Mr. Chair and members 
of the committee. I hope that as we begin our presenta-
tion, the smoothness with which things have gone this 
morning continues. 
 I very much appreciate the opportunity to be here 
with you today. The process on which you're embark-
ing is, as I think the Chair has indicated, one that I 
think will require of you considerable energy. Cer-
tainly, the last occasion on which this legislation was 
reviewed, beginning in 1998, underscored the dedica-
tion and energy that I think will be asked of you. I have 
every confidence that you'll do your work thoroughly 
and come up with a report to the Legislative Assembly 
that will do credit to the legislation and the goals that 
underpin it. 
 I'd like to keep things fairly informal today. What 
we propose to do is that I will begin with some intro-
ductory remarks about the legislation and an overview 
of the policies underpinning both the access-to-
information and privacy protection aspects of the Free-
dom of Information and Protection of Privacy Act. 



2 FREEDOM OF INFORMATION AND PROTECTION OF PRIVACY ACT REVIEW MONDAY, JULY 21, 2003 
 

 

 Then Mary Carlson, who is the director of policy 
and compliance in our office, will give you an over-
view of how the legislation works. I will then touch on 
the whole notion of an independent oversight role, 
which is, of course, the role that our office plays, and 
then offer you some unsolicited thoughts on where this 
process might take you — of course, I offer those, as I 
say, unsolicited and for the committee to do with as 
you see fit — and then open it up for any questions 
members of the committee might have. 
 I am in your hands, though, Mr. Chair and mem-
bers of the committee. If there's any thought that you 
might instead wish to ask questions as we proceed 
with our remarks, then I think we'd obviously be open 
to that as well. 
 
 B. Lekstrom (Chair): Okay. If the wish of the mem-
bers is that as we go through it, there's a question that 
comes to mind.… Certainly raise your hand, and I'll 
recognize you. We could do it that way. Failing that, 
we will, at the end of your presentation, go through the 
question-and-answer then. 
 
 D. Loukidelis: The first focus of my introductory 
remarks is by way of comment on the nature of this 
process and the role I would see our office playing 
should the committee wish to take advantage of what I 
have to say on that point. Section 80 of the Freedom of 
Information and Protection of Privacy Act, of course, 
calls on a special committee of the Legislative Assem-
bly to be struck to undertake a comprehensive review, 
to use the words of the section, of the Freedom of In-
formation and Protection of Privacy Act every four 
years. It will henceforth be every six years. This is in 
order to, I think, ensure that the underpinning goals of 
openness and accountability, on the one hand, and 
privacy protection as reflected in the language of the 
statute keep abreast of current trends and meet rising 
expectations — on the one hand, of the public when it 
comes to openness and accountability and, on the other 
hand, the interests of the community as a whole in 
terms of appropriate protections for government in-
formation and personal information — to take two 
examples. 

[0915] 
 I think it's worth underscoring that this kind of 
legislative review process undertaken by a committee 
of the Legislative Assembly is a fairly common feature 
of access to information statutes around the country. 
Alberta, for example, has legislation very similar to the 
B.C. legislation, and a special committee of the Alberta 
Legislature reported just last year after its comprehen-
sive review of the Alberta legislation. Similarly, the 
federal access-to-information legislation and privacy 
legislation was reviewed, for example, by a standing 
committee of Parliament in the late 1980s and pro-
duced this document. 
 The reason, of course, why legislative committees 
or committees of Parliament undertake these reviews is 
that there is a need for, if you will, an arm's-length re-
view of the legislation — arm's length from the execu-

tive branch of government — by the legislative branch 
of government because of the need to ensure that the 
analysis of where the balance lies between accountabil-
ity and government secrecy is appropriately struck. 
 More immediately, in the context of British Colum-
bia the legislation you'll be reviewing has been re-
viewed in house, if you will, by government over the 
last two years, further to a direction given by the Pre-
mier to the minister responsible, the Hon. Sandy 
Santori, on, I believe, June 25, 2001. In April of 2002 
and March of 2003 two sets of amendments to the 
Freedom of Information and Protection of Privacy Act 
were enacted by the Legislature pursuant to that re-
view. Government has, in effect, over the last two years 
already conducted its review of this legislation. Of 
course, the process you're embarking on is of a differ-
ent character, I would argue. It is a review by the 
members of the Legislative Assembly, coming to the 
task, if I might suggest, with a slightly different per-
spective. 
 That's not to say that the government's perspective 
won't be brought to bear. I would expect that although 
there have been amendments in the last two years, one 
might argue it's questionable whether government will 
have anything to say about this legislation as part of 
your process. I'm quite sure that you will be hearing 
from the government and that they'll have submissions 
for you, as will many others, as we'll touch on a little 
later. 
 Certainly, we are here today to assure you that in 
our capacity as an office of the Legislature — because I 
am, of course, appointed as an officer of the Legisla-
ture, as you're aware — we are prepared to do what-
ever we can to assist the committee. You're in excellent 
hands, of course, with the staff of the office of the Clerk 
of Committees in terms of the research support you'll 
need and other kinds of support. Whatever we can do 
at any stage during this process to assist you in your 
work in this comprehensive review we will be pre-
pared to do for you on your request. 
 Turning to a couple of remarks about the context, if 
you will, of the B.C. legislation, I think it's important to 
underscore, as you begin your work, where the British 
Columbia legislation fits in, not only legislatively 
within B.C. but in terms of other jurisdictions in Can-
ada and indeed around the world. This coming Octo-
ber 4 is the tenth anniversary of the coming into force 
of the British Columbia legislation. That really culmi-
nated something like 17 or 18 years of work on the part 
of all political parties on the scene in British Columbia 
in order to get that kind of legislation enacted. 
 As you'll see in the briefing paper, back in 1976 the 
then leader of the Conservative Party tabled legislation, 
and there followed 17 or 18 years of similar efforts by 
members of all parties, including the Liberal Party. 
Gordon Gibson, when leader of the Liberal party, ta-
bled a freedom-of-information act. I think it was in 
1977. Other parties, as well, have done so — the NDP 
party. The Social Credit party, in the last days of the 
administration in 1991, actually introduced legislation, 
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Bill 12, but it died on the order paper because of the 
intervening election. 
 In 1991 the Mike Harcourt NDP government actually 
introduced the bill, Bill 50, that became the Freedom of 
Information and Protection of Privacy Act. There was 
debate in the Legislature over the legislation, but my 
recollection is that at the end of the day, the act was 
passed unanimously by all parties then sitting in the 
House. I think that underscores the perception that this 
legislation does not follow the lines of party interest but 
recognizes the very clear public interest in disseminating 
as broadly as possible government-held information 
while at the same time protecting the privacy of indi-
vidual citizens. 
 That kind of legislation is now found in over 46 
countries around the world, beginning with Sweden in 
1766, of all things. As an aside, if I had the time one 
day, I would love to do the research to find out why it 
was that the Swedes decided over 200 years ago that 
they really had to have an access-to-information act. 
 More recently in the United States, federally, be-
ginning in 1966, the Freedom of Information Act was 
passed, and other states have followed suit. Now the 
situation in Canada is that all Canadian jurisdictions — 
all territories and provinces and the federal govern-
ment — have access-to-information and privacy protec-
tion legislation in the public sector. 

[0920] 
 Turning to the policies underpinning these statutes, 
the reason they're so widespread and why countries, 
especially in the former Soviet bloc, have either enacted 
or are moving quickly to enact access-to-information 
legislation and privacy protection provisions is, first, 
on the side of access to information, because of the 
widespread recognition that openness and accountabil-
ity are of critical importance to good government in 
our modern democracies. 
 Access to information is about enabling and pro-
tecting democracy. I really can't improve on the words 
used by the Supreme Court of Canada in a 1997 deci-
sion called Dagg against Canada which involved trying 
to strike the balance between access to information on 
the one hand and privacy for individual civil servants 
on the other. As Mr. Justice La Forest said: 

 "As society has become more complex, governments 
have developed increasingly elaborate bureaucratic 
structures to deal with social problems. The more 
governmental power becomes defused through 
administrative agencies however, the less traditional 
forms of political accountability, such as elections and the 
principle of ministerial responsibility, are able to ensure 
that citizens retain effective control over those that 
govern them. 
 "The overarching purpose of access-to-information 
legislation, then, is to facilitate democracy. It does so in 
two related ways. It helps to ensure, first, that citizens 
have the information required to participate 
meaningfully in the democratic process and, secondly, 
that politicians and bureaucrats remain accountable to 
the citizenry." 

Now, I'm sure those are words of great comfort to 
those of you sitting here today, but I would argue that 

they are in fact a recognition of the fundamental impor-
tance of this legislation in ensuring that there is open-
ness and accountability in all of our public institutions. 
As Mary Carlson will indicate, I think, later in her re-
marks, the British Columbia legislation seeks to ensure 
that openness and accountability apply across the 
broad public sector in British Columbia. 
 In addition to a notion of openness and 
accountability in democratic processes, I think it's also 
worth underscoring that access to information is about 
fairness and accountability in decisions by the bureauc-
racy. This was touched on in the Dagg quote. It's worth 
remembering that 74 percent, as I recall, of the people 
who appeal access-to-information decisions through 
our office are individuals who have, for the most part, 
been attempting to get at their own personal informa-
tion in the hands of public bodies. Very, very often 
they have concrete reasons for doing so. They need 
their own information in order, for example, to appeal 
decisions that have been made about their interests by 
one bureaucracy or another. It's not just about the more 
sort of diffuse notion of accountability generally in 
democratic institutions. Access to information is also a 
tool for individuals to use in order to pursue their own 
rights and interests. 
 I think it has to be remembered that access to in-
formation, although it is seen as a critical component of 
open and accountable government, is not by any means 
a cure-all. I'm not going to sit here today and tell you 
that access to information is the only way we can keep 
governments accountable. The point I would leave you 
with, though, is that access to information is one of an 
arsenal, if you will, of tools that ensure that our democ-
racies remain vital and that those who are either 
elected or appointed to positions in society exercise 
power knowing that citizens have access to an appro-
priate level of information to allow them to inform 
themselves to make better decisions at the ballot box 
and also to have the information to participate mean-
ingfully in debate about policy decisions or specific 
decisions that are taken in the exercise of statutory 
powers. 
 Privacy laws have a slightly different focus. That is, 
of course, an important part of this legislation. This 
legislation aims at protecting individual privacy as 
well. The first point I think you will perhaps find of 
interest as you begin your work is what it is that we 
mean by "privacy." What is the concept of privacy that 
we're driving at in enacting privacy protection laws of 
the kind we're talking about here today? 
 Privacy has various manifestations. Back in the 
1890s Louis Brandeis, who later became a U.S. Supreme 
Court Justice, wrote an article in which he argued that 
privacy is about the right to be left alone. Certainly, 
there are many ways in which our legal system recog-
nizes privacy in a sense of the right to be left alone. We 
have laws against unreasonable search and seizure, for 
example, that limit the ability of law enforcement and 
security agencies to go into our homes without cause or 
without warrant. That is a kind of privacy. 
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 In statutes of this kind we are, however, talking 
about informational privacy, if you will. This is the 
claim of individuals, as it's been said, to have a degree 
of control over the collection, use and disclosure of 
their personal information. It's been called informa-
tional self-determination, as Alan Westin, the noted 
American legal scholar, has called it. The reason we 
protect privacy in the sense that we protect data pri-
vacy is that it is essential not only to individual well-
being but to our liberties and, again, to the health of 
our democracy. 

[0925] 
 I would like to quote from a book called Big Brother 
by Simon Davies, who is a noted international expert, 
based in the U.K., on privacy and its various issues in 
the modern age. He says as follows: 

 "People who have no rights of privacy are vulnerable 
to limitless intrusions by governments, corporations or 
anyone else who chooses to interfere in your personal 
affairs. Imagine a world where government had an 
unfettered right to demand information from you or to 
remove money from your bank account or even to enter 
your house. The tragic history of many of the world's 
countries shows us that a nation denied the right of 
privacy is invariably denied all other freedoms and 
rights." 

 Data privacy of the kind we're talking about aims at 
restraining government power and protecting individ-
ual liberty, always balanced, however, against the pub-
lic interests. We need not get into the details today, but 
you'll very quickly see, as you read part 3 of the Free-
dom of Information and Protection of Privacy Act, that 
the privacy rights given to individuals there do not in 
fact ignore the public interest in the appropriate collec-
tion, use or disclosure of our personal information by 
various government agencies. It is fair to say, however, 
that the digital age, especially in the post-9/11 world, 
has increased the risks associated with collection of 
data by state agencies and the use of that data in ever-
evolving ways, especially in light of technological 
means to mine information, combine data with other 
sets of data and use them in ways that we might not 
have foreseen even ten or 20 years ago. 
 The goal of the B.C. legislation, then, is to impose 
appropriate restraints, generally called fair information 
practices, on the ability of public bodies to collect, use 
and disclose our personal information in order to en-
sure that we have a reasonable sphere of privacy 
within which we can continue to flourish as individu-
als and participate in society. 
 Now, I'd like to, at that point, turn things over to 
Mary Carlson, director of policy and compliance in our 
office, as I said, to give you an oversight of how the 
legislation works — a few comments on the structure 
of the legislation and how public bodies across the 
province go about implementing it. 
 
 M. Carlson: I'm going to start off by just talking a 
bit about the scope of coverage of the B.C. law. British 
Columbia's Freedom of Information and Protection of 
Privacy Act probably has the broadest coverage of ac-
cess and privacy legislation in the country. It covers all 

ministries, all Crown corporations, all local public bod-
ies — which include police forces, universities, col-
leges, municipal governments, regional boards — and 
it covers all self-governing professions. It essentially 
covers any public agency that's either fully or partially 
taxpayer funded. Or, in the case of self-governing pro-
fessions like the Law Society or the College of Physi-
cians and Surgeons, they perform a significant public-
interest role in monitoring those professions, so they're 
covered as well. 
 The legislation actually was started in 1993, and it 
started off by first covering ministries and Crown cor-
porations. The second year it was extended to local 
public bodies, which are the schools, hospitals, univer-
sities and local governments, and then in the third year 
it covered self-governing professions. 
 One of the criticisms of the federal Access to Infor-
mation Act is its lack of inclusiveness and of the large 
taxpayer-funded agencies that are completely out of 
the scope, including the Canadian Blood Services, for 
example, NavCan, Canada Post. Those agencies are not 
covered by the act, so that citizens have no right to ask 
for any records in those agencies. 
 Most of the other jurisdictions have similar cover-
age. They have patchier pieces. Where their access leg-
islation doesn't cover those public bodies, they have 
sectoral legislation that covers them. 
 How do you ask for information? The act applies to 
records. It's informational privacy, so it has to apply to 
information that is in a record. A record is anything 
that stores something in physical form. It could be a 
photograph, a memo, an e-mail, a voice message. Any-
thing that stores information would be considered a 
record. We recently had a case where somebody won 
access to a live webcam feed. A ministry was watching 
a beehive burner, and the argument was made by Si-
erra Legal that that was a record. In fact, it's a transient 
record. It's not being stored on any medium unless the 
recording camera was clicked on. 

[0930] 
 If somebody wants access to a record, they're re-
quired to put their request in writing to the public 
body they think has the record, and they are required 
to provide sufficient detail in that request to allow an 
experienced employee of that public body to be able to 
locate the record. That's actually a new amendment 
that happened in April — the addition of requiring 
people to provide sufficient detail — because a lot of 
people would put in very broad, vague requests. 
 People are not required to tell you why they're ask-
ing. Their motives are irrelevant in the determination 
of whether or not they can get access to the record. This 
is a key point, because prior to this legislation, a per-
son's right to access any record in the custody of a pub-
lic body depended primarily on the largesse of the per-
son that had the record. If they thought you deserved it 
or…. There were no rules around whether or not re-
cords were to be released. When you make a request, 
you are not required to say why. It's often very helpful 
just in terms of letting people actually search for the 
record, but you don't have to provide reasons. 
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 Once a public body receives the request, there's a 
positive duty in law for them to respond openly, accu-
rately and without delay. They are required to respond 
within 30 business days. The whole premise behind 
this is that access delayed is access denied — the idea 
of getting timely access. It doesn't help somebody who 
is in some kind of dispute to get access to a record 18 
months later. You know, they've made the request, and 
they need it as soon as possible. 
 The act requires that within 30 days the public body 
is obligated to respond to the request and they are obli-
gated to tell the person who's asking if they're entitled to 
the record and where and how they're going to get ac-
cess. Typically, public bodies will provide the records at 
the same time. More importantly, if they are denying 
access to the record, they are required to give reasons 
why. That means they have to refer to a specific section 
in the act that they are using to withhold information. 
 Public bodies can withhold information. There are 
11 exceptions to disclosure. The basic premise of the 
legislation is that you are entitled to information unless 
any of the information falls into these exceptions. I'm 
not going to go into any detail on them other than to 
point out, for example, solicitor-client privilege. There 
may be information in a record that, if disclosed, 
would harm a law enforcement matter, may harm the 
economic interests of the public body or may invade 
the privacy of a third party. 
 In cases where the public body is withholding re-
cords, they also have a duty to sever information out of 
a record. If there is an entire report and there is some 
information in there that, if it were disclosed, would 
harm the economic interests of the public body, the 
public body cannot withhold the entire document. 
They are required to go line by line and just excise the 
pieces of information that actually fall under that head-
ing. That's called severing. 
 Public bodies may charge a fee for accessing records. 
They are not entitled to charge a fee to anybody who's 
asking for their own personal information. They're also 
not allowed to charge a fee for the time they spent sever-
ing. They can charge a fee for searching for the records 
and preparing the records for disclosure and shipping 
them out. They also can waive the fee if somebody cannot 
afford to pay or if it's in the public interest. When they're 
responding, they are required, as well, to advise people 
that they have a right to appeal the decision to our office. 
Actually, David is going to go into that at the end. 
 That is the basic road map of the access part. With 
respect to protection of privacy, David had referred 
earlier to some of the rules around privacy. We call 
them fair information practices. Privacy is not even 
defined in the legislation. It's defined by a set of behav-
iours — these fair information practices. Fair informa-
tion practices are the bedrock of every single piece of 
meaningful privacy legislation in the world. The EU 
directives…. All privacy legislation has the same rules. 
The federal PIPEDA Act has the same rules. 

[0935] 
 What are these rules? Well, they are designed to 
restrict when you collect personal information, how 

you collect it, who you collect it from and how you can 
use it. Personal information is any information about 
an identifiable individual. 
 The first rule concerns collection. Public bodies in 
this law are not entitled to indiscriminately collect in-
formation just because they think it might be useful to 
have it. There has to be a reason for it. You have to 
have legislative authority to collect it. It has to be re-
lated to a law enforcement matter, or it must be neces-
sary for an operating program. The underlying princi-
ple here is necessity and relevance so that public bodies 
are only requiring citizens to disclose information 
that's necessary for that transaction. 
 The idea is to minimize the intrusion in people's 
lives. There's sort of an exchange theory of privacy. 
When you're receiving government services, you're 
required to give out a certain amount of information, 
depending on the service you want in return. Depend-
ing on the service…. If you're going for health care 
services, you obviously have to disclose some very 
sensitive information. It runs the whole gamut. We are 
always encouraging people to minimize what you're 
collecting. If it's not necessary for the transaction, don't 
collect it. 
 One of the other rules is that public bodies, wher-
ever possible, should be collecting information directly 
from the data subject, from the person whom the in-
formation is about. This ensures a certain amount of 
transparency, because when they collect information, 
they're required to tell people upfront, "This is what 
we're collecting, and this is what we're going to use it 
for," so people understand. If you go into a hospital 
now, you'll see signs up there saying: "We are collect-
ing your personal health information under the author-
ity of this legislation for the purposes of determining 
your treatment." And it'll say: "This is how it's going to 
be used." 
 There is an obligation on public bodies, when 
they're collecting personal information, to ensure that 
the information is as accurate as it can be for the pur-
pose it's being used for, for obvious reasons. Decisions 
made on citizens about services that are based on inac-
curate or incomplete information can have potentially 
very devastating consequences. It's even more difficult 
to get that kind of information out of a record once it's 
in there, so the obligation to keep information accurate 
is in the law. Citizens have a right to request correction 
of their personal information if it's inaccurate, and if 
the public body decides they're not going to make the 
correction, they're obligated to annotate that record 
with the correction request. 
 Probably the most important rules in the privacy 
legislation are use and disclosure. Once a public body 
has told a citizen, "This is what we're collecting; this is 
why we're collecting it," they're obligated to use it only 
for those purposes. We call it the primary purpose. You 
can't collect information and then somewhere down 
the road think: "This is good stuff. We could use all this 
over here and not tell anybody we're doing that." You'd 
have to actually go back and get consent from people 
to do it. This is where our interest in data-matching 
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schemes always comes into play, because there's a real 
pull to link databases up and then create a new data-
base of information that was collected for two com-
pletely different reasons. 
 The use is a very, very important part of privacy 
protection. Similarly, disclosure. There are rules in the 
act that say when a public body can disclose informa-
tion, and they can only disclose it in those circum-
stances. Generally speaking, it's disclosed for the same 
reason it was collected in the first place. 

[0940] 
 Public bodies are required to maintain copies of 
personal information they've collected for a minimum 
of a year if they've used that information in a decision 
that affected somebody indirectly or directly. 
 Finally, public bodies are required to take every 
reasonable step to protect the personal information 
they've collected against unauthorized use or disclo-
sure or alteration. I can tell you, from ten years in this 
field, that the biggest privacy disasters that have hit the 
pages in this province have been because of inadequate 
security — where you have people running names on 
databases. There was a case with the Delta police run-
ning names of women that were going into the free-
standing abortion clinic in Vancouver. We had cases 
where ICBC files wound up as props on the set of The 
X-Files. All those are investigation reports on our web-
site, but they're very high profile. We cannot stress 
strongly enough to people that you have to pay atten-
tion to security. You just have to do it. All the other 
privacy protection doesn't really matter if you're not 
protecting it at the end of the day. 
 You have a right to complain that your privacy is 
somehow being invaded by the government if you 
believe they're improperly collecting your personal 
information or using it inappropriately. We get a lot of 
people that come and are objecting to information 
that's being demanded of them in the first place. There 
are a whole lot of reasons why people come to us. 
 David is actually going to talk about what happens 
when they do come to us. 
 
 D. Loukidelis: I mentioned earlier that I am an 
officer of the Legislature. My job, of course, working 
with Mary Carlson and others in my office, is to pro-
vide independent oversight of compliance with both 
the access and privacy provisions of the legislation. We 
have a staff now, including me, of 15 individuals. We 
have a professional staff of six portfolio officers and a 
review officer who work under Mary's direction in 
handling those access-to-information appeals and pri-
vacy complaints that come our way. 
 The access-to-information process works, as Mary 
indicated earlier, when an individual is disappointed 
with a public-body decision on an access request — 
thinks that more information ought to have been dis-
closed, sought a fee waiver and was denied, believes 
the public body took too long to respond to the request 
or has otherwise failed to comply with its duties under 
the access provisions — and comes to our office and 
files what's known as a request for review. Really, it's 

an appeal to our office to investigate the matter and try 
to resolve it. 
 Those professional staff mediate settlements, as 
we're authorized to do by the legislation, in 91 percent 
of the access appeals that we get, which is just as well. 
If we had a lower mediation rate, my ability and the 
ability of others in my office to write formal appeal 
decisions would be seriously in question. We get some-
thing like 850 access-to-information appeals a year. 
This last year, for example, we again had more access-
to-information appeals than the Ontario information 
and privacy commissioner's office did. As I say, we 
mediate settlements in 91 percent of those cases. 
 In those cases where settlement cannot be reached 
between the parties through the efforts of one of our 
portfolio officers or our review officer, the matter then 
goes to what's known as an inquiry, which is, in effect, 
a formal appeal hearing. Almost invariably they're 
done in writing. In four years now in the job I've held 
two oral inquiries, where I actually convene a hearing 
in a setting much like this. We have found over the 
years that it's much more efficient for all involved, in-
cluding our office — both in terms of costs and, I think, 
in timeliness — wherever possible to have written in-
quiries. 
 What happens is that a notice of written inquiry 
will be issued by our office. It sets out the issues be-
tween the parties that are to be dealt with in the in-
quiry. The parties will file written submissions, and 
each will have a right of reply. Typically, public bodies 
will hire lawyers and will file both affidavit evidence 
and written legal argument to back up their case. Ap-
plicants will similarly make their submissions, almost 
invariably without a lawyer. 
 After a period of time, once submissions have 
been exchanged, when I am able to — I or one of my 
colleagues, now that I have the ability to delegate the 
order-making inquiry function — I will issue a written 
decision. That decision is binding on the parties. It is 
subject to judicial review in the Supreme Court of Brit-
ish Columbia, and that is something the parties avail 
themselves of from time to time. Failing any judicial 
review application and a quashing of the decision, the 
order is binding. 
 For example, if I decide that a public body has to 
disclose the balance of a set of records that it withheld, 
it must do so. Similarly, if I uphold the public body's 
decision, if the applicant doesn't appeal to the Supreme 
Court of British Columbia through a judicial review 
application, the order stands and the public body con-
tinues to withhold the information. 

[0945] 
 On the privacy side the same group of professional 
staff will have assigned to them by one of our intake 
officers, who perform the intake function both on the 
access and privacy side, to look into any privacy com-
plaint that comes into our hands, try to gather the facts 
from the public body and the complainant and come to 
a resolution of the dispute. 
 I think it's a remarkable fact, and it's a tribute to the 
abilities of the people in my office, that in the ten years 
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our office has been around, we have yet to issue an 
order with respect to a privacy complaint. Although 
we have the authority to order public bodies to stop 
collecting, using or disclosing personal information — 
indeed, the authority to order them to destroy informa-
tion they've improperly collected — we have yet to 
have to do that. In all of those privacy cases we're able 
to mediate a resolution of the situation using recom-
mendations. Public bodies have historically had an 
excellent record of complying with our recommenda-
tions that result from the process I've already de-
scribed. We just issue a letter to them saying: "Here's 
what we've found, here's what we think went wrong, if 
anything, and here's what we recommend you do in 
the future to stop these things from happening again." 
That has worked very, very well historically. 
 The other function we play in terms of independent 
oversight or the other area, I should say, of functions 
has to do with public education and support to public 
bodies. We have an explicit mandate to educate the 
public about the legislation and about their rights and 
obligations under the legislation. We try to do that as 
best we can. In recent years the ability to do that has 
been circumscribed, and we're now at a point where 
we are finding ourselves essentially performing the 
more reactive, more passive functions of appeal hear-
ing and complaint investigation. 
 We do try from time to time, however, to marshal 
out the resources we have to undertake public educa-
tion. An example of that is something I'll touch on in a 
few moments, which is the tenth anniversary confer-
ence, which I think you've all been made aware of al-
ready. We do try from time to time to hold education 
sessions for public bodies to ensure that their skills in 
answering access requests and in dealing with the pri-
vacy obligations under the legislation remain current 
and, indeed, cutting edge. 
 We have from time to time put on cost-recovery 
sessions, work sessions or workshop sessions for public 
bodies around the province in order to ensure that, as I 
say, they're up to speed on the legislation and that any 
concerns that arise through staff turnover within public 
bodies at the local level, for example, are met through 
ongoing education and training. 
 The other function we have performed over the 
years is providing a sounding board, in effect, for gov-
ernment or for other public bodies on the access or 
privacy implications of proposed legislation, programs 
or policies. Again, we continue to attempt to perform 
that role where, for example, ministries might come to 
us and, having performed a privacy impact assess-
ment, as they're required to do, say to us: "Look, this is 
a program we're proposing to undertake. We would 
like your advice on the privacy implications of this 
proposed program." Again, we do try to provide that 
service almost invariably through verbal comments, 
because it's a much more efficient way of doing things. 
That is something we're prepared to continue to do as 
best we can in the coming years. 
 In terms of where we go from here, by way of just 
drawing our remarks to a close, as I think I mentioned 

at the outset, the first review of the legislation began in 
July of 1998 with a special committee of the Legislative 
Assembly having been struck for that purpose under 
what is now section 80 of the legislation. It ended with 
a report tabled in the House on July 15, 1999, with a 
series of recommendations for amendments to the leg-
islation, some of which were taken up and formed part 
of the April 2002 amendments to the legislation to 
which I referred earlier. 
 One of the things I think is noteworthy about this 
kind of process is — and this is an obvious point, I rec-
ognize — the need to engage the public in getting the 
views of the public or particular sectors or bodies in-
volved in what they think about the legislation. The 
report of the previous special committee that reviewed 
the legislation lists all of the witnesses who appeared in 
hearings around the province before the committee. 
 I think it's remarkable for the breadth of the kinds 
of groups that were willing to come forward and had 
things to say about the legislation of varying kinds. For 
example, you see that the B.C. police chiefs made a 
submission, the B.C. Library Association, the various 
regulated professions — College of Physicians and 
Surgeons, for example, the Law Society of B.C.… 

[0950] 
 I suspect you'll have a similarly broad range of 
groups who are interested in appearing in front of you. 
I certainly encourage you to take advantage of their 
expertise, as I'm sure you will. Groups like the Free-
dom of Information and Privacy Association, as well, 
and the B.C. Civil Liberties Association, who follow 
this legislation very closely, as I'm sure you're aware, 
will have things to say about it one way or another, I'm 
sure. 
 I also mentioned that the government may, of 
course — and it could be expected to, I guess — make a 
submission. Certainly, we'll be prepared to make a 
submission to the committee later in your work as you 
set up the timing and invite those kinds of submis-
sions. 
 I won't go into any of the issues we're likely to raise 
at this time. We're likely to have both systemic and 
specific issues we'll want to raise with you. One issue 
I'll touch on in passing is a broader issue I've been 
harping on, I have to say, for about four years now, as 
have many of my other colleagues around the country, 
including the information commissioner of Canada, the 
Hon. John Reid. That's the need for modern informa-
tion management systems and laws both within the 
provincial government and also in other governments 
and public bodies in the country. 
 I think there is a great fear, as the national archivist 
of Canada has pointed out, that we're approaching a 
crisis in information management. The ability of gov-
ernments to know what information they have, to re-
trieve it and to make use of it as we pass through a 
period where we're going to be losing a lot of the man-
agers in the public service, is open to serious criticism 
— frankly, I think, certainly at the federal level. It's 
been said by my colleague. I have concerns that this is 
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something the committee might want to touch upon, at 
any rate, in order to try to move things forward there. 
 With that, I'll renew our invitation to members of 
the committee, Mr. Chair, to attend the conference 
we're hosting here in Victoria. I know it's at the tail end 
of the week when the UBCM meeting will be on in 
Vancouver, but I do encourage as many members as 
are able to attend the conference on September 25 and 
26 here at the convention centre. 
 It is, as I mentioned earlier, a conference to mark 
the tenth anniversary of this legislation. We have 
speakers coming from around the world who are noted 
experts both on the access-to-information side and the 
privacy protection side, both from the U.K. and the 
United Sates. From the United Kingdom, Simon Da-
vies, for example, will be speaking — and Gus Hosein 
from the University of London, who is a noted expert 
on privacy. From the United States we have individu-
als like Marc Rotenberg from the Electronic Privacy 
Information Center in Washington, which is really the 
leading policy think tank in the U.S. on privacy issues. 
We have representatives from the ACLU. 
 Closer to home and obviously no less important 
— I think more important — the Hon. Sandy Santori 
and the Hon. Geoff Plant will be speaking. We have 
representatives of the public service here in British 
Columbia — Ken Dobell is one of our participants, for 
example — and an array of speakers from around the 
province and elsewhere in Canada and a keynote 
speech by the Hon. Lloyd Axworthy as well. Another 
plug for the specifics of the conference: I think that, 
primarily under Mary's direction, we've been able to 
assemble a list of speakers that will — I hope, at any 
rate, if you're able to attend — give you some really 
in-depth perspective on a variety of issues surround-
ing your work, both on the access-to-information and 
privacy protection sides. I'd be delighted to see all of 
you there, if possible, and look forward to seeing as 
many of you as we can. 
 In closing, with thanks, I think this is, if I may say, 
an exciting opportunity for this committee to look 
fundamentally at this legislation and to ensure that it 
continues on the access-to-information side to deliver 
on the promise of openness and accountability that is 
consistent, of course, with the strategic direction set 
by cabinet in June of 2001. It's certainly consistent 
with the new-era promise of openness and account-
ability. 
 Thank you. I'd be pleased to take questions. 
 
 B. Lekstrom (Chair): Well, thank you very much, 
David and Mary, for the overview. As I indicated ear-
lier, the review document you put forward to the 
members of the committee, I think, is very thorough 
and gives a better understanding of most of how this 
legislation works. As Chair, I think I can speak on be-
half of the committee members: we are excited about 
having the opportunity to look at this, review it and 
learn a great deal in the process, I'm sure. 
 With that, we do have members wishing to ask 
questions. I'll begin with Jeff. 

 J. Bray: Thank you, Mary and David, for your pres-
entation. 
 There are just a couple of questions. As you know, I 
came from the civil service. I lived FOI, like many pub-
lic bodies do, and I'm a complete supporter of the legis-
lation and its intent. But when Mary, especially, was 
talking about the fair information practices…. It's sort 
of the push-me, pull-me section of the act, as far as I'm 
concerned. You really are balancing sometimes com-
peting interests and sometimes competing theories. I'm 
just wondering if either of you would like to comment 
on the current implementation of fair information prac-
tices in three different areas. 

[0955] 
 The first is…. I'll use the national child benefit de-
livery program as an example, whereby people provide 
information primarily through the Ministry of Human 
Resources, who administer the B.C. family bonus por-
tion of that program. Now that it is combined with the 
child tax benefit system federally, there is a require-
ment for, in essence, two data links to occur. They don't 
occur in front of people's eyes. They sort of occur up 
here electronically. It is used in real time to calculate 
somebody's benefit. 
 In essence, they gave the province the funds, but it's 
combined with information that, in a completely different 
way, they provided the federal government. There has 
always been a strain, especially on the federal side, as to 
whether or not we can actually look at their data, and yet 
the alternative would be, perhaps less efficiently, to pro-
vide a benefit to lower-income families in B.C. 
 There are other examples where — this idea of we've 
got the information — to share it with another body 
that's serving the same client means that the same gov-
ernment might be more beneficial, but this firewall is up. 
I'm wondering if you could comment on something like 
that, where, in fact, we're having to go back to the client, 
often a different ministry, to get exactly the same infor-
mation to provide a benefit they want that otherwise 
would be less efficient. One of the great criticisms of a lot 
of government programs is the on-off switch. As soon as 
a client leaves the program, there's absolutely no idea 
what's happened with the client. There doesn't seem to 
be much of a mechanism for follow-up, so the ability to 
access successive programs is very limited. 
 The third is statistical studies and whether or not 
the act is strong enough to ensure that governments 
can do good statistical studies on various socioeco-
nomic trends or economic trends that protect the pri-
vacy of the individual, because it's only statistical roll-
ups. From the very specific to the very general, is there 
a need to look at more of a balance between what's 
effective and efficient for individual clients dealing 
with government and the fair practices rules as they 
currently exist that sometimes mean several branches 
of government have to go to the same client and ac-
quire the same information? 
 
 D. Loukidelis: There is a considerable number of 
data-linkage or data-sharing arrangements or agree-
ments between provincial government agencies and a 
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variety of federal government agencies to begin ad-
dressing the first question without addressing the spe-
cifics of the national child benefit. Those agreements 
have been in place for some time. My understanding 
with most of them is that, certainly, the larger concern 
from a privacy-protection standpoint is generally 
driven from the federal sphere. 
 I can give you an example of that. Recent changes 
to Pharmacare resulted in the need to verify net income 
levels for individuals claiming benefits under that pro-
gram, and the privacy protection agenda was very 
largely driven, quite clearly, by Canada Customs and 
Revenue Agency's restrictions under the Income Tax 
Act of Canada when it comes to the disclosure of indi-
viduals' tax-related information, hence the need for 
written consent when you apply for registration with 
Fair Pharmacare. It was driven by the provisions of the 
Income Tax Act of Canada as opposed to any restric-
tions under the provincial legislation. 
 The disclosure rules about which Mary was speak-
ing earlier are found in section 33 of the Freedom of 
Information and Protection of Privacy Act provincially. 
Those were amended in April 2002 to make it clearer 
that public bodies — certainly, to take the ministerial 
example, interministry exchanges of information — are 
able to share information for the purpose of jointly 
delivering programs or services. That would include 
benefits, for example. There was a clarification of the 
legislative language in order to ensure that that could 
occur. 

[1000] 
 The third point is that you ought always, obviously, 
to be giving individuals notice that you might be doing 
that, out of fairness. It provides an element of transpar-
ency to citizens. There are plenty of studies from the 
United States that show you will have a better buy-in 
from people and will reduce the chances of a complaint 
about a privacy breach if they know up front that, 
"Look, we're collecting your information for a specific 
shared program or service, and we may, in order to 
more efficiently deliver the benefit to you, share infor-
mation with other provincial government ministries 
that are involved in delivering that service or benefit. 
It's not a question of having always to get consent un-
der part 3 by any means. There are ways of addressing 
those situations. 
 Your second point was about the follow-up of cli-
ents. It, to my mind, touches on the third point, as well, 
depending on how you're doing follow-up. Certainly, 
in the health research area a lot of follow-up on pa-
tients in terms of health research, outcomes and so on 
can be achieved without using identifiable information. 
It can be achieved by using de-identified data. I'll come 
back to that in a moment. 
 If you're trying to follow up on specific clients, 
again, depending on the details of the program, the 
kind of follow-up you're trying to do, the ability to 
share information between agencies that I've already 
touched on is something that could well be of benefit 
there. Again, you should be giving notice to individu-
als that you might be doing that, that you might be 

using their personal information to continue to provide 
them care or services so that they know what it is you 
are proposing to do. 
 On the third point, I think the legislation is, in fact, 
robust when it comes to allowing public bodies to un-
dertake statistical or other research. Section 35 of the 
act, which has been in place since the legislation was 
first introduced, I think continues to be a really cutting-
edge provision. It allows disclosure of personal infor-
mation — that is, information about identifiable indi-
viduals — for research purposes in certain circum-
stances. They, I think, are appropriately balanced in 
terms of individual privacy and the public interest in 
research, as long as the researcher to whom it's dis-
closed — and it could be a government agency that is 
the recipient of the information — de-identifies the 
information at the earliest possible opportunity. 
 That doesn't restrict their ability to do the research 
or analysis. It doesn't restrict their ability, in fact, to do 
longitudinal research where, over time, they continue 
to get new data sets about the same individuals. The 
practice is that they strip the information of the identi-
fiers and assign encrypted new identifiers so that no-
body who ultimately has the information in hand 
knows to whom this data relates. 
 There is a keeper of the key so that you can con-
tinue to dump data sets into the de-identified bin but 
you are protecting privacy. At the end of the day the 
researchers don't care. They've got the ability to do 
their epidemiological or other statistical studies, and 
they don't, in the first instance, care particularly who 
those individuals are. Nor are they able to find out, 
because they don't have access to the key that would 
link it back. 
 
 B. Lekstrom (Chair): Thank you. I'll move to Har-
old and then Sheila. 
 
 H. Long: These are more in the operating area. I 
just wondered about a few things. First off, you men-
tioned that written requests had to come in from peo-
ple for information. Because they're written, those writ-
ten requests, then, would be available for people that 
requested them? 
 
 M. Carlson: They would, but they probably 
wouldn't get it. I mean, if I made a request for my own 
information and somebody then said I would like a 
copy of Mary Carlson's request for information…. 
 
 H. Long: You're saying anything that's written 
that's a document, identifiable — e-mails and so on. 
 
 M. Carlson: Right. Conceivably it would become a 
record as well. 
 
 H. Long: Conceivably it's a record, so in fact those 
records should be made available for someone who is 
requesting, who possibly has asked for information. 
They don't have to give out what they're asking for but 
who has asked for information. That's one question. 
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 The second one is that you made a comment on the 
record of payment — who pays and how they pay. Do 
you have a record of who has paid and why they've 
paid and who hasn't paid and why they haven't paid? 
 
 M. Carlson: Well, we don't collect them. You'd 
have to actually check with CPIA's branch. It would 
probably have stats on how many fees they've issued. 
In fact, he has a report out now — we could try and get 
it to you — that shows how many…. 
 
 H. Long: No, I'm just wondering if there's a record 
of payment. 
 
 M. Carlson: All we deal with at our end is that 
when there's a dispute about a fee and it comes to our 
office, the dispute will either be: "The fee is too high" or 
"I've asked for it to be waived, and they've refused." 
Those are typically the circumstances in which our 
office gets involved, and then we'll mediate those kinds 
of disputes. With respect to how much has been 
charged and who is paying, I don't have that informa-
tion. 
 
 H. Long: Should that information be available? 
 
 D. Loukidelis: Just so I'm clear, you're saying 
that…. 
 
 H. Long: I mean, I put a written request in to find 
out in the Freedom of Information Act because you 
made the statement that some pay and some don't pay. 
How do we know who's paid and who hasn't paid? 
Whose discretion is this left up to? 

[1005] 
 
 D. Loukidelis: If an individual makes an access 
request, let's say, to the city of Victoria, which is one of 
the public bodies, it will have all of those records. We 
certainly don't, and we don't have that information. If 
they charge a fee to that requester and say, "It's going 
to cost you $631.21 for access," they'll have a record of 
whether or not that fee was paid. If you don't pay the 
fee, you don't get the records. The act says you don't 
get them. 
 
 H. Long: I see. 
 
 D. Loukidelis: The public body has quite a hammer 
there. In fact, the public body can require you to pay a 
deposit as a condition of even doing any more work on 
processing the request. 
 
 H. Long: But the comment was that some didn't 
have to pay. 
 
 D. Loukidelis: You can request a fee waiver if it's in 
the public interest or if it's because you can't afford to 
pay. There's nothing to say the public body has to grant 
that fee waiver, but their refusal to grant the fee waiver 

is something that can be appealed to our office. We do 
get appeals like that, which again, we mostly settle. 
 
 H. Long: There are no hard and fast rules is what 
you're saying. 
 
 D. Loukidelis: The default rule is that the public 
body can charge fees, as Mary was saying, for certain 
services and for photocopying and preparing the re-
cord and so on. If an applicant doesn't seek a fee 
waiver, then they either pay the fee or they go home. 
 
 M. Carlson: My experience is that if you don't pay 
the fee, you don't get the record. More people end up 
paying the fee to get the record than get the fee ex-
cused. It's less common. 
 
 H. Long: Okay. My last question is: how do you 
control…? You made that comment on information 
that is given out for a specific reason. If it's used for 
another reason, how do you control that? Can you give 
me an example of a misuse and the consequences of 
that misuse? How often would this happen? How 
many times have you either laid a charge or gone after 
the misuse of information? 
 
 D. Loukidelis: We don't have any authority to con-
trol use of information; nor do public bodies once it's 
been disclosed. Certainly, we don't have authority to 
prosecute anyone. There's no offence under the act for 
misusing information. 
 I can give you two examples where they would do 
so at their peril. These examples would exist even if 
they didn't get the information through FOI. One is 
defamation. If somebody misuses information that's 
been disclosed to them in a way that distorts the in-
formation or they misrepresent its content publicly and 
defame somebody, then they're obviously open to be-
ing sued for liable. 
 A second example is breech of copyright. If some-
body gets, through access to information, a copy of a 
record that somebody owns a copyright in and they 
then start to use it commercially, they're obviously at 
risk of being sued for infringement of copyright. All of 
the civil remedies are still out there for misuse of in-
formation, if you will. 
 
 M. Carlson: If I can just add there that, typically, 
what happens is when we're investigating a privacy 
complaint, all the ministries and Crown corporations 
have an information and privacy director who is the 
person we tend to deal with. When we receive com-
plaints — and I can give you two recent examples — 
from somebody who says, "Someone in that agency has 
run my name on this database and handed it out, and I 
think it's this person," we get details from the person 
who's complained. 
 Typically, we go back to the information and pri-
vacy director, who doesn't know anything about it at 
this point in time because they've come to us, and we 
ask them if they could start looking into it from their 
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end. Nine times out of ten they'll go looking into it. 
There are audit trails on systems. They'll find out, in 
fact, that that is what has happened. They step in and 
take disciplinary action. They deal with it internally. 
We work with them to review all their systems to make 
sure their audit trails are proper — what kind of train-
ing they've done. We're always seeking some kind of 
remedial outcome. But very typically, when it's some-
thing like that, they catch the person who's done it be-
cause of the various trails they leave behind. 
 
 H. Long: I think that was my question. My question 
is — and you were quite emphatic — that the informa-
tion given was for one use, and they had to state the 
use. If it was used for another purpose after that, really, 
there is no way of controlling that. 
 
 M. Carlson: Once it's gone. 
 
 H. Long: Once it's gone. Emphatic as we want that 
people are getting information and misusing it, there's 
not a heck of a lot we're doing about it. 
 
 D. Loukidelis: If I could, just one last clause. By 
contrast, for example, in Saskatchewan's Freedom of 
Information and Protection of Privacy Act it is an of-
fence to breach someone else's privacy. They have this 
similar set of rules that we have in part 3 of our legisla-
tion. 
 
 H. Long: We do not have that in our legislation. 
 
 D. Loukidelis: We do not have that in our legisla-
tion. 

[1010] 
 
 S. Orr: A little bit of this has been answered by 
Harold, but I'm going to move it along a little. 
 I'm trying to look at the review of this legislation 
from the voter or the taxpayer on the street, the person 
we represent — all of us. I'm trying to come at it from 
that level. I'm going to kind of maybe refer to them as 
Fred and Alice. Fred and Alice on the street really don't 
care too much for this legislation and what it reads. 
They care when they need it, but it's complicated and 
it's convoluted, and they don't understand it. This is 
where I'm going to come from. I'm going to come from 
that person on the street. 
 I had applied to get some information from my 
public body. I have gone to the city of Victoria, and I 
am requesting some information they have. I see the 
rules. You know, you have severing of certain parts of 
the document under those 11 exemptions. I understand 
all of that. Fred and Alice wouldn't understand that, of 
course, because they wouldn't have had this presenta-
tion. They request the information, maybe or maybe 
not a fee is charged, and they get that information. 
 I think Harold's point about the piece in the legisla-
tion is that once they've got that information, it's game. 
That stuff is out there. That's not good. There doesn't 
seem to be any protection under the legislation to stop 

that. You just mentioned right now that there was 
some legislation in Manitoba or Saskatchewan. I can't 
remember. There was something within the legislation 
to make that an offence. That piece, I think, is really 
important — that we need to talk about. Once they 
receive that information, they can do what they want 
with it. I just want to throw this out, because I want to 
get a response from you. 
 Again, I look at the person on the street. I see that 
you've got your public bodies that are required by law to 
take reasonable steps to ensure that personal informa-
tion…. Again, I'd like to know what reasonable steps are 
being, within this legislation…. We are reviewing this 
legislation to maybe find things in there that we should 
be putting in. Again, this is more information out there 
on people that they might not want out there. When I 
hear your presentation — and I do thank you for it — I 
see this sort of hole in there that, to me, is the biggest 
concern for that person on the street — Fred and Alice. If 
they heard this, they would say: "Well, hang on. How 
about this information? You know, where's it going?" 
While we're reviewing this, it's really important that we 
look at that. That, to me, is quite key. 
 
 D. Loukidelis: Just to be clear, the kind of provi-
sion I referred to a minute ago in the Saskatchewan 
legislation really is aimed at the kind of inappropriate 
access or disclosure by people inside, to which Mary 
Carlson was referring a minute ago. If I'm understand-
ing you correctly, your concern is: what if an access 
request is made and somebody gets my personal in-
formation, for example? I will not say it's almost im-
possible for that ever to happen, but it's very, very 
unlikely. 
 Section 22 of the legislation provides that in re-
sponse to an access-to-information request, a public 
body must not — no discretion — disclose to an appli-
cant information the disclosure of which would unrea-
sonably invade someone else's personal privacy. It then 
goes on, in a rather detailed manner, to spell out ex-
actly how it is you go about assessing whether or not 
disclosure would hurt somebody else's privacy. 
 There are, in fact, a series of presumed unreason-
able invasions set out in that section that protect pretty 
strongly things like medical privacy. Your medical 
records in the hands of a hospital are technically cov-
ered by the act in the sense that somebody could come 
in and make an access-to-information request to see 
your personal records from the hospital, but section 22 
operates in a way that makes it almost impossible for 
that ever to happen. 
 
 S. Orr: David, in the ten years this act has been in 
place, have you ever had that happen? Has it ever 
happened? You would have had their call back. In your 
records has it happened? How many times? 
 
 D. Loukidelis: That somebody has got access to 
third-party personal information? 
 
 S. Orr: Yeah, and have used it. 
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 D. Loukidelis: I don't know about the using part, 
but it does happen — but when it comes to less sensi-
tive information. A good example is expense accounts 
of public servants. The way the act works, the informa-
tion about what they spend is technically their personal 
information. Theoretically somebody can come in and 
make an access request for it. I suppose one could ar-
gue: "That's my personal privacy. It's none of your 
business." This is an argument that goes on at the fed-
eral level, including recently. 
 
 Interjections. 

[1015] 
 

 S. Orr: I'm sorry, Mr. Chair, but this is really impor-
tant. 
 
 B. Lekstrom (Chair): Go ahead, Sheila. 
 
 S. Orr: Thank you. Again, I've got to talk about that 
person on the street — okay? That person on the street 
has applied to a public body for information. They get 
that information, and there's some stuff in there that 
they maybe could use on somebody else, or they could 
move that information to somebody. They could hand 
it over to somebody else. You can't stop that, can you? 
You can't stop them using that information anywhere. 
 
 M. Carlson: If it's been disclosed pursuant to the 
legislation…. I mean, public bodies say that to us, too, 
all the time. We have no control over what they're go-
ing to do with this information. If it's been disclosed in 
accordance with the legislation — for example, if I 
asked for…. Say my brother was killed on the job and I 
went to the WCB and I asked, as his nearest surviving 
relative, for that record. 
 
 D. Loukidelis: The accident report. 
 
 M. Carlson: The accident report. I would get the 
bulk of the report. Some information might be severed 
out of it — in the process of interviewing people, peo-
ple might be disclosing other bits and pieces about 
themselves, and that might be taken out — but I would 
be entitled to my brother's personal information in that 
circumstance. Perhaps the matter goes to appeal, comes 
to our office, gets resolved, and the report gets dis-
closed to me. What I do with that is my business after 
that. We don't control…. Once it's been legally dis-
closed, there are no controls over it after that. Whatever 
people try and do with it is up to them. 
 
 D. Loukidelis: If I could just add to that to address 
the second part of your question, the act is well de-
signed to protect third-party personal privacy in that 
situation. I would contend very strongly that it works 
very well. There have been difficulties — again, at the 
federal level — quite frankly, I think, where arguments 
about individual or personal privacy have tended to 
get in the way of transparency and accountability. I 
fully appreciate, though, that there might be concern, 

as you say, about the person on the street, who'd be 
worried about his or her personal information. 
 Again, the legislation is designed in terms of the 
substance of the protections for personal privacy — 
section 22, as I've mentioned — and the decision-
making process and the review process through our 
office. The risks of inappropriate disclosure or use of 
information are very, very small. I'd ask Mary Carlson 
to interject if she has different information, but cer-
tainly in the four years I've been in the office I can't 
recall a single complaint coming to us of the kind that 
you've described. 
 
 S. Orr: Well, that's good to hear. 
 
 B. Lekstrom (Chair): Right. I'm going to move to 
our next question, from Tom. 
 
 T. Christensen: Thanks, Mr. Chair, and thanks, 
David and Mary, for the overview. This is sort of bring-
ing back a lot of memories, because when this legisla-
tion was first introduced, I was actually fortunate 
enough to have some involvement through a former 
life. My recollection from that time was that it was a…. 
There were a number of very interesting conversations, 
and it was a great struggle to reach this balance be-
tween accountability and protection of information. If 
anything, we now have a decade of working with the 
legislation. Hopefully, we've learned a lot in that time. 
Also, our ability to share information because of tech-
nology advances has increased immeasurably. 
 I want to bring it up to sort of the 60,000-foot level 
and just…. I recognize that in all likelihood we're going 
to hear from you both again, but as we go out and are 
getting presentations from various groups and, per-
haps, a number of the public bodies that the legislation 
covers, can you give us just a really brief overview of 
what you see as some of the major challenges at this 
point in time in terms of access to information? At least 
from what we read in the media, protection of privacy 
seems to be really where the public's getting really con-
cerned these days. 

[1020] 
 
 D. Loukidelis: I'll just offer a couple of thoughts 
before turning it over to Mary if she has any thoughts 
to add, as I'm sure she will. On the access-to-
information side, I think one of the challenges contin-
ues to be — and it's another issue that I've been speak-
ing about for a number of years now — ensuring as far 
as possible the proactive, routine disclosure of records, 
preferably in electronic form through even web-based 
public reading rooms, bearing in mind that that only 
works with general information. You have to be careful 
about third-party privacy concerns, for example. A lot 
of records in the hands of the provincial government, 
certainly, can be got out there more proactively, per-
haps, using new technologies. 
 In 1996 the U.S. Congress passed what are called 
the EFOIA Amendments, which now set down rules 
and expectations for U.S. federal government agencies 
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in terms of providing records without access requests 
— again, proactively through web-based reading 
rooms. I think that's an issue and a challenge. It better 
serves, arguably, in some respects, the interests of 
openness and accountability that underpin the legisla-
tion. It could be more cost-effective, too, perhaps, than 
relying on a reactive, request-based system as we tend 
to do now. 
 On the privacy side, I think that a lot of the chal-
lenges actually are driven, post-9/11, by the interests of 
security. It's difficult in any area, but in particular in 
this area, to know at this point how you strike the bal-
ance between privacy and state interests. A lot of that's 
been driven by approaches and legislation and pro-
grams south of the border, but obviously, it has an im-
pact on us here. 
 
 M. Carlson: I would just add to that. In our service 
plan that we tabled this year we put some high-level 
points in our annual report of things we see as big is-
sues. One of them is the challenges of alternative 
modes of governance — outsourcing, P3s — that create 
different issues around both access and privacy. If you 
take an agency and you decide that you're going to 
deliver a service that formerly was delivered by a gov-
ernment agency and was fully covered by access and 
privacy legislation…. People would have the capacity 
to make an access request on service delivery choices, 
for example. 
 When you shift that and contract that out, that's 
essentially out of the scope of the legislation. They 
cover off issues of privacy on a contractual basis, but 
we no longer have the capacity to investigate if some-
thing goes wrong. We can do it…. The intention is that 
we somehow maintain a role, but the reality is that you 
can't render a non-public agency — a private company 
— a public body by contract. It doesn't happen. From 
our perspective we're always looking to make sure that 
at least the contracts are as tight as they possibly can be 
and that there are some real hammers that come down 
if things go off the rails. That's one of the issues. 
 As David said, the increase in surveillance in a lot 
of…. There's a proliferation, for example, of surveil-
lance databases — essentially, databases that are cre-
ated for no other reason than police surveillance. We 
had some discussion with Surrey. They wanted to cre-
ate a methadone surveillance database and make that 
information available to Surrey bylaw enforcement 
officers. There's some discussion, for example, of creat-
ing databases of people that buy spray paint, to know 
who may be spray painting — things like that which 
we're actually doing an investigation into now to make 
some recommendations. Those are just some ones that 
are in our recently tabled reports. 
 
 T. Christensen: Just on the access-to-information 
side of it, are there any of the current exceptions in the 
act that sort of stand out as being used more often than 
others or, alternatively, that you would like to have a 
little more scrutiny by this committee? 

 D. Loukidelis: One that springs to mind, and I al-
luded to this earlier in passing, is section 13(1) of the 
legislation, which provides that a public body may 
refuse to disclose advice or recommendations devel-
oped by or for a public body. That provision works, I 
think, very well to protect the appropriate degree of 
secrecy or confidentiality that surrounds policy-
making functions in any public body. 

[1025] 
 I'm somewhat concerned, in light of a recent court 
decision on the interpretation of that provision, that it 
may be time to look at the present language of it and 
see whether it could more explicitly be directed at the 
policy-making function, for example, as opposed to a 
broader range of activities that some have argued 
wouldn't necessarily have been the intent of that provi-
sion in the first place. That's one in particular. 
 There has been talk out there about the so-called 
public interest override in section 25 of the legislation. 
There has been some comment that it's never success-
fully been invoked by an applicant in the context of a 
review under the legislation, which is true, although 
it's a provision that is used. Public bodies use it all the 
time. Dangerous sex offenders who are being released 
into the community…. There is a protocol that was 
developed by what is now the Ministry of Public Safety 
and Solicitor General, then Attorney General, provid-
ing detail as to how you use section 25 to notify the 
public of these individuals. It is being used, but there 
are concerns, I know, that have been expressed, both in 
my decisions and my predecessor's decisions, that, for 
example, we haven't ever found that that provision 
actually should trigger disclosure. 
 
 B. Lekstrom (Chair): All right. For our next ques-
tion I will go to Gillian. 
 
 G. Trumper: Actually, I think my question has been 
asked. I'm still sort of processing it. I think I've got the 
answer. It's very interesting. I didn't know a great deal 
about it, so I'm certainly going to be at that conference. 
It's certainly opened my thoughts on it. 
 I've actually just decided. I've been dealing with a 
specific one, which I think is FOI, but I'm not sure. 
That's why I don't really want to go into the question, 
because I think it might be a bit specific. Maybe I'll ask 
you afterwards whether or not…. 
 
 M. Carlson: I don't think you can. 
 
 G. Trumper: I'll ask him. 
 
 B. Lekstrom (Chair): All right. Are there any other 
questions of David or Mary at this time? 
 
 H. Long: I don't have any questions, but I just want 
to ask…. 
 
 B. Lekstrom (Chair): Well, then, please go ahead, 
Harold. 
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 H. Long: I want your information on whether, in 
fact, we as a committee should be considering…. Let 
me just go back on some of the things. I was sort of 
dog-on-the-bone type thing. On the information. If 
people or organizations are applying for information 
— and I mentioned a list — if it is personal, could it not 
be the person's name and personal? If it's an organiza-
tion, it could be whoever and what their request is just 
for that information. There are, lots of times, the possi-
bility that someone's organization could be coming 
under request, and quite often, you don't know who's 
requesting and for what reasons. Is there any reason 
they couldn't have a list like that? 
 
 M. Carlson: If I'm understanding your question, I 
will say that one of the things we do discourage is 
widespread distribution in a ministry as to who's ask-
ing for what information, because there is a sinister 
element to that. If people are asking for their own per-
sonnel records, and the director of personnel, for ex-
ample, wants to know who in this ministry is asking 
for their own stuff…. We would actually discourage 
that from a privacy perspective, because I think it 
would have a real chilling effect if the fact that I was 
making a request was widely distributed around. 
 
 H. Long: Well, let me give it another take, then. If 
it's not a personal request — I mean totally personal 
reasons — could there be a list of people requesting 
information other than personal? 
 
 M. Carlson: I don't think there would be a list. 
You'd have to go to each ministry. You could probably 
go to each ministry and ask for the requests. My guess 
is they'd give you the requests and they'd sever off the 
actual name of the person who asked. 
 
 H. Long: You answered my question. The answer is 
no. 
 
 M. Carlson: The answer is: why don't you ask them 
and see? 
 
 H. Long: I'm going to talk to the committee later. 
Thank you. 
 
 B. Lekstrom (Chair): I'll go back to Tom. He has 
another question. 
 
 T. Christensen: Is there any ability under the legis-
lation to provide third-party consent? For example, 
could a borrower provide to a lender a consent form 
that then allows the lender to get personal financial 
information about that borrower from a public body? 
 
 D. Loukidelis: Yes. I mean, to the extent that the 
request for information about my financial situation…. 
It's really an access request, but if I've consented to that 
disclosure as part of my applying for the loan, then 
there's no difficulty with third-party privacy, because 
I've consented. You know, it's an informed consent. 

That happens quite frequently and is a fairly common 
occurrence. 

[1030] 
 
 T. Christensen: Is there any scrutiny of the reason-
ableness of that request? I guess my concern is that in 
many private situations where an individual might be 
asked to provide a consent form, they don't perhaps 
understand the extent of information they may be con-
senting to disclosure for. Also, there's often a pretty 
significant imbalance between the party requesting the 
consent form and the individual who is being asked to 
sign. 
 
 D. Loukidelis: There's no scrutiny of those issues 
under this legislation. My understanding is that Bill 38, 
the Personal Information Protection Act, which is on 
the order paper for when the House resumes sitting in 
October, would address those kinds of issues. Consis-
tent with the federal information mentioned earlier, the 
Personal Information and Protection of Electronic 
Documents Act legislation, in Alberta and elsewhere, 
private sector privacy practices will now be subject to 
some control and scrutiny through the same kinds of 
fair information practices, with some adaptation to the 
public sector. 
 
 B. Lekstrom (Chair): We have spurred a couple of 
further questions. I'm going to go to John next. 
 
 J. Wilson: I see that municipal law enforcement 
falls under this jurisdiction. I assume that provincial or 
federal wouldn't. 
 
 D. Loukidelis: The legislation covers municipal 
police forces — that's right — and other public bodies 
that have a law enforcement aspect to their activities. 
For examples, the College of Physicians and Surgeons, 
it's been held, has a law enforcement mandate in part 
when it comes to regulating its members, but the 
RCMP is not, either as the provincial police force or as 
a contract municipal police force, a public body under 
this legislation. 
 
 J. Wilson: So what type of information would be 
available to someone who requested it — if, say, they 
requested personal information — if they were to ask a 
municipal place for it? 
 
 D. Loukidelis: I should add that the RCMP are 
subject, however, to the federal Access to Information 
Act and Privacy Act as well, so there is an avenue for 
access requests and privacy protection through those 
pieces of federal legislation that do apply. If somebody 
is asking for information from a municipal police force, 
there's a range of protections for law enforcement in-
formation under section 15 of the B.C. legislation to 
protect law enforcement activities investigations of 
municipal police forces. 
 But if an individual were to come to the police de-
partment and say, "I want to see my own file. You were 
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investigating me last year about a suspected offence. It 
never went anywhere. You never even recommended 
to Crown counsel that charges be laid. I want to see 
what you have on me," that person would be able to 
make that request and would get parts of the file — 
again, subject to severing to protect, for example, con-
fidential informants whose identities might be in the 
file. That would come out, and that kind of thing. 
 
 J. Wilson: We've got a system now in the province 
that integrates all the police units, so any information 
fed in is now sort of universal, I believe. Would all of 
that be available through investigation, or is it going to 
be severed? 
 
 D. Loukidelis: I think it's the latter. I think you're 
referring to PRIME, the acronym — I don't know what 
it stands for — for the on-line pooling of operational 
and enforcement information that police agencies are 
now rolling out across the province. To the extent that 
that's a record of information, if it resides somewhere 
in a server, then theoretically an individual could cer-
tainly make an application for portions of that record, 
if you will. In addition to the section 15 protections for 
law enforcement, which are very, very strong, in my 
view, you'd have third-party personal privacy issues 
under section 22, as we've already discussed. Possibly 
other exceptions would apply as well. 
 
 B. Lekstrom (Chair): We'll take one further ques-
tion, and then.… I know everybody's time frame is 
quite tight today. We will go to Sheila next. 
 
 S. Orr: Very quickly. This actually isn't going to be 
in the review part of this, but it was something you had 
mentioned. That was on the public education of the act. 
How does that…? Again, I've got to back to my Fred 
and Alice on the street. The public education of this act: 
how would they know about that? 

[1035] 
 
 M. Carlson: We do a number of things. We do a lot 
of public speaking engagements. I must say less so 
since we've had our budget cuts. It's one of the things 
that have kind of gone by the wayside. We have a web-
site. We do a lot of public speaking. Groups ask us to 
come and speak. We have two intake officers that 
spend 30 percent of their time answering questions 
from the public. They can just call in and find out how 
they can make a request or what they need to do. We 
do our training conferences and our conferences. 
 That's the extent of it at this point in time. 
 
 S. Orr: Thanks. 
 
 B. Lekstrom (Chair): All right. Well, that concludes 
our questions for this morning. I know that as this 
process goes on, we will be meeting a number of times, 
I'm sure, to certainly gain further knowledge from 
yourselves. As that process continues, we will, as well, 
be going out to the public, as you indicated earlier. We 

have a lot of work to do over the next number of 
months. 
 Again, David and Mary, I want to thank you for 
coming and, I think, giving one of the better updates 
that I've sat in on, certainly. I appreciate your time and 
effort in this, and we look forward to doing what we 
have to do as a legislative committee to review this 
document. 
 
 D. Loukidelis: My thanks to the Chair and the 
committee. 
 
 M. Carlson: Thank you. 
 
 B. Lekstrom (Chair): Just in closing, on our agenda 
is the conference invitation. We will certainly make 
every effort to have as many people attend as we can. I 
think the more information we can garner as a commit-
tee, the better job we'll do in reviewing this legislation. 
 
 D. Loukidelis: Again, we look forward to seeing 
you there. 
 

Conference Invitation 
 
 B. Lekstrom (Chair): All right. Our next item of 
business is for information, really. It is the conference 
invitation that members have. I know it coincides with 
other meetings that members have already, I imagine, 
put on their schedule. I would encourage all members 
to, if they can't take in the entire conference, take in 
portions of it, if it's at all possible. As quickly as we 
can, please review your schedules and get back, as is 
indicated in the letter, to book into those sessions. 
 Are there any questions on that? 
 
 M. Hunter (Deputy Chair): I do have a question. 
There's a conference registration fee. Is that waived for 
members of this committee or MLAs? Do you know? 
It's a fairly substantial number. That's why I ask. 
 
 B. Lekstrom (Chair): I am going to defer that to 
Craig. I believe it is somewhat deferred. Craig, I would 
ask your comments. 
 
 C. James: There is a reduction in the fee if we regis-
ter members before, I think, August 1 or something like 
that. 
 
 M. Hunter (Deputy Chair): Thank you. 
 
 B. Lekstrom (Chair): Any other discussion on the 
invitation as it is before us here today? 
 
 J. Bray: Would that be a committee expense, 
though? 
 
 C. James: Yeah. 
 
 J. Bray: Okay. 
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 B. Lekstrom (Chair): Okay. I will leave that with 
members and certainly encourage them, if it's at all 
possible, to take in this conference or a portion thereof. 
Registering through Craig, definitely, would be appro-
priate for our committee members. 
 

Subcommittee on Agenda and Procedure 
 
 B. Lekstrom (Chair): I'm just going to vary the 
agenda somewhat before we…. Well, possibly we'll go 
to item 5 on the agenda, which is election of a sub-
committee to deal with agenda and procedure. I put 
this on here more for discussion. What this really is 
about is that we have to tour the province and take in 
some communities — to go out and discuss and allow 
the public input into this review that's taking place. If 
it's acceptable to the committee, what I would like to 
do is possibly have Mr. Hunter and myself put to-
gether a schedule versus forming a subcommittee to do 
this, get it out to the members and ask for your feed-
back, if that's acceptable. 
 
 Some Voices: Aye. 
 
 B. Lekstrom (Chair): On this subcommittee would 
be the Leader of the Opposition as well, Joy MacPhail, 
who's unable to be with us here today. 
 If that's acceptable, a show of support. 
 
 Some Voices: Aye. 
 
 B. Lekstrom (Chair): It's unanimous that we will 
look after this and get you the information back. 
 Moving on in our agenda, I'm going to turn the 
microphone over to Craig just to give a brief overview 
of what the expectations of our committee are, the time 
frame set out and the reporting structure that will be 
put forward to us. We do report to the Legislative As-
sembly. We are a special committee of that body asked 
to go out and review this legislation. For further review 
and update, I'm going to ask Craig to speak on that. 

[1040] 
 
 C. James: Just for the information of members, we 
did circulate this morning the terms of reference for 
this committee. The terms of reference for this commit-
tee are identical to the terms of reference for the com-
mittee which was struck in 1997. There is reference in 
the terms of reference to section 80 of the Freedom of 
Information and Protection of Privacy Act. I'll just 
quickly read it for those members present. 
 Section 80 has three subsections: "(1) At least once 
every 6 years, a special committee of the Legislative 
Assembly must begin a comprehensive review of this 
Act and must submit a report respecting this Act to the 
Legislative Assembly within one year after the date of 
the appointment of the special committee. (2) A report 
submitted under subsection (1) may include any rec-
ommended amendments to this Act or any other Act. 
(3) For the purposes of subsection (1), the first 6 year 
period begins on October 4, 1997." 

 The reason why this committee was struck just be-
fore the House rose in May is because October 4 is a 
few days before the House resumes sitting in October 
this year. That's necessarily why the terms of reference 
were conferred upon this committee. 
 For the further interest of members, the review 
which we conducted last time comprised nine public 
hearings around the province in some of the larger 
urban centres. Primarily, though, most of the meetings 
were held in Victoria. A series of briefings were held in 
Victoria by the freedom-of-information and protection-
of-privacy commissioner, along with a government 
office at the time that was responsible for this matter 
within government. It's, of course, up to the committee 
and the members to decide where they may wish to 
travel to hear the views of the public and others re-
garding the committee's review. 
 We have a limited number of copies of the last 
committee's review of this act, which are available to 
members. I believe it's on the website. If it's not on the 
website, we will certainly put it on the website so you 
can see how the last committee tackled this particular 
issue. I'll leave it at that. If you have any questions at 
all about the process the committee followed previ-
ously, I'd be very happy to talk to you about them. 
 The legislation governing the act is on the Internet 
as well — the website. We can make copies for every-
body, if you so wish, or you can print them off at your 
own station — whatever you wish. 
 
 B. Lekstrom (Chair): I know Mike has a question. 
Then I'll go to Jeff. What we will do as a committee is 
forward the legislation by e-mail to each member. I 
would encourage you, probably, to run it off, go 
through it section by section and begin highlighting 
any concerns you have or questions on that. 
 With that I'm going to go to Mike and then Jeff. 
 
 M. Hunter (Deputy Chair): When we get the e-mail 
version of the act, can we be sure it's the consolidated 
version including the latest amendments? 
 
 B. Lekstrom (Chair): Yes. 
 
 M. Hunter (Deputy Chair): I wonder: is the service 
plan of the office of the freedom-of-information com-
missioner available on the Web? 
 
 J. Schofield: Yes. 
 
 M. Hunter (Deputy Chair): Can we get the address 
so I don't have to get lost in…? 
 
 B. Lekstrom (Chair): We will forward that at the 
same time as well. 
 
 M. Hunter (Deputy Chair): One last item. The time 
frame of one year. That's from May — whatever it was 
— when this committee was given its authority. Is that 
correct? We have until, basically, the close of the next 
spring session of the Legislature. 
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 B. Lekstrom (Chair): Yes, we do, and we will do 
this properly. 
 The service plan and so on, though, I will point out, 
is really the purview of the Finance Committee. For us 
it would be an information issue that we could look at. 
 
 M. Hunter (Deputy Chair): That's all I'm asking 
for. 
 
 B. Lekstrom (Chair): Terrific. 
 
 T. Christensen: The annual report? 
 
 B. Lekstrom (Chair): The annual report as well. We 
will put together the full information that was pre-
sented to the Finance Committee, as well, for the in-
formation of the committee members. 
 I will go to Jeff next. 
 
 J. Bray: I was just going to say if we could make 
sure it's a photocopy of the last report, it would proba-
bly be very instructive for us as members. 
 The other thing is perhaps just informational. 
Some of us are on several committees. This one will 
have some travel component to it — certainly the Fi-
nance Committee. The Health Committee may also 
have some travel attached to it, and the Citizens' As-
sembly special committee may have some travel asso-
ciated with it. If I might recommend to the Chair and 
Deputy Chair to at least have some discussion with 
Craig and the other Chairs. It would be most advan-
tageous to maximize the use of this committee, to not 
be the third committee to show up in Dawson Creek 
— that we make sure we are maximizing members' 
time and we are cognizant of what other committees 
might be doing. 

[1045] 
 
 B. Lekstrom (Chair): We will certainly take that 
into consideration, although I'll point out that Dawson 
Creek would love to have you again, Jeff. 
 

 J. Bray: I'm suggesting that some of us have been to 
Dawson Creek too many times. 
 

Other Business 
 
 B. Lekstrom (Chair): Are there any other questions 
or other business to be brought before this committee 
this morning? 
 
 J. Bray: Any idea of when we might next convene, or 
is that what you and Mike will work out at this point? 
 
 B. Lekstrom (Chair): Along with Mike we will look 
to that. I know August is somewhat of a time when 
many members are going to try and get away for a holi-
day. I would think it will probably be September before 
our committee does convene again. The time frame does 
allow us some flexibility in looking at our travel sched-
ule as well, but we'll be back to the committee members 
with all of the information we've spoken about here this 
morning and put together a date and a time for our next 
meeting. Probably within the next month I'll have that 
information to you on the date and time for the meeting. 
Prior to that, though, you will receive all of the informa-
tion we talked about this morning. 
 
 J. Bray: Okay. 
 
 B. Lekstrom (Chair): As well, in September we'll 
probably begin the process of calling for written submis-
sions. We'll put our schedule together, where they can 
send those submissions and so on. I expect it'll be very 
well received by the public. There's a lot of interest out 
there and a lot to learn for our committee. I know I'm 
certainly looking forward to this and seeing if there's a 
way to improve on what we already have. 
 With that, a motion to adjourn has been moved by 
Mr. Hunter, seconded by Mr. Bray. It is carried. Have a 
great day. 
 
 The committee adjourned at 10:46 a.m. 

 


